Attachment A

oo tyler

0. technologies

SOFTWARE AS A SERVICE AGREEMENT
This Software as a Service Agreement is made between Tyler Technologies, Inc. and Client.
WHEREAS, Client selected Tyler to provide certain products and services set forth in the Investment Summary,
including providing Client with access to Tyler’s proprietary software products, and Tyler desires to provide such

products and services under the terms of this Agreement;

WHEREAS, Client is a member of Sourcewell (formerly known as National Joint Powers Alliance) (“Sourcewell”)
under member number 2648.

WHEREAS, Tyler participated in the competitive bid process in response to Sourcewell RFP #060624 by submitting
a proposal, on which Sourcewell awarded Tyler a Sourcewell contract, numbered 060624-TT| attached as Exhibit
G and incorporated herein, (hereinafter, the “Sourcewell Contract”);

WHEREAS, documentation of the Sourcewell competitive bid process, as well as Tyler’s contract with and pricing
information for Sourcewell is available at https://sourcewell-mn.gov/cooperative-purchasing/060624-tti: and

WHEREAS Client desires to purchase off the Sourcewell contract to procure public safety software functionality

from Tyler, which Tyler agrees to deliver pursuant to the Sourcewell Contract and under the terms and conditions
set forth below.

NOW THEREFORE, in consideration of the foregoing and of the mutual covenants and promises set forth in this
Agreement, Tyler and Client agree as follows:

SECTION A — DEFINITIONS

e “Affiliated Organization” means a government entity separate from you, but which will have access to

the Tyler Software detailed in Exhibit A under this Agreement. Permissible Affiliated Organizations are
listed in Exhibit A.

e “Agreement” means this Software as a Services Agreement.

* “Business Travel Policy” means our business travel policy. A copy of our current Business Travel Policy is
attached as Schedule 1 to Exhibit B.

e “Client” means City of Columbia, Missouri.

e “Data” means data uploaded or provided by you or your End Users through the use of the Tyler Software
and necessary to utilize the Tyler Software. “Data” excludes Service Usage Data.

* “Data Storage Capacity” means the contracted amount of storage capacity for your Data identified in the
Investment Summary, if any.

e “Defect” means a failure of the Tyler Software to substantially conform to the functional descriptions set
forth in our written proposal to you, or their functional equivalent, based on a condition within our
reasonable control. Future functionality may be updated, modified, or otherwise enhanced through our
maintenance and support services, and the governing functional descriptions for such future functionality
will be set forth in our then-current Documentation.

e “Developer” means a third party who owns the intellectual property rights to Third Party Software.

e “Documentation” means any online or written documentation related to the use or functionality of the
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Tyler Software that we provide or otherwise make available to you, including instructions, user guides,
manuals and other training or self-help documentation,

e “Effective Date” means the last signature date set forth in the sighature block.

e “Force Majeure” means an event beyond the reasonable control of you or us, including, without
limitation, governmental action, war, riot or civil commation, fire, natural disaster, or any other cause that
could not with reasonable diligence be foreseen or prevented by you or us,

e “Investment Summary” means the agreed upon cost proposal for the products and services attached as
Exhibit A.

» “Invoicing and Payment Policy” means the invoicing and payment policy. A copy of our current Invoicing
and Payment Policy is attached as Exhibit B.

e  “Order Form” means an ordering document that includes a quote or investment summary and specifying
the items to be provided by Tyler to the Client, including any addenda and supplements thereto.

o  “S3aS Fees” means the fees for the Saa$ Services identified in the investment Summary.

o “SaaS Services” means software as a service consisting of system administration, system management,
and system monitoring activities that Tyler performs for the Tyler Software, and includes the right to
access and use the Tyler Software, receive maintenance and support on the Tyler Software, including
Downtime resolution under the terms of the SLA, and Data storage and archiving. Saa$ Services do not
include support of an operating system or hardware, support outside of our normal business hours, or
training, consulting or other professional services.

o “Service Usage Data” means data and telemetry collected by us relating to your or your authorized users’
use of the Tyler Software and/or SaaS Services.

s “SLA” means the service level agreement. A copy of our current SLA is attached hereto as Exhibit C.

e “Statement of Work” means the industry standard implementation plan describing how our professionai
services will be provided to implement the Tyler Software, and outlining your and our roles and
responsibilities in connection with that implementation. The Statement of Work is attached as Exhibit D.

e “Support Call Process” means the support call process applicable to all of our customers who have
licensed the Tyler Software. A copy of our current Support Call Process is attached as Schedule 1 to Exhibit
C.

o  “Third Party Hardware” means the third party hardware, if any, identified in the Investment Summary.

o  “Third Party Products” means the Third Party Software and Third Party Hardware.

o “Third Party Saa$ Services” means software as a service provided by a third party, if any, identified in the
Investment Summary.

o “Third Party Software” means the third party software, if any, identified in the Investment Summary and
ot embedded in the Tyler Software,

e “Third Party Terms” means, if any, the end user license agreement(s) or similar terms, as applicable.

o “Tyler” means Tyler Technologies, Inc., a Delaware corporation.

o “Tyler Software” means our proprietary software, including any integrations, custom modifications,
and/or other related interfaces identified in the Investment Summary and licensed by us to you through
this Agreement. The Tyler Software also includes embedded third-party software that we are licensed to
embed in our proprietary software and sub-license to you.

e “we”, “us”, “our” and similar terms mean Tyler.

o “you” and similar terms mean Client.

SECTION B - SAAS SERVICES

1. Rights Granted. We grant to you the non-exclusive, non-assignable limited right to use the Saas Services solely
for your internal business purposes, The Tyler Software will be made available to you according to the terms
of the SLA. You acknowledge that we have no delivery obligations and we will not ship copies of the Tyler
Software as part of the Saa$ Services. You may use the SaaS Services to access updates and enhancements to
the Tyler Software, as further described in Section C(9}.
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2. 5aas Fees. You agree to pay us the SaaS Fees. Those amounts are payable in accordance with our Invoicing
and Payment Policy. The Saa$ Fees are based on the amount of Data Storage Capacity. You may add additional
data storage capacity on the terms set forth in Section H{1). In the event you regularly and/or meaningfully

exceed the Data Storage Capacity, we reserve the right to charge you additional fees commensurate with the
overage(s).

3. Ownership.

3.1 We retain all ownership and intellectual property rights to the SaaS Services, the Tyler Software, and
anything developed by us under this Agreement. You do not acquire under this Agreement any license to
use the Tyler Software in excess of the scope and/or duration of the Saas Services.

3.2 The Documentation is licensed to you and may be used and copied by your employees for internal, non-
commercial reference purposes only,

3.3 You retain all ownership and intellectual property rights to the Data. You expressly recognize that except
to the extent necessary to carry out our obligations contained in this Agreement, we do not create or
endorse any Data used in connection with the Saa$ Services.

3.4 You understand and agree that we may collect and use Service Usage Data to perform the SaaS Services,
and for our own purposes, including the purposes described below. We may use Service Usage Data to (a)
operate, maintain, manage, and improve existing and create new products and services, (b) maintain the
security of the Tyler Software and SaaS Services, (¢} aggregate your Service Usage Data and combine it
with that of other clients and their users, and (d) use anonymized or aggregated Service Usage Data for
our research, analytics or other business purposes. Service Usage Data will not be disclosed to any third-
party unless (i) it is anonymized and aggregated such that it does not identify you, your users or your
Confidential Information or (i) we have entered into a written agreement with such third-party to bind
them to applicable legal requirements with respect to the Service Usage Data. You agree to notify your
users of our collection and use of Service Usage Data, obtain any required consents, provide all necessary

notices, and meet any other applicable legal requirements with respect to our collection and use of Service
Usage Data.

4. Restrictions. You may not: (a) make the Tyler Software or Documentation resulting from the Saa$ Services
available in any manner to any third party for use in the third party’s business operations; (b) modify, make
derivative works of, disassemble, reverse compile, or reverse engineer any part of the Saa$ Services; {c) access
or use the Saa$ Services in order to build or support, and/or assist a third party in building or supporting,
products or services competitive to us; or (d} license, sell, rent, lease, transfer, assign, distribute, display, host,
outsource, disclose, permit timesharing or service bureau use, or otherwise commercially exploit or make the

Saas Services, Tyler Software, or Documentation available to any third party other than as expressly permitted
by this Agreement.

5. Software Warranty. We warrant that the Tyler Software will perform without Defects during the term of this
Agreement. If the Tyler Software does not perform as warranted, we will use all reasonable efforts, consistent
with industry standards, to cure the Defect in accordance with the maintenance and support process set forth
in Section C(9), below, the SLA and our then current Support Cali Process or to provide you with a functional
equivalent. For the avoidance of doubt, to the extent any third-party software is embedded in the Tyler
Software, your limited warranty rights are limited to our Defect resolution obligations set forth above: you do
not have separate rights against the developer of the embedded third-party software.

Page 3 of 228



6. Saas Services.

6.1 Our Saa$ Services are audited at least yearly in accordance with the AICPA’s Statement on Standards for

6.2

Attestation Engagements (“SSAE”} No. 21. We will maintain, SOC 1 and SOC 2 compliance, or its
equivalent, for so long as you are timely paying for Saa$S Services. The scope of audit coverage varies for
some Tyler Software solutions. Upon execution of a mutually agreeable Non-Disclosure Agreement
{“NDA”}, we will provide you with a summary of our compliance report(s) or its equivalent. Every year
thereafter, for so long as the NDA is in effect and in which you make a written request, we will provide
that same information. If our SaaS Services are provided using a third-party data center, we will provide
available compliance reports for that data center.

You will be hosted on shared hardware in a Tyler data center or in a third-party data center. In either
event, databases containing your Data will he dedicated to you and inaccessible to our other customers.
Tyler covenants that any data from the Client, its employees, or customers or derived therefrom shall be
stored in the United States of America. The data or any information derived therefrom shall not
be transferred, moved, or stored to or at any location outside the United States of America. Tyler
covenants that Tyler, its subsidiaries, or subcontractors shall not seli or give away any such Client data
or information derived therefrom.

6.3 The data centers utilized under this Agreement have fully-redundant telecommunications access,

electrical power, and the required hardware to provide access to the Tyler Software in the event of a
disaster or component failure. In the event of a disruption of Saa$ Services from the data center hosting
your data, we reserve the right to empioy our disaster recovery plan for resumption of the SaaS Services.
In that event, we commit to a Recovery Point Objective (“"RP0”)} of 24 hours and a Recovery Time Objective
{“RTO") of 24 hours. RPO represents the maximum duration of time between the most recent recoverable
copy of your hosted Data and subsequent unavailability of SaaS Services from the data center hosting your
data. RTO represents the maximum duration of time following disruption of the SaaS Services within which
your access to the Tyler Software must be restored.

6.4 We conduct annual penetration testing of either the production network and/or web application to he

performed. We will maintain industry standard intrusion detection and prevention systems to monitor
malicious activity in the network and to log and block any such activity. We will provide you with a written
or electronic record of the actions taken by us in the event that any unauthorized access to your
database(s) is detected as a result of our security protocols. You may not attempt to bypass or subvert
security restrictions in the SaaS Services or environments related to the Tyler Software. Unauthorized
attempts to access files, passwords or other confidential information, and unauthorized vulnerability and
penetration test scanning of our network and systems (hosted or otherwise) is prohibited without the
pripr written approval of our IT Security Officer.

6.5 We test our disaster recovery plan on an annual basis and mitigate any findings in accordance with

industry standards.

6.6 We will be responsible for importing back-up and verifying that you can log-in. You will be responsible for

running reports and testing critical processes to verify the returned Data.

6.7 We provide secure Data transmission paths between each of your workstations and our servers.

6.8 The data centers utilized under this Agreement are accessible only by authorized personnel with a unigue

key entry. All other visitors to such data centers must be signed in and accompanied by authorized
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personnel, Entry attempts to the data center are regularly audited by internal staff and external auditors
to ensure no unauthorized access.

7. Affiliated Organizations for the Tyler Software.

7.1 Access by Affiliated Organizations. We will grant each Affiliated Organization access to the Tyler Software
according to the terms of this Agreement, and each such Affiliated Organization must abide by the terms

of this Agreement.

SECTION C—~ OTHER PROFESSIONAL SERVICES

1. Qther Professional Services. We will provide you the various implementation-related services itemized in the
[nvestment Summmary and described in the Statement of Work.

2. Professional Services Fees. You agree to pay us the professional services fees in the amounts set forth in the
Investment Summary. Those amounts are payable in accordance with our Invoicing and Payment Policy.

3. Additional Services. The Investment Summary contains, and the Statement of Work describes, the scope of
services and related costs (including programming and/or interface estimates) required for the project based
on the documented scope of the project as of the Effective Date. If additional work is required, or if you use

or request additional services, we will provide you with an addendum or change order, as applicable, outlining
the costs for the additional work.

4. Cancellation. If you cancel services less than four (4) weeks in advance (other than for Force Majeure or breach
by us), you will be liable for all (a) daily fees associated with cancelled professional services if we are unable
to reassign our personnel and (b} any non-refundable travel expenses already incurred by us on your behalf.

We will make all reasonable efforts to reassign personnel in the event you cancel within four (4) weeks of
scheduled commitments.

5. Services Warranty. We will perform the services in a professional, workmanlike manner, consistent with

industry standards. in the event we provide services that do not conform to this warranty, we will re-perform
such services at no additional cost to you.

6. Site Access and Requirements. At no cost to us, you agree to provide us with full and free access to your
personnel, facilities, and equipment as may be reasonably necessary for us to provide implementation
services, subject to any reasonable security protocols or other written policies provided to us as of the
Effective Date, and thereafter as mutually agreed to by you and us. You agree that it is your responsibility to

ensure that you satisfy the then-current system requirements, if any, minimally required to run the Tyler
Software.

7. Client Assistance. You acknowledge that the implementation of the Tyler Software, and the ability to meet
project deadlines and other milestones, is a cooperative effort requiring the time and resources of your
personnel, as well as ours. You agree to use all reasonable efforts to cooperate with and assist us as may be
reasonably required to meet the agreed upon project deadlines and other milestones for implementation.

This cooperation includes at least working with us to schedule the implementation-related services outlined
in this Agreement.

8. Background Checks. For at least the past twelve (12) years, all of our employees have undergone criminal
background checks prior to hire. All employees sign our confidentiality agreement and security policies.

Page 5 of 228



9. Maintenance and Support. For so long as you timely pay your Saa$ Fees according to the Invoicing and
Payment Policy, then in addition to the terms set forth in the SLA and the Support Call Process, we will:

9.1 perform our maintenance and support obligations in a professional, good, and workmanlike manner,
consistent with industry standards, to resolve Defects in the Tyler Software {(subjoct to any applicable
release life cycle policy);

9.2 provide support during our established support hours;

9.3 maintain personnel that are sufficiently trained to be familiar with the Tyler Software and Third Party
Software, if any, in order to provide maintenance and support services;

9.4 make available all releases to the Tyler Software (including updates and enhancements) that we make
generally available and deploy, without additional charge; and

9.5 provide non-Defect resolution support of prior releases of the Tyler Software in accordance with any
applicable release life cycle policy.

We will use all reasonable efforts to perform any maintenance and support services remotely. For any on-premise
clients or components, we currently use a third-party secure connectivity tool called BeyondTrust {formerly
Bomgar), as well as GoToAssist by Citrix. You agree to provide us with a login account and local administrative
privileges as we may reasonably require to perform remote services. We will, at our option, use the secure
connection to assist with proper diagnosis and resolution, subject to any reasonably applicable security protocois.
if we cannot resolve a support issue remotely, we may be required to provide onsite services. In such event, we
will be responsible for our travel expenses, unless it is determined that the reason onsite support was required
was a reason outside our control. Either way, you agree to provide us with full and reasonable access to the Tyler
Software, working space, adequate facilities within a reasonable distance from the equipment, and use of
machines, attachments, features, or other equipment reasonably necessary for us to provide the maintenance
and support services, all at no charge to us,

For the avoidance of doubt, Saa$ Fees do notinclude the following services: {a) onsite support {uniess Tyler cannot
remotely correct a Defect in the Tyler Software, as set forth above); (b) application design; {c) other consulting
services; or {d) support outside our normal business hours as listed in our then-current Support Cal! Process.
Requested services such as those outlined in this section will be billed to you on a time and materials basis at our
then current rates. You must request those services with at least one {1) week’s advance notice.

SECTION D — THIRD PARTY PRODUCTS

To the extent there are any Third Party Products identified in the Investment Summary, the Third Party Terms will
apply. You acknowledge that we may have embedded third-party functionality in the Tyier Software that is not
separately identified in the Investment Summary. If that third-party functionality is not separately identified in
the Investment Summary, the limited warranty applicable to the Tyler Software applies, and we further warrant
that the appropriate Developer has granted us the necessary license to {i) embed the unidentified third-party
functionality in the Tyler Software; and {ii) sub-license it to you through our license grant to the Tyler Software.
You may receive maintenance and support on such embedded third-party scftware under the Maintenance and
Support Agreement.

SECTION E - INVOICING AND PAYMENT; INVOICE DISPUTES

1. Invoicing and Payment. We will invoice you the Saa$ Fees and fees for other professional services in the
Investment Summary per our lnvoicing and Payment Policy, subject to Section E(2).

Page 6 of 228



2. Invoice Disputes. If you believe any delivered software or service does not conform to the warranties in this
Agreement, you will provide us with written notice within thirty {30) days of your receipt of the applicable
invoice. The written notice must contain reasonable detail of the issues you contend are in dispute so that we
can confirm the issue and respond to your notice with either a justification of the invoice, an adjustment to
the invoice, or a proposal addressing the issues presented in your notice. We will work with you as may be
necessary to develop an action plan that outlines reasonable steps to be taken by each of us to resolve any
Issues presented in your notice. You may withhold payment of the amount(s) actually in dispute, and only
those amounts, until we complete the action items outlined in the plan. If we are unable to complete the
action items outlined in the action plan because of your failure to complete the items agreed to be done by
you, then you will remit full payment of the invoice. We reserve the right to suspend delivery of all Saas

Services, including maintenance and support services, if you fail to pay an invoice not disputed as described
above within fifteen (15) days of notice of our intent to do so.

SECTION F ~ TERM AND TERMINATION

1. Term. The initial term of this Agreement is two {2} years from the first day of the first month following the
Effective Date, unless earlier terminated as set forth below. Upon expiration of the initial term, this Agreement
will renew automatically for additional one (1) year renewal terms. unless terminated in writing by either
party at least thirty (30) days prior to the end of the then-current renewal term. Your right to access or use
the Tyler Software and the Saa$ Services will terminate at the end of this Agreement. Fees in the first
renewal term shall be the same as in the initial term. Fees in the second renewal term shall increase no more
than five percent {5%) from the prior term. Fees in the third renewal term shall increase no more than five
percent (5%) from the prior term. After the third renewal term and all other subsequent renewal terims, Tyler
shall provide to Client an Investment Summary or Quote at least sixty (60) days in advance of the renewal.

2. Termination. This Agreement may be terminated as set forth below. In the event of termination, you will pay
us for all undisputed fees and expenses related to the software, products, and/or services you have received,
or we have incurred or delivered, prior to the effective date of termination. Disputed fees and expenses in all

terminations other than your termination for cause must have been submitted as invoice disputes in
accordance with Section E(2).

2.1 Failure to Pay SaaS Fees. You acknowledge that continued access to the Saa$ Services is contingent upaon
your timely payment of Saa$ Fees. If you fail to timely pay the SaaS Fees, we may discontinue the Saa$
Services and deny your access to the Tyler Software. We may also terminate this Agreement if you don’t
cure such failure to pay within forty-five (45) days of receiving written notice of our intent to terminate.

2.2 For Cause. If you believe we have materially breached this Agreement, you will invoke the Dispute
Resolution clause set forth in Section H{3). You may terminate this Agreement for cause in the event we
do not cure, or create a mutually agreeable action plan to address, a material breach of this Agreement
within the thirty (30) day window set forth in Section H(3). Client may terminate this Agreement for cause
in the event (i) Tyler becomes insolvent or generally does not pay its debts as they become due or admits,
in writing, its inability to pay its debts or makes an assignment for the benefit of creditors; or {ii}

Insolvency, receivership, reorganization, bankruptcy proceedings or other proceedings for relief under
bankruptcy laws are commenced by or against Tyler.

2.3 Force Majeure. Either party has the right to terminate this Agreement if a Force Majeure event suspends
performance of the SaaS Services for a period of forty-five {45) days or more.

2.4 Lack of Appropriations. If you should not appropriate or otherwise make available funds sufficient to
utilize the Saa$ Services, you may unilaterally terminate this Agreement upon thirty (30} days written
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notice to us. You will not be entitled to a refund or offset of previously paid, but unused Saa$ Fees. You
agree not to use termination for lack of appropriations as a substitute for termination for convenience
during the initial term and first renewal term.

2.5 Termination for Convenience. After the initial term and first renewal term, Client may terminate this
Agreement for convenience with thirty {30) days written notice.

Return of Data. Upen termination or expiration of this Agreement, provided that Client has paid Tyler all
amounts due under this Agreament, performed all obligations required to be performed by Client, and is not
in material breach of this Agreement, Tyler shall promptly assist Client with the provision of all Client data to
Client as a native database export in a mutually agreezble format. Tyler shall be paid all applicable charges for
services rendered through final termination of this Agreement and shall be reimbursed its reasonable out-of-
pocket costs and expenses incurred in providing such termination assistance.

SECTION G — INDEMNIFICATION, LIMITATION CF LIABLLITY AND INSURANCE

1.

Intellectual Property Infringement Indemnification.

1.1 We will defend you against any third party claim(s) that the Tyler Software or Documentation infringes
that third party’s patent, copyright, or trademark, or misappropriates its trade secrets, and will pay the
amount of any resulting adverse final judgment (or settlement to which we consent). You must notify us
promptly in writing of the claim and give us sole control over its defense or settlement, You agree to
provide us with reasonable assistance, cooperation, and information in defending the claim at our
expense,

1.2 Our obligations under this Section G{1) will not apply to the extent the claim or adverse final judgment is
based on your use of the Tyler Software in contradiction of this Agreement, including with non-licensed
third parties, or your willful infringement.

1.3 If we receive information concerning an infringement or misappropriation claim related to the Tyler
Software, we may, at our expense and without obligation to do so, either: {a) procure for you the right to
continue its use; (b) modify it to make it non-infringing; or {c) replace it with a functional equivalent, in
which case you will stop running the allegedly infringing Tyler Software immediately. Alternatively, we
may decide to litigate the claim to judgment, in which case you may continue to use the Tyler Software
consistent with the terms of this Agreement.

1.4 If an infringeament or misappropriation claim is fully litigated and your use of the Tyler Software is enjoined
by a court of competent jurisdiction, in addition to paying any adverse final judgment {or settlement to
which we consent), we will, at our option, either: (a) procure the right to continue its use; {b) modify it to
make it non-infringing; or {c) replace it with a functional eguivalent. We will pursue those options in the
order listed herein, This section provides your exclusive remedy for third party copyright, patent, or
trademark infringement and trade secret misappropriation claims.

Genera!l Indemnification.

2.1 We will defend, indemnify, and hold harmless you and your agents, officials, and employees from and
against any and all third-party claims, losses, liabilities, damages, costs, and expenses {including
reasohable attorney's fees and costs) for {(a) personal injury or property damage to the extent caused by
our negligence or willful misconduct; or (b) our violation of a law applicable to our performance under
this Agreement. You must notify us promptly in writing of the claim and give us sole control over its
defense or settlement. You agree to provide us with reascnable assistance, cooperation, and information
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in defending the claim at our expense.

2.2 To the extent permitted by applicable law, you will indemnify and hold harmless us and our agents,
officials, and employees from and against any and all third-party claims, losses, liabilities, damages, costs,
and expenses (including reasonable attorney's fees and costs) for personal injury or property damage to
the extent caused by your negligence or willful misconduct; or (b) your violation of a law applicable to
your performance under this Agreement, We will notify you promptly in writing of the claim and will give
you sole control over its defense or settlement. We agree to provide you with reasonable assistance,
cooperation, and information in defending the claim at your expense.,

3. DISCLAIMER. EXCEPT FOR THE EXPRESS WARRANTIES PROVIDED IN THIS AGREEMENT AND TO THE
MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, WE HEREBY DISCLAIVI ALL OTHER WARRANTIES AND
CONDITIONS, WHETHER EXPRESS, IMPLIED, OR STATUTORY, INCLUDING, BUT NOT LIMITED TO, ANY
IMPLIED WARRANTIES, DUTIES, OR CONDITIONS OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR

PURPOSE. CLIENT UNDERSTANDS AND AGREES THAT TYLER DiSCLAIMS ANY LIABILITY FOR ERRORS THAT
RELATE TO USER ERROR.

4, LIMITATION OF LIABILITY. EXCEPT AS OTHERWISE EXPRESSLY SET FORTH IN THIS AGREEMENT, OUR
LIABILITY FOR DAMAGES ARISING QUT OF THIS AGREEMENT, WHETHER BASED ON A THEORY OF CONTRACT
OR TORT, INCLUDING NEGLIGENCE AND STRICT LIABILITY, SHALL BE LIMITED TO YOUR ACTUAL DIRECT
DAMAGES, NOT TO EXCEED (A) DURING THE INITIAL TERM, AS SET FORTH IN SECTION F{1), TOTAL FEES PAID
AS OF THE TIME OF THE CLAIM; OR (B) DURING ANY RENEWAL TERM, THE THEN-CURRENT ANNUAL SAAS
FEES PAYABLE IN THAT RENEWAL TERM. THE PARTIES ACKNOWLEDGE AND AGREE THAT THE PRICES SET
FORTH IN THIS AGREEMENT ARE SET !N RELIANCE UPON THIS LIMITATION OF LIABILITY AND TO THE
MAXIMUM EXTENT ALLOWED UNDER APPLICABLE LAW, THE EXCLUSION OF CERTAIN DAMAGES, AND EACH
SHALL APPLY REGARDLESS OF THE FAILURE OF AN ESSENTIAL PURPOSE OF ANY REMEDY. THE FOREGOING
LIMITATION OF LIABILITY SHALL NOT APPLY TO CLAIMS THAT ARE SUBJECT TO SECTIONS G(1) AND G{2).

5. EXCLUSION OF CERTAIN DAMAGES. TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, IN NO
EVENT SHALL WE BE LIABLE FOR ANY SPECIAL, INCIDENTAL, PUNITIVE, INDIRECT, OR CONSEQUENTIAL
DAMAGES WHATSOEVER, EVEN IF WE HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

6. Insurance, During the course of performing services under this Agreement, we agree to maintain the following
levels of insurance: (a) Commercial General Liability of at least $1,000,000; (b) Automobile Liability of at least
$1,000,000; (c) Professional Liability of at least $1,000,000; {d) Workers Compensation complying with
applicable statutory requirements; and (e} Excess/Umbrella Liability of at least $5,000,000. We will add you
as an additional insured to our Commercial General Liability and Automobile Liability policies, which will
automatically add you as an additional insured to our Excess/Umbrella Liability policy as well. We will provide
you with copies of certificates of insurance upon your written request.

SECTION H - GENERAL TERMS AND CONDITIONS

1. Additional Products and Services. You may purchase additional Tyler products and services at the rates set
forth in the Investment Summary for twelve (12} months from the Effective Date by executing a mutually
agreed addendum or Tyler purchase order. If no rate is provided in the Investment Summary, or those twelve
{12} months have expired, you may purchase additional Tyler products and services at our then-current list
price, also by executing a mutually agreed addendum or Tyler purchase order. The terms of this Agreement

will control any such additional purchase(s), unless otherwise specifically provided in the addendum or Tyler
purchase order,
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2. Optional Items. Pricing for any listed optional products and services in the Investment Summary wiil be valid
for twelve (12) months from the Effective Date.

3. Dispute Resolution. You agree to provide us with written notice within thirty (30) days of becaming aware of
a dispute. You agree to cooperate with us in trying to reasonably resolve all disputes, including, if requested
by either party, appointing a senior representative to meet and engage in good faith negotiations with our
appointed senior representative. Senior representatives will convene within thirty {30} days of the written
dispute notice, unless otherwise agreed. All meetings and discussions between senior representatives wiil be
deemed confidential settlement discussions not subject to disclosure under Federal Rule of Evidence 408 or
any similar applicable state rule. If we fail to resolve the dispute, then the parties shall participate in non-
binding mediation in an effort to resolve the dispute. lf the dispute remains unresolvad after mediation, then
either of us may assert our respective rights and remedies in a court of competent jurisdiction. Nothing in this
section shall prevent you or us from seeking necessary injunctive relief during the dispute resolution
procedures.

4. Taxes. The fees in the investment Summary do not include any taxes, including, without limitation, sales, use,
or excise tax. If you are a tax-exempt entity, you agree to provide us with a tax-exempt certificate. Otherwise,
we will pay al! applicable taxes to the proper authorities and you will reimburse us for such taxes. H you have
a valid direct-pay permit, you agree to provide us with a copy. For clarity, we are responsible for paying our
income taxes, both federal and state, as applicable, arising from our performance of this Agreement.

5 Nondiscrimination. We will not discriminate against any person employed or applying for employment
concerning the performance of our responsibilities under this Agreement. This discrimination prohibition will
apply to all matters of initial employment, tenure, and terms of employment, or otherwise with respect to
any matter directly or indirectly relating to employment concerning race, color, religion, national origin, age,
sex, sexual orientation, ancestry, disability that is unrelated to the individual's ability to perform the duties of
a particular job or position, height, weight, marital status, or political affiliation. We will post, where
appropriate, all notices related to nondiscrimination as may be required by applicable law.

6. E-Verify. We have complied, and will comply, with the E-Verify procedures administered by the U.S
Citizenship and Immigration Services Verification Division for ail of our employees assigned to your project.
Tyler agrees to comply with Missouri State Statute section 285.530 in that Tyler shall not knowingly employ,
hire for employment, or continue to employ an unauthorized alien to perform work within the state of
Missouri. As a condition for the award of this contract Tyler shall, by sworn affidavit and provision of
documentation, affirm its enroliment and participation in a federal work authorization program with respect
to the employees working in connection with the contracted services. Tyler shall also sign an affidavit affirming
that it does not knowingly employ any person who is an unauthorized alien in connection with the contracted
services. Tyler shall require each subcontractor to affirmatively state in its contract with Tyler that the
subcontractor shall not knowingly employ, hire for employment or continue to employ an unauthorized alien
to perform work within the state of Missouri. Tyler shall also require each subcontractor to provide Tyler with
a sworn affidavit under the penalty of perjury attesting to the fact that the subcontractor's employees are
lawfully present in the United States.

7 Subcontractors. We will not subcontract any services under this Agreement without your prior written
consent, not to be unreasonably withheld.

8. Binding Effect; No Assignment. This Agreement shall be binding on, and shall be for the benefit of, either your
or our successor(s) or permitted assign(s). Neither party may assign this Agreement without the prior written
consent of the other party; provided, however, your consent is not required for an assignment by us as a resuit
of a corporate reorganization, merger, acquisition, or purchase of substantially all of our assets.
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9.

10.

i1,

12,

13.

i4,

15.

16.

17.

Force Majeure. Except for your payment obligations, neither party will be liable for delays in performing its
obligations under this Agreement to the extent that the delay is caused by Force Majeure; provided, however,
that within ten (10} business days of the Force Majeure event, the party whose performance is delayed
provides the other party with written notice explaining the cause and extent thereof, as well as a request for
a reasonable time extension equal to the estimated duration of the Force Majeure event.

No Intended Third Party Beneficiaries. This Agreement is entered into solely for the benefit of you and us. No
third party witl be deemed a beneficiary of this Agreement, and no third party will have the right to make any

claim or assert any right under this Agreement. This provision does not affect the rights of third parties under
any Third Party Terms.

Entire Agreement; Amendment. This Agreement represents the entire agreement between you and us with
respect to the subject matter hereof, and supersedes any prior agreements, understandings, and
representations, whether written, oral, expressed, implied, or statutory. Purchase orders submitted by you, if
any, are for your internal administrative purposes only, and the terms and conditions contained in those
purchase orders will have no force or effect. This Agreement may only be modified by a written amendment
signed by an authorized representative of each party.

Severability. If any term or provision of this Agreement is held invalid or unenforceable, the remainder of this
Agreement will be considered valid and enforceable to the fullest extent permitted by law.

No Waiver. In the event that the terms and conditions of this Agreement are not strictly enforced by either
party, such non-enforcement will not act as or be deemed to act as a waiver or modification of this Agreement,

nor will such non-enforcement prevent such party from enforcing each and every term of this Agreement
thereafter.

Independent Contractor. We are an independent cantractor for all purposes under this Agreement.

Notices. All notices or communications required or permitted as a part of this Agreement, such as notice of
an alleged material breach for a termination for cause or a dispute that must be submitted to dispute
resolution, must be in writing and will be deemed delivered upon the earlier of the following: (a} actual receipt
by the receiving party; {b} upon receipt by sender of a certified mail, return receipt sighed by an employee or
agent of the receiving party; (c) upon receipt by sender of proof of email delivery; or (d) if not actually received,
five (5) days after deposit with the United States Postal Service authorized mail center with proper postage
{certified mail, return receipt requested) affixed and addressed to the other party at the address set forth on
the signature page hereto or such other address as the party may have designated by proper notice. The
consequences for the failure to receive a notice due to improper notification by the intended receiving party
of a change in address will be borne by the intended receiving party.

Client Lists, Tyler shall not use, in its external advertising, marketing programs, or other promotional efforts,
any data, pictures, or other representation of Client except on the specific written authorization in advance
of Client's Purchasing Agent. Tyler shall not install any signs or other displays within or without Client's
premises unless in each instance the prior written approval of Client's Purchasing Agent has been obtained.

However, nothing in this clause shall preclude Tyler from listing Client on its routine client list for matters of
reference,

Confidentiality. Both parties recognize that their respective employees and agents, in the course of
performance of this Agreement, may be exposed to confidential information and that disclosure of such
information could violate rights to private individuals and entities, including the parties. Confidential
information is nonpublic information that a reasonable person would believe to be confidential and includes,
without limitation, personal identifying information (e.g., social security numbers) and trade secrets, each as
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18.

19.

20.

21.

22,

23,

defined by applicable state law. Each party agrees that it will not disclose any confidential information of the
other party and further agrees to take all reasonable and appropriate action to prevent such disclosure by its
employees or agents. To the extent Client engages independent contractors to fulfill its obligations under this
Agreement, Client shall enter into a written agreement with said independent contractors that contains
confidentiality covenants at least as restrictive as the confidentiality covenants contained herein. The
confidentiality covenants contained herein will survive the termination or cancellation of this Agreement. This
obligation of confidentiality will not apply to information that:

(a) is in the public domain, either at the time of disclosure or afterwards, except by breach of this
Agreement by a party or its employees or agents; or

(b) aparty can establish by reasonable proof was in that party's possession at the time of initial disclosure;
or

(c) a party receives from a third party who has a right to disclose it to the receiving party; or

(d) is the subject of a legitimate disclosure request under the open records laws or similar applicable
public disclosure laws governing this Agreement, or a subpoena; provided, however, thatin the event
you receive an open records or other similar applicable request, you will give us prompt notice and
otherwise perform the functions required by applicable law.

(e) Nothing in this Agreement shall be construed to supersede, conflict with or otherwise defeat any
provision of the Missouri Revised Statues Chapter 610 Governmental Bodies and Records ("Missouri
Sunshine Law").

Business License. In the event a local business license is required for us to perform services hereunder, you
will promptly notify us and provide us with the necessary paperwork and/or contact information so that we
may timely obtain such license.

Governing Law. This Agreement will be governed by and construed in accordance with the laws of your state
of domicile, without regard to its rules on conflicts of law.

Multiple Originals and Authorized Signatures. This Agreement may be executed in multiple originals, any of
which will be independently treated as an original document. Any electronic, faxed, scanned, photocopied, or
similarly reproduced signature on this Agreement or any amendment hereto will be deemed an original
signature and will be fully enforceable as if an original signature. Each party represents to the other that the
signatory set forth below is duly authorized to bind that party to this Agreement.

Cooperative Procurement. To the maximum extent permitted by applicable law, we agree that this Agreement
may be used as a cooperative procurement vehicle by eligible jurisdictions. We reserve the right to negotiate
and customize the terms and conditions set forth herein, including but not limited to pricing, to the scope and
circumstances of that cooperative procurement.

Data & Insights Solution Terms. Your use of certain Tyler solutions includes Tyler's Data & Insights data
platform. Your rights, and the rights of any of your end users, to use Tyler’s Data & Insights data platform is
subject to the Data & Insights SaaS Services Terms of Service, available at
https://www.tylertech.com/terms/data-insights-saas-services-terms-of-service. By signing a Tyler Agreement
or Order Form, or accessing, installing, or using any of the Tyler solutions listed at the linked terms, you certify
that you have reviewed, understand, and agree to said terms.

Twilio Acceptable Use Policy and Terms of Service. Your use of the Tyler Software may include functionality
provided by a Third Party Developer, Twilio. Your rights, and the rights of any of your end users, to use said
functionality are subject to the terms of the Twilio Acceptable Use Policy, available at
http://www.twilio.com/legal/aup, and to applicable provisions found in the current Twilio Terms of Service,
available at https://www.twilio.com/legal/tos. By signing a Tyler Agreement or accessing, installing, or using
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any such Tyler solution, you certify that you have reviewed, understand and agree to said terms. Tyler hereby
disclaims any and all liability related to your or your end user’s failure to ahide by the terms of the Twilio
Acceptable Use Policy or Terms of Service. Any liability for failure to abide by said terms shall rest solely with
the person or entity whaose conduct viclated said terms.

24, No Waiver of Immunities. In no event shall the language of this Agreement constitute or be construed as a
waiver or limitation for either party's rights or defenses with regard to each party's applicable sovereign,
governmental, or official immunities and protections as provided by federai and state constitution or law.

25. Contract Documents. This Agreement includes the following exhibits:

Exhibit A {nvestment Summary
Exhibit B invoicing and Payment Policy
Schedule 1: Business Travel Policy
Exhibit C Service Level Agreement
Schedule 1: Support Call Process
Exhibit D Statement of Work
Exhibit E Tyler’s Responses to the City’s RMS Requirements Matrix
Exhibit F IT Questionnaires
Exhibit G Sourcewell contract #060624-tt

IN WITNESS WHEREOF, a duly authorized representative of each party has executed this Agreement as of the
date(s) set forth below.

Tyler Technologies, inc.

By: S/{&v?%vé

Name: =herry Clark

Title:  Group General Counsel

Date: 08/05/25

Address for Notices:

Tyler Technologies, tnc,

One Tyler Drive

Yarmouth, ME 04096
Attention: Chief Legal Officer

With a copy to:

Tyler Technologies, Inc.
5101 Tennyson Parkway
Plano, TX 75024

Attention: Legal Department

City of Columbia, Missouri

By:

Name: De’Carion Seewood

Title: City Manager

Date:

Address for Notices:

701 E. Broadway

PO Box 6015

Columbia, Missouri 65205
Attention: Finance Department

Columbia Police Department

600 E. Walnut

Columbia, Missouri 65201
Attention: Lisa Roland, Sarah Jones
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ATTESTED BY:

Sheela Amin, City Clerk

APPROVED ASTO FORM:

Nancy Thompson, City Counselor/mc

CERTIFICATION: | hereby certify that the above expenditure is within the purpose of the appropriation
to which itis charged, AccountNo. (L 1P 9k©0843 , and thatthere is an unencumbered balance to the credit of

such appropriation sufficient to pay therefor. h‘, L}'—}OQ@@QO —~{ONCO0 - 008423
By:

Director of Finance
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Exhibit A

Investment Summary

The following Investment Summary details the software and services to be delivered by us to you under
the Agreement. This Investment Summary is effective as of the Effective Date. Capitalized terms not
otherwise defined will have the meaning assighed to such terms in the Agreement.

Investment Summary is prepared in accordance with Sourcewell Contract #060624-tti, attached as
Exhibit G.

REMAINDER OF PAGE INTENTIONALLY LEFT BLANK

—

—
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Quoted By: Jamie Lund

. . . t Ier Quote Expiration: 10/20/25
. . o iti

Quote Name: RMS, Report Writing, EM
technologies
Sales Quotation For: Shipping Address:
Columbia Police Department Columbia Police Department
ACCOUNTS PAYABLE 600 E Walnut St
701 E BROADWAY # 5
Columbia MO 65201-4461 Columbia MO 65201-4461

Phone: +1 (573) 874-7404

Annual / Saas

Description Discount Annual
_ Enterprise Public Safety

"EPS Platform - Standard D ) - © $107,900 0 $107,900
EPS Platform - Mobility $ 3,000

Enerprie Law Enforcement Records - " " S 85,200 S 26,560 ' S 58,60

Alarms $1,893 $ 568 51,325
Bookings $1,893 5568 $1,325
Crash $1,893 S 568 $1,325
Equipment and Inventory $ 1,893 $ 568 $1,325
Gangs $1,893 $ 568 51,325
Narcotics $1,893 $ 568 $1,325
Use of Force $1,893 S 568 $1,325
Link Analysis $ 12,600 $3,780 $ 8,820
Content Manager Core $ 17,040 $5,112 $11,928
Livescan Interface $ 6,627 $1,988 $ 4,639
2025-545383-T6B5G2 CONFIDENTIAL Page 1
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Citizen Reporting Interface $ 10,887 $ 3,266 57,621

NCIC Interface $ 29,347 S 8,804 $20,543
Report Writing [210 Users] S 54,600 $ 16,380 $ 38,220
Law Enforcement Records Management Data Mart / Includes 5-6 users $6,627 $1,988 S 4,639
Public Safety Analytics (Performance Dashboard, Citizen Connect, Explorer,

$11,640 S 27,160

na!yt'ics) S 38,800

$31,477

Enterprise Mobile Server Software $ 44,967 $13,490
S 30,555

Enterprise Law Enforcement Field Mobile with Advanced Mapping [194] $ 43,650 $ 13,095

Data Archive
Enforcement Mobile

Enforcement Mobile Site License $ 63,000 $ 18,900 $ 44,100

Interface: Enterprise Public Safety Records - eCrash SO S0 SO
Interface: Enterprise Law Enforcement Records [2] 50 S0 SO
Interface: Missouri - ShowMe Court $3,999 $ 1,200 $2,799

Task: Code Enforcement S 3,999 $1,200 52,799

= n License rees

Interface: Device Level (Central Square Mobile) $3,999 $1,200 $2,799
Report: MO Annual Traffic Stop (Included) S0 S0 S0
Task: MO Traffic Stop (Included) S0 SO S0
Interface: MoDOT $3,999 $1,200 $2,799
Public Safety Analytics - Enforcement Mobile Crash, Citation, Citizen Connect $ 21,000 S 6,300 S 14,700
Interface: City Court (Karpel) $3,999 $1,200 $2,799
Task: MO Tow $ 3,999 $1,200 $2,799
Crash Report Software Site License (Website diagram tool - Not to exceed 150
user licenses) $ 30,000 $ 9,000 $ 21,000
TOTAL $ 465,011
Services
2025-545383-T6B5G2 CONFIDENTIAL Page 2
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Description Quantity Unit Price Discount
Enterprise Public Safety

¢ 94,400 $0 $ 94,400

Project Management 1

Systems Assurance — Standard 1 $ 13,050 S0 $ 13,050
Mobility Implementation 1 $ 4,000 S0 $ 4,000
GIS Implementation - Standard 1 $ 27,260 S0 $27,260
Decision Support Software Service 1 $ 10,150 S0 $10,150
NCIC Installation 1 $21,025 S0 $21,025
Law Enforcement Records Configuration (up to 5 agencies) 1 S 20,880 S0 $ 20,880
Law Enforcement Records Training 1 $ 17,400 S0 S 17,400
Law Enforcement Records Go-Live Support i3 $ 13,050 S0 $13,050
IBR Submission 1 $7,250 S0 $7,250
Livescan Interface Installation 1 S 4,640 S0 S 4,640
Citizen Reporting Interface Installation 1 $2,320 S0 $2,320
Report Writing Implementation Fee 1 $ 20,000 S0 $ 20,000
Law Enforcement Mohile Messaging Configuration 1 $ 4,350 SO $ 4,350
Law Enforcement Mobile Messaging Training (includes 10 trainers ea.) 1 S 4,350 SO $ 4,350
Law Enforcement Mobile Messaging Go-Live 1 $ 8,700 SO $ 8,700
Call For Service Import to RMS -Central Square One Solution CAD 1 S 17,600 S0 S 17,600
Public Safety Analytics Installation & Remote Training 1 S 4,500 S0 S 4,500
Enterprise Law Enforcement Additional Modules $13,280
Data Archive Conversions $ 55,100
Set Up & Configuration (Karpel Interface) 1 $2,500 S0 $ 2,500
Set Up & Configuration (MO Tow Task) 1 $ 2,500 $0 $ 2,500
Set Up & Configuration (MO ShowMe Court) 1 $ 2,500 SO $ 2,500
Set Up & Configuration (Analytics) il $ 4,500 S0 $ 4,500
Project Management 1 $ 7,000 SO $ 7,000
Set Up & Configuration 1 $ 19,500 S0 S 19,500
Set Up & Configuration - Enterprise Public Safety Interface 1 S0 SO S0
Set Up & Configuration - Crash Report 1 S 5,500 SO S 5,500
Set-Up & Configuration - Device Optimization, Hardware (per device/printer) 150 S50 S0 $ 7,500
Training 1 $ 5,000 S0 S 5,000
Training: Standard Crash Training Package 1 $ 2,000 S0 $ 2,000
Set Up & Configuration (MoDOT Interface) 1 $ 2,500 S0 $ 2,500

2025-545383-T6B5G2 CONFIDENTIAL Page 3
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Set-Up & Configuration - OS platform - i0S 1 $2,500 SO $ 2,500
Set-Up & Configuration - OS platform - Android 1 $ 2,500 S0 S 2,500
Set-Up & Configuration - OS platform - Windows OS 1 S0 SO SO
Set Up & Configuration (Code Task) 1 $ 2,500 0 $2,500
Set Up & Configuration (MO Traffic Stop Task) 1 S0 S0 S0
Set Up & Configuration (MO Annual Traffic Stop Report) 1 S0 S0 S0
Set Up & Configuration (Central Square Device Level Interface) 1 $ 2,500 S0 $ 2,500

TOTAL $ 434,305

Third-Party Hardware, Software and Services
Description
Enterprise Public Safety

Quantity Unit Price Discount Total Annual

Embedded Third Party Software SO $44,250

$ 12,000 $

Redundant VPN Appliance Bundle ' ' $ 6,000 $0
TOTAL $ 56,250 $9,293

Summary One Time Fees Recurring Fees

Total Tyler Software SO S0

Total Annual S0 $ 465,011

Total Tyler Services S 434,305 S0

Total Third-Party Hardware, Software, Services S 56,250 $9,293

Estimated Travel $ 61,360 SO
2025-545383-T6B5G2 CONFIDENTIAL Page 4
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Summary Total $ 551,915 $474,304

Detailed Breakdown of Conversions (Included in Summary Total)

Description Quantity Unit Price Discount
- Enterprise Public Safety

ata Archive Single Source: ERMS (p to 10 I; inclues Actve
Warrants and On-Hand Property imports into Enterprise LERMS) 1 $ 55,100 SO S 55,100

TOTAL $ 55,100

Assumptions
Unless a Workstation License is included, Enterprise Public Safety Law Enforcement Records includes 36 licenses.

For additional information, please visit httgs:[[empower.'gylertech.com[enterprise—QubIic-safe:cy-sgecifications.htmI
Additional Report Writing users beyond the number set forth in the Investment Summary will be invoiced at Tyler’s then-current per-user rate.

Enforcement Mobile:

Site License for Crash (Includes website diagram tool - not to exceed 150 user licenses)

2025-545383-T6B5G2 CONFIDENTIAL Page 5
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Exhibit B
Invoicing and Payment Policy

We will provide you with the software and services set forth in the Investment Summary of the

Agreement. Capitalized terms not otherwise defined will have the meaning assigned to such terms in the
Agreement.

Invoicing: We will invoice you for the applicable software and services in the Investment Summiary as set
forth below. Your rights to dispute any invoice are set forth in the Agreement.

1. SaaS Fees. Saa$S Fees are invoiced on an annual basis, beginning on the commencement of the
initial term as set forth in Section F(1) of this Agreement. Your annual Saas fees for the initial term

are set forth in the Investment Summary. Upon expiration of the initial term, your annual SaaS
fees will be at our then-current rates.

1.1 You can purchase additional per-user licenses identified in the Investment Summary via a signed
Tyler quote to fulfill your personnel needs.

2. Professional Services.

2.1 The implementation and other professional services set forth in the Investment Summary
shall be invoiced on a fixed-fee basis upon completion of the milestones set forth below:

Project Stage Statement of Work Milestone Payments Invoice
Amount

1 Control Point 1: Initiate and Plan 0%

2 Control Point 2: Assess and Define Stage 15%

3 Control Point 3: Prepare Solution Stage 15%

4 Control Point 4: Production Readiness Stage 20%

5 Control Point 5: Production Stage (Go Live) 25%,

6 Control Point 6: Close Stage/ Completion 25%

Total: 100%

3. Third Party Products.

3.1 Third Party Software License Fees: License fees for Third Party Software, if any, are invoiced
when we make it available to you for downloading.

3.2 Third Party Software Maintenance: The first year maintenance for the Third Party Software
if any, is invoiced when we make it available to you for downloading.

o tyler
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Exhibit B

3.3 Third Party Hardware: Third Party Hardware costs, if any, are invoiced upon delivery.

3.4 Third Party SaaS: Third Party SaaS Services fees, if any, are invoiced annually, in advance,
commencing with availability of the respective Third Party SaaS Services. Pricing for the first
year of Third Party SaaS Services is indicated in the Investment Summary. Pricing for
subsequent years will be at the respective third party’s then-current rates.

3.5 Third Party Services: Fees for Third Party Services, if any, are invoiced as delivered, along with
applicable expenses, at the rates set forth in the Investment Summary.

4. Expenses. The rates in the Investment Summary do not include travel expenses. Expenses will be
billed as incurred and only in accordance with our then-current Business Travel Policy. Our current
Business Travel Policy is attached to this Exhibit B at Schedule 1. Copies of receipts will be provided
upon request; we reserve the right to charge you an administrative fee depending on the extent

of your requests. Receipts for miscellaneous items less than twenty-five dollars and mileage logs
are not available.

Payment. Payment for undisputed invoices is due within forty-five (45) days of the invoice date. We prefer

to receive payments electronically. Our electronic payment information is available by contacting
AR@tylertech.com.

- tyler

hnologive
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Exhibit B
Schedule 1
Business Travel Policy

1. Air Travel

A. Reservations & Tickets

The Travel Management Company (TMC) used by Tyler will provide an employee with a direct flight
within two hours before or after the requested departure time, assuming that flight does not add
more than three hours to the employee’s total trip duration and the fare is within $100 (each way) of
the lowest logical fare. If a net savings of $200 or more (each way) is possible through a connecting
flight that is within two hours before or after the requested departure time and that does not add
more than three hours to the employee’s total trip duration, the connecting flight should be accepted.

Employees are encouraged to make advanced reservations to take full advantage of discount
opportunities. Employees should use all reasonable efforts to make travel arrangements at least two
(2) weeks in advance of commitments. A seven (7) day advance booking requirement is mandatory.
When booking less than seven (7) days in advance, management approval will be required.

Except in the case of international travel where a segment of continuous air travel is six (6) or more
cansecutive hours in length, only economy or coach class seating is reimbursable. Employees shall not

be reimbursed for “Basic Economy Fares” because these fares are non-refundable and have many
restrictions that outweigh the cost-savings.

B. Baggage Fees
Reimhursement of personal baggage charges are based on trip duration as follows:

*  Up tofive (5) days = one (1) checked bag
*  Six (6) or more days = two (2) checked bags

Baggage fees for sports equipment are not reimbursable.
2. Ground Transportation

A. Private Automobile

Mileage Allowance — Business use of an employee’s private automobile will be reimbursed at the
current IRS allowable rate, plus out of pocket costs for tolls and parking. Mileage will be calculated by
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using the employee's office as the starting and ending point, in compliance with IRS regulations.
Employees who have been designated a home office should calculate miles from their home.

B. Rental Car

Employees are authorized to rent cars only in conjunction with air travel when cost, convenience, and
the specific situation reasonably require their use. When renting a car for Tyler business, employees
should select a “mid-size” or “intermediate” car, “Full” size cars may be rented when three or more
employees are traveling together. Tyler carries leased vehicle coverage for business car rentals; except
for employees traveling to Alaska and internationally {excluding Canada), additional insurance on the
rental agreement should be declined.

C. Public Transportation

Taxi or airport limousine services may be considered when traveling in and around cities or to and
from airports when less expensive means of transportation are unavailable or impractical. The actual
fare plus a reasonable tip (15-18%) are reimbursable. in the cese of a free hotel shuttle to the airport,
tips are inciuded in the per diem rates and will not be reimbursed separately.

p. Parking & Tolls

When parking at the airport, employees must use longer term parking areas that are measured in
days as opposed to hours. Park and fly options located near some airports may also be used. For
extended trips that would result in excessive parking charges, public transportation to/from the
airport should be considered. Tolls will be reimbursed when receipts are presented.

Lodging

Tyler's TMC will select hotel chains that are well established, reasonable in price, and copveniently
located in relation to the traveler's work assignment. Typical hotel chains include Courtyard, Fairfield
Inn, Hampton Inn, and Holiday Inn Express. If the employee has a discount rate with a Jocal hotel, the
hotel reservation should note that discount and the employee should confirm the lower rate with the
hotel upon arrival. Employee memberships in travel clubs such as AAA should be noted in their travel

profiles so that the employee can take advantage of any lower club rates.

“No shows” or cancellation fees are not reimbursable if the employee does not comply with the
hatei’s cancellation policy.

Tips for maids and other hotel staff are included in the per diem rate and are not reimbursed
separately.

Employees are not authorized to reserve non-traditional short-term lodging, such as Airbnb, VRBO,
and HomeAway. Employees who elect to make such reservations shail not be reimbursed.

Meals and Incidental Expenses

Employee meals and incidental expenses while on travel status within the continental U.S. are in

Page 24 of 228



accordance with the federal per diem rates published by the General Services Administration.

Incidental expenses include tips to maids, hotel staff, and shuttle drivers and other minor travel
expenses. Per diem rates are available at www.gsa.gov/perdiem.

Per diem for Alaska, Hawaii, U.S. protectorates and international destinations are provided separately
by the Department of State and will be determined as required.

A. Overnight Travel

For each full day of travel, all three meals are reimbursable. Per diems on the first and last day of a
trip are governed as set forth below.

Departure Day

Depart before 12:00 noon Lunch and dinner

Depart after 12:00 noon Dinner

Return Day

Return before 12:00 noon Breakfast

Return between 12:00 noon & 7:00 p.m. Breakfast and lunch

Return after 7:00 p.m.* Breakfast, lunch and dinner

*7:00 p.m. is defined as direct travel time and does not include time taken to stop for dinner.

The reimbursement rates for individual meals are calculated as a percentage of the full day per diem
as follows:

Breakfast 15%
Lunch 25%
Dinner 60%

B. Same Day Travel

Employees traveling at least 100 miles to a site and returning in the same day are eligible to claim
lunch on an expense report. Employees on same day travel status are eligible to claim dinner in the
event they return home after 7:00 p.m.*

*7:00 p.m. is defined as direct travel time and does not include time taken to stop for dinner.

Internet Access — Hotels and Airports

Employees who travel may need to access their e-mail at night. Many hotels provide free high speed
internet access and Tyler employees are encouraged to use such hotels whenever possible. If an

employee’s hotel charges for internet access it is reimbursable up to $10.00 per day. Charges for
internet access at airports are not reimbursable.
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International Travel

All international flights with the exception of flights between the U.S. and Canada should be reserved
through TMC using the “lowest practical coach fare” with the exception of flights that are six {6) or
more consecutive hours in length. in such event, the next available seating class above coach shail be
reimbursed.

When required to travel internationally for business, employees shall be reimbursed for photo fees,
application fees, and execution fees when obtaining a new passport book, but fees related to passport
renewals are not reimbursable. Visa application and legal fees, entry taxes and depatture taxes are

reimbursable.

The cost of vaccinations that are either reguired for travel to specific countries or suggested by the
U.S. Department of Health & Human Services for trave! to specific countries, is reimbursable.

Section 4, Meals & !ncidental Expenses, and Section 2.b., Rental Car, shall apply to this section.
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Exhibit C
Service Level Agreement

l. Agreement Overview

This SLA operates in conjunction with, and does not supersede or replace any part of, the Agreement. It
outlines the information technology service levels that we will provide to you to ensure the availability of
the application services that you have requested us to provide. This SLA does not apply to any Third Party
Saas Services. All other support services are documented in the Support Call Process.

1. Definitions. Except as defined below, all defined terms have the meaning set forth in the
Agreement.

Actual Attainment: The percentage of time the Tyler Software is available during a calendar quarter,
calculated as follows: (Service Availability — Downtime) + Service Availability.

Client Error Incident: Any service unavailability resulting from your applications, content or equipment, or

the acts or omissions of any of your service users or third-party providers over whom we exercise no
control.

Downtime: Those minutes during Service Availability, as defined below, when all users cannot launch,

login, search or save primary data in the Tyler Software. Downtime does not include those instances in
which only a Defect is present.

Emergency Maintenance: (1) maintenance that is required to patch a critical security vulnerability; (2)
maintenance that is required to prevent an imminent outage of Service Availability; or (3) maintenance
that is mutually agreed upon in writing by Tyler and the Client.

Planned Downtime: Downtime that occurs during a Standard or Emergency Maintenance window.

Service Availability: The total number of minutes in a calendar quarter that the Tyler Software is capable

of receiving, processing, and responding to requests, excluding Planned Downtime, Client Error Incidents,
denial of service attacks and Force Majeure.

Standard Maintenance: Routine maintenance to the Tyler Software and infrastructure. Standard
Maintenance is limited to five (5) hours per week.

M. Service Availability

a. Your Responsibilities

Whenever you experience Downtime, you must make a support call according to the procedures outlined
in the Support Call Process. You will receive a support case number.

b. Our Responsibilities

When our support team receives a call from you that Downtime has occurred or is occurring, we will work
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with you to identify the cause of the Downtime (including whether it may be the result of Planned
Downtime, a Client Error Incident, Denial of Service attack or Force Majeure). We will also work with you
to resume normal operations.

c. Client Relief

Our targeted Attainment Goal is 100%. You may be entitled to credits as indicated in the Client Relief
Schedule found below. Your relief credit is calculated as a percentage of the SaaS fees paid for the calendar
quarter.

In order to receive relief credits, you must submit a request through one of the channels listed in our
Support Call Process within fifteen days (15) of the end of the applicable quarter. We will respond to your
relief request within thirty (30) day(s) of receipt.

The total credits confirmed by us will be applied to the SaaS Fee for the next billing cycle. Issuing of such
credit does not relieve us of our obligations under the Agreement to correct the problem which created
the service interruption.

Remedial action will be taken |
99.49% - 98.50% 2%
98.49% - 97.50% 4%
97.49% - 96.50% 6%
96.49% - 95.50% 8%
Below 95.50% 10%
V. Maintenance Notifications

We perform Standard Maintenance during limited windows that are historically known to be reliably
low-traffic times. If and when maintenance is predicted to occur during periods of higher traffic, we will
provide advance notice of those windows and will coordinate to the greatest extent possible with you.

Not all maintenance activities will cause application unavailability. However, if Tyler anticipates that
activities during a Standard or Emergency Maintenance window may make the Tyler Software unavailable,
we will provide advance notice, as reasonably practicable that the Tyler Software will be unavailable
during the maintenance window.
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Exhibit C
Schedule 1
Support Call Process

Support Channels

Tyler Technologies, Inc. provides the following channels of software support for authorized users*:

(1) On-line submission (portal) — for less urgent and functionality-based questions, users may create support
incidents through the Tyler Customer Portal available at the Tyler Technologies website. A built-in Answer
Panel provides users with resolutions to most “how-to” and configuration-based questions through a simplified
search interface with machine learning, potentially eliminating the need to submit the support case.

(2) Email —for less urgent situations, users may submit emails directly to the software support group.

(3) Telephone - for urgent or complex questions, users receive toll-free, telephone software support.
* Channel availability may be limited for certain applications.

Support Resources

A number of additional resources are available to provide a comprehensive and complete support experience:

(1) Tyler Website — www.tylertech.com — for accessing client tools, documentation, and other information
including support contact information.

(2) Tyler Search — a knowledge based search engine that lets you search multiple sources simultaneously to find
the answers you heed, 24x7.

(3) Tyler Community — provides a venue for all Tyler clients with current maintenance agreements to collaborate
with one another, share best practices and resources, and access documentation.

(4) Tyler University — online training courses on Tyler products.

Support Availability

Tyler Technologies support is available during the local business hours of 8 AM to 5 PM (Monday — Friday) across four
US time zones (Pacific, Mountain, Central and Eastern). Tyler’s holiday schedule is outlined below. There will be no
support coverage on these days.

New Year’s Day Labor Day

Martin Luther King, Jr. Day | Thanksgiving Day
Memarial Day Day after Thanksgiving
Independence Day Christmas Day

Emergency 24-hours per day, 7 days per week, telephone support is available for reporting Priority Level 1 Defects
for Enterprise CAD and eCitation only.
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Incident Handling

incident Tracking

Every support incident is logged into Tyler’s Customer Relationship Management System and given a unique case
number. This systern tracks the history of each incident. The case number is used to track and reference open issues
when clients contact support. Clients may track incidents, using the case number, through Tyler’s Customer Portal or
by calling software support directly.

Incident Priority

Each incident is assigned a priority level, which corresponds to the Client’s needs. Tyler and the Client will reasonably
set the priority of the incident per the chart below. This chart is not intended to address every type of support incident,
and certain “characteristics” may or may not apply depending on whether the Tyler software has been deployed on
customer infrastructure or the Tyler cloud. The goal is to help guide the Client towards clearly understanding and
communicating the importance of the issue and to describe generally expected response and resolution targets in the
production environment only.

References to a “confirmed support incident” mean that Tyler and the Client have successfully validated the reported
Defect/support incident.

Support incident that causes {a} complete

application  failure  or  application
unavailability; (b) application failure or

Tyler shall provide an initial response to Priority Level 1
incidents within one (1} business hour of receipt of the
incident. Once the incident has been confirmed, Tyler shall use

1 unavailability in one or more of the client’s | commercially reasonable efforts to resolve such support
Critical remate location; or {c} systemic loss of | incidents or provide a circumvention procedure within one {1)
multiple essential system functions. business day. For non-hosted customers, Tyler’s responsibility
for lost or corrupted data is limited to assisting the Client in

restoring its last available database.
Support incident that causes {a) repeated, | Tyler shall provide an initial response to Priority Level 2
cansistent failure of essential functionality | incidents within four {4} business hours of receipt of the
affecting more than one user or (b) loss or | incident. Once the incident has been confirmed, Tyler shall use
2 corruption of data. commercially reasonable efforts to resolve such support
High incidents or provide a circumvention procedure within ten (10)

business days. For non-hosted customers, Tyler’s responsibility
for loss or corrupted data is limited to assisting the Client in
restoring its last avaitable database.
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Priority
Level

| Characteristics of Support Incident

Resolution Targets'

Medium

Priority Level 1 incident with an existing
circumvention procedure, or a Priority Level
2 incident that affects only one user or for
which there is an existing circumvention
procedure.

Tyler shall provide an initial response to Priority Level 3
incidents within one (1) business day of receipt of the
incident. Once the incident has been confirmed, Tyler shall use
commercially reasonable efforts to resolve such support
incidents without the need for a circumvention procedure with
the next published maintenance update or service pack, which
shall occur at least quarterly. For non-hosted customers,
Tyler's responsibility for lost or corrupted data is limited to
assisting the Client in restoring its last available database.

4
Non-
critical

Support incident that causes failure of non-
essential functionality or a cosmetic or
other issue that does not qualify as any
other Priority Level.

Tyler shall provide an initial response to Priority Level 4
incidents within two (2) business days of receipt of the incident.
Once the incident has been confirmed, Tyler shall use
commercially reasonable efforts to resolve such support
incidents, as well as cosmetic issues, with a future version
release.

‘Response and Resolution Targets may differ by product or business need

Incident Escalation

If Tyler is unable to resolve any priority level 1 or 2 defect as listed above or the priority of an issue has elevated since
initiation, you may escalate the incident to the appropriate resource, as outlined by each product support team. The
corresponding resource will meet with you and any Tyler staff to establish a mutually agreeable plan for addressing

the defect.

Remote Support Tool

Some support calls may require further analysis of the Client’s database, processes or setup to diaghose a problem or
to assist with a question. Tyler will, at its discretion, use an industry-standard remote support tool. Tyler's support
team must have the ability to quickly connect to the Client’s system and view the site’s setup, diagnose problems, or
assist with screen navigation. More information about the remote support tool Tyler uses is available upon request.
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Statement of Work
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Part 1: Executive Summary

1. Project Overview

1.1 Introduction

Tyler Technologies (“Tyler”) is the largest and most established provider of integrated software and
technology services focused solely on the public sector. Tyler's end-to-end solutions empower public sector
entities including local, state, provincial and federal government, to operate more efficiently and connect
more transparently with their constituents and with each other. By connecting data and processes across
disparate systems, Tyler’s solutions transform how clients gain actionable insights that solve problems in their
communities.

1.2 Project Goals

This Statement of Work (“SOW") documents the methodology, implementation stages, activities, and roles
and responsibilities, and project scope listed in the Investment Summary of the Agreement between Tyler
and the CPD (collectively the “Project”).

The overall goals of the project are to:

= Successfully implement the contracted scope on time and on budget

= |ncrease operational efficiencies and empower users to be more productive

= |mprove accessibility and responsiveness to external and internal customer needs
=  QOvercome current challenges and meet future goals

»  Streamlining business processes through automation, integration, and workflows
= Provide a user-friendly user interface to provide officer efficiencies

= Reduce redundant data entry

= Provide strong analytical capabilities and citizen transparency

1.3 Methodology

This is accomplished by the CPD and Tyler working as a partnership and Tyler utilizing its depth of
implementation experience. While each Project is unique, all will follow Tyler’s six-stage methodology. Each
of the six stages is comprised of multiple work packages, and each work package includes a narrative
description, objectives, tasks, inputs, outputs/deliverables, assumptions, and a responsibility matrix.

Tailored specifically for Tyler’s public sector clients, the project methodology contains Stage Acceptance
Control Points throughout each Phase to ensure adherence to scope, budget, timeline controls, effective
communications, and quality standards. Clearly defined, the project methodology repeats consistently across
Phases, and is scaled tc meet the CPD’s complexity and organizational needs.
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Tvler’s Six Stage Project Methodology

INTIATER ~  ASSESSE  ° PREPARE  PRODUETION
PUAN s DEFINE 4 SOLUTION . READINESS

GOVERNANCE

TYLER PROJECT MANAGEMENT TYLER CLIENT SERVICES

The methodology adapts to both single-phase and multiple-phase projects.

To achieve Project success, it is imperative that both the CPD and Tyler commit to including the necessary
leadership and governance. During each stage of the Project, it is expected that the CPD and Tyler Project
tearns work collaboratively to complete tasks. An underlying principle of Tyler’s Implementation process is to
employ an iterative model where the CPD’s business processes are assessed, configured, validated, and
refined cyclically in line with the project budget. This approach is used in multiple stages and work packages
as illustrated in the graphic below.

Iterative Project Model

The delivery approach is systematic, which reduces variability and mitigates risks to ensure Project success. As
illustrated, some stages, along with work packages and tasks, are intended to be overlapping by nature to
complete the Project efficiently and effectively.
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Part 2: Project Foundation

2. Project Governance

Project governance is the management framework within which Project decisions are made. The role of
Project governance is to provide a decision-making approach that is logical, robust, and repeatable. This
allows organizations to have a structured approach for conducting its daily business in addition to project
related activities.

This section outlines the resources required to meet the business needs, objectives, and priorities for the
Project, communicate the goals to other Project participants, and provide support and guidance to
accomplish these goals. Project governance defines the structure for escalation of issues and risks, Change
Contrel review and authority, and Organizational Change Management activities. Throughout the Statement
of Work Tyler has provided RACI Matrices for activities to be completed throughout the implementation
which will further outline responsibilities of different roles in each stage. Further refinement of the
governance structure, related processes, and specific roles and responsibilities occurs during the Initiate &
Plan Stage.

The chart below illustrates an overall team perspective where Tyler and the CPD collaborate to resolve
Project challenges according to defined escalation paths. If project managers do not possess authority to
determine a solution, resolve an issue, or mitigate a risk, Tyler implementation management and the CPD
Steering Committee become the escalation points to triage responses prior to escalation to the CPD and Tyler
executive sponsors. As part of the escalation process, each Project governance tier presents
recommendations and supporting information to facilitate knowledge transfer and issue resolution. The CPD
and Tyler executive sponsors serve as the final escalation point.

Project Governance Relationships

CLIENT LEADERSHIP TYLER LEADERSHIP
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3. Project Scope Control
3.1 Managing Scope and Project Change

Project Management governance principles contend that there are three connected constraints on a Project:
budget, timeline, and scope. These constraints, known as the “triple constraints” or project management
triangle, define budget in terms of financial cost, labor costs, and other resource costs. Scope is defined as the
work performed to deliver a product, service or result with the specified features and functions, while time is
simply defined as the schedule. The Triple Constraint theory states that if you change one side of the triangle,
the other two sides must be correspondingly adjusted. For example, if the scope of the Project is increased,
cost and time to complete will also need to increase. The Project and executive teams will need to remain
cognizant of these constraints when making impactful decisions to the Project. A simple illustration of this
triangle is included here, showing the connection of each item and their relational impact to the overall
Scope.

Project Management Triangle

A pillar of any successful project is the ability to properly manage scope while allowing the appropriate level
of flexibility to incorporate approved changes. Scope and changes within the project will be managed using
the change control process outlined in the following section.

3.2 Change Control

It may become necessary to change the scope of this Project due to unforeseeable circumstances (e.g., new
constraints or opportunities are discovered). This Project is being undertaken with the understanding that
Project scope, schedule, and/or cost may need to change to produce optimal results for stakeholders.
Changes to contractual requirements will follow the change control process specified in the final contract,
and as described below.

3.3 Change Request Management

Should the need for a change to Project scope, schedule, and/or cost be identified during the Project, the
change will be brought to the attention of the Steering Committee and an assessment of the change will
occur. While such changes may result in additional costs and delays relative to the schedule, some changes
may result in less cost to the CPD; for example, the CPD may decide it no longer needs a deliverable originally
defined in the Project. The Change Request will include the following information:
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= The nature of the change.

= A good faith estimate of the additional cost or associated savings to the CPD, if any.

= The timetable for implementing the change.

= The effect on and/or risk to the schedule, resource needs or resource responsibilities.

The CPD will use its good faith efforts to either approve or disapprove any Change Request within ten (10)
Business Days (or other period as mutually agreeable between Tyler and the CPD). Any changes to the Project
scope, budget, or timeline must be documented and approved in writing using a Change Request form. These

changes constitute a formal amendment to the Statement of Work and will supersede any conflicting term in
the Statement of Work.

Change Request Process
NEED SCOPE  DETAILS  REQUEST  CHANGES = SCHEDULE

CGLIENT IDENTIFIES TYLER ASSESSES / CLIENT DETAILS IF TYLER AGREES CLIENT AUTHORIZES ~ SCHEDULE ADJUSTED T0
HEEI]:;: Bﬂ&! FOR DETERMINES 0UT NEED IN CHANGE WITH THE REQUEST OR DEEILAIN"EE THE ACCOMMODATE THE

OF SCOPE REQUEST FORM . CHANGE [F NECESSARY
kel rkddecht W
I addition of new lasks
otherwise reason for denlal Ahat resuf from the change

provided
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4. Acceptance Process

The implementation of a Project involves many decisions to be made throughout its lifecycle. Decisions will
vary from higher level strategy decisions to smaller, detailed Project level decisions. It is critical to the success
of the Project that each CPD office or department designates specific individuals for making decisions on
behalf of their offices or departments.

Both Tyler and the CPD will identify representative project managers. These individuals will represent the
interests of all stakeholders and serve as the primary contacts between the two organizations.

The coordination of gaining CPD feedback and approval on Project deliverables will be critical to the success
of the Project. The CPD project manager will strive to gain deliverable and decision approvals from all
authorized CPD representatives. Given that the designated decision-maker for each department may not
always be available, there must be a designated proxy for each decision point in the Project. Assignment of
each proxy will be the responsibility of the leadership from each CPD department. The proxies will be named
individuals that have the authorization to make decisions on behalf of their department.

The following process will be used for accepting Deliverables and Control Points:

»  The CPD shall have five (5) business days from the date of delivery, or as otherwise mutually agreed
upon by the parties in writing, to accept each Deliverable or Control Point. If the CPD does not
provide acceptance or acknowledgement within five (5) business days, or the otherwise agreed upon
timeframe, not to be unreasonably withheld, Tyler deems the Deliverable or Control Point as
accepted.

= |f the CPD does not agree the Deliverable or Control Point meets requirements, the CPD shall notify
Tyler project manager(s), in writing, with reasoning within five (5) business days, or the otherwise
agreed-upon timeframe, not to be unreasonably withheld, of receipt of the Deliverable.

= Tyler shall address any deficiencies and redeliver the Deliverable or Control Point. The CPD shall then
have two (2) business days from receipt of the redelivered Deliverable or Control Point to accept or
again submit written notification of reasons for rejecting the milestone. If the CPD does not provide
acceptance within two (2) business days, or the otherwise agreed upon timeframe, not to be
unreasonably withheld, Tyler deems the Deliverable or Control Point as accepted.

5. Roles and Responsibilities

The following defines the roles and responsibilities of each Project resource for the CPD and Tyler. Roles and
responsibilities may not follow the organizational chart or position descriptions at the CPD, but are roles
defined within the Project. It is common for individual resources on both the Tyler and CPD project teams to
fill multiple roles. Similarly, it is common for some roles to be filled by multiple people.

5.1 Tyler Roles & Responsibilities

Tyler assigns a project manager prior to the start of each Phase of the Project (some Projects may only be one
Phase in duration). Additional Tyler resources are assigned as the schedule develops and as needs arise.
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5.1.1 Tyler Executive Manager

Tyler executive management has indirect involvement with the Project and is part of the Tyler escalation
process. This team member offers additional support to the Project team and collaborates with other Tyler
department managers as needed to escalate and facilitate implementation Project tasks and decisions.

5.1.2

51.3

Provides clear direction for Tyler staff on executing on the Project Deliverables to align with satisfying
the CPD ’s overall organizational strategy.

Authorizes required Project resources.

Resolves all decisions and/or issues not resolved at the implementation management level as part of
the escalation process.

Acts as the counterpart to the CPD 's executive sponsor.

Tyler Implementation Manager

Tyler implementation management has indirect involvernent with the Project and is part of the Tyler
escalation process. The Tyler project managers consult implementation management on issues and
outstanding decisions critical to the Project. Implementation management works toward a solution
with the Tyler Project Manager or with CPD management as appropriate. Tyler executive
management is the escalation point for any issues not resolved at this level.

Assigns Tyler Project personnel.

Provides support for the Project team.

Provides management support for the Project to ensure it is staffed appropriately and staff have
necessary resources.

Monitors Project progress including progress towards agreed upon goals and objectives.
Tyler Project Manager

The Tyler project manager(s) provides oversight of the Project, coordination of Tyler resources
between departments, management of the Project budget and schedule, effective risk, and issue
management, and is the primary point of contact for all Project related items. As requested by the
CPD, the Tyler Project Manager provides regular updates to the CPD Steering Committee and other

Tyler governance members. Tyler Project Manager’s role includes responsibilities in the following
areas:

5.1.3.1 Contract Management

Validates contract compliance throughout the Project.

Ensures Deliverables meet contract requirements.

Acts as primary point of contact for all contract and invoicing questions.

Prepares and presents contract milestone sign-offs for acceptance by the CPD project manager(s).
Coordinates Change Requests, if needed, to ensure proper Scope and budgetary compliance.

5.1.3.2 Planning

Delivers project planning documents.
Defines Project tasks and resource requirements.
Develops initial Project schedule and Project Management Plan.

Collaborates with the CPD project manager(s) to plan and schedule Project timelines to achieve on-
time implementation.
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5.1.3.3 Implementation Management

Tightly manages Scope and budget of Project to ensure Scope changes and budget planned versus
actual are transparent and handled effectively and efficiently.

Establishes and manages a schedule and Tyler resources that properly support the Project Schedule
and are also in balance with Scope/budget.

Establishes risk/issue tracking/reporting process between the CPD and Tyler and takes all necessary
steps to proactively mitigate these items or communicate with transparency to the CPD any items
that may impact the outcomes of the Project.

Collaborates with the CPD ’s project manager(s) to establish key business drivers and success
indicators that will help to govern Project activities and key decisions to ensure a quality outcome of
the project.

Collaborates with the CPD ‘s project manager(s) to set a routine communication plan that will aide all
Project team members, of both the CPD and Tyler, in understanding the goals, objectives, status, and
health of the Project.

5.1.3.4 Resource Management

Acts as liaison between Project team and Tyler manager(s).

Identifies and coordinates all Tyler resources across all applications, Phases, and activities including
development, forms, installation, reports, implementation, and billing.

Provides direction and support to Project team.

Manages the appropriate assighment and timely completion of tasks as defined in the Project
Schedule, task list, and Go-Live Checklist.

Assesses team performance and adjusts as necessary.

Consulted on in Scope 3rd party providers to align activities with ongoing Project tasks.

Interfaces closely with Tyler developers to coordinate program Modification activities.

Tyler Implementation Consultant

Completes tasks as assigned by the Tyler project manager(s).

Documents activities for services performed by Tyler.

Guides the CPD through software validation process following configuration.

Assists during Go-Live process and provides support until the CPD transitions to Client Services.
Facilitates training sessions and discussions with the CPD and Tyler staff to ensure adequate
discussion of the appropriate agenda topics during the allotted time.

May provide conversion review and error resolution assistance.

Tyler Sales

Supports Sales to Implementation knowledge transfer during Initiate & Plan.
Provides historical information, as needed, throughout implementation.
Participates in pricing activities if additional licensing and/or services are needed.

Tyler Technical Services

Maintains Tyler infrastructure requirements and design document(s).

Involved in system infrastructure planning/review(s).

Provides first installation of licensed software with initial database on servers.
Supports and assists the project team with technical/environmental issues/needs.
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. Deploys Tyler products.

= Conducts GIS Planning.

= Reviews GIS data and provides feedback to the CPD.
® | pads CPD provided GIS data into the system.

5.2 CPD Roles & Responsibilities

CPD resources will be assigned prior to the start of each Phase of the Project. One person may be assigned to
multiple Project roles.

5.2.1 CPD Executive Sponsor

The CPD executive sponsor provides support to the Project by providing strategic direction and
communicating key issues about the Project and its overall importance to the organization. When called
upon, the executive sponsor also acts as the final authority on all escalated Project issues. The executive
sponsor engages in the Project, as needed, to provide necessary support, oversight, guidance, and escalation,
but does not participate in day-to-day Project activities. The executive sponsor empowers the CPD steering
committee, project manager(s), and functional leads to make critical business decisions for the CPD.

= Champions the project at the executive level to secure buy-in.
= Authorizes required project resources.
= Actively participates in organizational change communications.

5.2.2 CPD Steering Committee

The CPD steering committee understands and supports the cultural change necessary for the Project and
fosters an appreciation for the Project’s value throughout the organization. The steering committee oversees
the CPD project manager and Project through participation in regular internal meetings. The CPD steering
committee remains updated on all Project progress, Project decisions, and achievement of Project
milestones. The CPD steering committee also serves as primary level of issue resolution for the Project.

= Waorks to resolve all decisions and/or issues not resolved at the project manager level as part of the
escalation process.

= Attends all scheduled steering committee meetings.

=  Provides support for the project team.

= Assists with communicating key project messages throughout the organization.

= Prioritizes the project within the organization.

= Ensures the project staffed appropriately and that staff have necessary resources.

= Monitors project progress including progress towards agreed upon goals and objectives.

= Has the authority to approve or deny changes impacting the following areas:
o Cost

Scope

Schedule

Project Goals

CPD Policies

Needs of other client projects

o ©C 0O 0 O
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5.2.3 CPD Project Manager

The CPD shall assign project manager(s) prior to the start of this project with overall responsibility and
authority to make decisions related to Project Scope, scheduling, and task assighment. The CPD Project
Manager should communicate decisions and commitments to the Tyler project manager(s) in a timely and
efficient manner. When the CPD project manager(s) do not have the knowledge or authority to make
decisions, he or she engages the necessary resources to participate in discussions and make decisions in a
timely fashion to avoid Project delays. The CPD project manager(s) are responsible for reporting to the CPD
steering committee and determining appropriate escalation points.

5.2.3.1 Contract Management

Validates contract compliance throughout the project.

Ensures that invoicing and Deliverables meet contract requirements.

Acts as primary point of contact for all contract and invoicing questions. Collaborates on and
approves Change Requests, if needed, to ensure proper scope and budgetary compliance.

5.2.3.2 Planning

Reviews and accepts project planning documents.

Defines project tasks and resource requirements for the CPD project team.

Collaborates in the development and approval of the project schedule.

Collaborates with Tyler project manager(s) to plan and schedule project timelines to achieve on-time
implementation.

5.2.3.3 Implementation Management

Tightly manages project budget and scope.

Collaborates with Tyler project manager(s) to establish a process and approval matrix to ensure that
scope changes and budget (planned versus actual) are transparent and handled effectively and
efficiently.

Collaborates with Tyler project manager to establish and manage a schedule and resource plan that
properly supports the project schedule as a whole and is also in balance with scope and budget.
Collaborates with Tyler project manager(s) to establish risk and issue tracking and reporting process
between the CPD and Tyler and takes all necessary steps to proactively mitigate these items or
communicate with transparency to Tyler any items that may impact the outcomes of the project.
Collaborates with Tyler project manager(s) to establish key business drivers and success indicators
that will help to govern project activities and key decisions to ensure a guality outcome of the project.
Routinely communicates with both the CPD staff and Tyler, aiding in the understanding of goals,
objectives, current status, and health of the project by all team members.

Manages the requirements gathering process and ensure timely and quality business requirements
are being provided to Tyler.

5.2.3.4 Resource Management

Acts as liaison between project team and stakeholders.

Identifies and coordinates all CPD resources across all modules, phases, and activities including data
conversions, forms design, hardware and software installation, reports building, and satisfying
invoices.

Provides direction and support to project team.
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= Builds partnerships among the various stakeholders, negotiating authority to move the project
forward.

= Manages the appropriate assignment and timely completion of tasks as defined.

®  Assesses team performance and takes corrective action, if needed.

= Provides guidance to CPD technical teams to ensure appropriate response and collaboration with
Tyler Technical Support Teams to ensure timely response and appropriate resclution.

»  Owns the relationship with in-Scope 3rd party providers and aligns activities with ongoing project
tasks.

= Enpsures that users have appropriate access to Tyler project toolsets as required.

= Conducts training on proper use of toolsets.

= Validates completion of required assignments using toolsets.

5.2.4 CPD Functional Leads

= Makes business process change decisions under time sensitive conditions.

= Communicates existing business processes and procedures to Tyler consultants.

= Assists in identifying business process changes that may require escalation.

= Contributes business process expertise for Current & Future State Analysis.

» |dentifies and includes additional subject matter experts to participate in Current & Future State
Analysis.

s Validates that necessary skills have been retained by end users.

=  Provides End Users with dedicated time to complete required homewark tasks.

= Acts as an ambassador/champion of change for the new process and provide business process
change support.

» |dentifies and communicates any additional training needs or scheduling conflicts to the CPD project
manager.

= Actively participates in all aspects of the implementation, including, but not limited to, the following
key activities:

o Task completion

Stakeholder Meeting

Project Management Plan development

Schedule development

Maintenance and monitoring of risk register

Escalation of issues

Communication with Tyler project team

Coordination of CPD resources

Attendance at scheduled sessions

Change management activities

Modification specification, demonstrations, testing and approval assistance

Data analysis assistance

Decentralized end user training

Process testing

Solution Validation

O 0 00Co0O o oo o000 o0 o0 o0

5.2.5 CPD Power Users

= Participate in project activities as required by the project team and project manager(s).
= Provide subject matter expertise on the CPD husiness processes and requirements.

= Act as subject matter experts and attend Current & Future State Analysis sessions as needed.
= Attend all scheduled training sessions.
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Participate in all required post-training processes as needed throughout project.
Test all application configuration to ensure it satisfies business process requirements.
Become application experts.

Participate in Solution Validation.

Adopt and support changed procedures.

Complete all deliverables by the due dates defined in the project schedule.
Demonstrate competency with Tyler products processing prior to Go-live.

Provide knowledge transfer to the CPD staff during and after implementation.
Participate in conversion review and validation.

CPD End Users

Attend all scheduled training sessions.

Become proficient in application functions related to job duties.

Adopt and utilize changed procedures.

Complete all deliverables by the due dates defined in the project schedule.
Utilize software to perform job functions at and beyond Go-live.

CPD Technical Lead

Coordinates updates and releases with Tyler as needed.

Coordinates the copying of source databases to training/testing databases as needed for training
days.

Coordinates and adds new users, printers and other peripherals as needed.

Validates that all users understand log-on process and have necessary permission for all training
sessions.

Coordinates interface development for CPD third party interfaces.

Develops or assists in creating reports as needed.

Ensures on-site system meets specifications provided by Tyler.

Assists with software installation as needed.

Extracts and transmits conversion data and control reports from the CPD's legacy system per the
conversion schedule set forth in the project schedule.

5.2.7.1CPD GIS

Participates in GIS planning activities.

Responsible for management and maintenance of CPD GIS infrastructure and data.
Ensures GIS data/service endpoints are in alighment with Tyler software requirements.
Provides Tyler implementation team with GIS data/service access information.

5.2.7.2 CPD Upgrade Coordination

Becomes familiar with the software upgrade process and required steps.

Becomes familiar with Tyler’s releases and updates.

Utilizes Tyler resources to stay abreast of the latest Tyler releases and updates, as well as the latest
helpful tools to manage the CPD's software upgrade process.

Assists with the software upgrade process during implementation.

Manages software upgrade activities post-implementation.

Manages software upgrade plan activities.

Coordinates software upgrade plan activities with CPD and Tyler resources.
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Communicates changes affecting users and department stakeholders.
Obtains department stakeholder acceptance to upgrade production environment.

CPD Change Management Lead

Validates that users receive timely and thorough communication regarding process changes.
Provides coaching to supervisors to prepare them to support users through the project changes.

Identifies the impact areas resulting from project activities and develops a plan to address them
proactively.

Identifies areas of resistance and develops a plan to reinforce the change.
Monitors post-production performance and new process adherence.
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Part 3: Project Plan

6. Project Stages
Work Breakdown Structure

The Work Breakdown Structure (WBS) is a hierarchical representation of a Project or Phase broken down into
smaller, more manageable components. The top-level components are called “Stages” and the second level
components are called “Work Packages”. The work packages, shown below each stage, contain the high-level
work to be done. The detailed Project Schedule, developed during Project/Phase Planning and finalized during
subsequent stages, lists the tasks to be completed within each work package. Each stage ends with a “Contrel
Point”, confirming the work performed during that stage of the Project has been accepted by the CPD.

Work Breakdown Structure (WBS)

1. Initiate & 2. Assess& | 3.Prepare 4. Production

Solution Hogdinages 5. Production 6. Close

" 2isolution  3dinitialSystem 4 Solution

Orientation Deployment ‘ Validation g ke
22 Current&Future oo e 4.2 Golive 5.2 Transition to
State Analysis e Readiness . Client Services
2.3 Modification 3.3 Process | 43End User 5.3 Post Go Live
Analysis ~ Refinement. | Training Activities
| 24Conversion 3.4 Conversion
- Assessment Delivery

2.5 Data Assessment 3.5 Data Delivery
3,6 Modifications*

*/tems noted with an asterisk in the graphic above relate to specific products and services. If those products and services are not included in the scope
of the contract, these specific work packages will be noted as “This work package is not applicable” in Section & of the Statement of Work.
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6.1 Initiate and Plan

The Initiate and Plan stage involves Project initiation, infrastructure, and planning. This stage creates a
foundation for the Project by identifying and establishing sequence and timing for each Phase as well as
verifying scope for the Project. This stage will be conducted at the onset of the Project, with a few unique
items being repeated for the additional Phases as needed.

6.1.1 Initial Coordination

Prior to Project commencement, Tyler management assigns project manager(s). Additional Project resources
will be assigned later in the Project as a Project schedule is developed. Tyler provides the CPD with initial
Project documents used to gather names of key personnel, their functional role as it pertains to the Project,
as well as any blackout dates to consider for future planning. the CPD gathers the information requested by
the provided deadline ensuring preliminary planning and scheduling can be conducted moving the Project
forward in a timely fashion. Internally, the Tyler Project Manager(s) coordinate with sales to ensure transfer
of vital information from the sales process prior to scheduling a Project Planning Meeting with the CPD’s
team. During this step, Tyler will work with the CPD to establish the date(s) for the Project and Phase Planning
session.

Objectives:

= Formally launch the project.

= Establish project governance.

= Define and communicate governance for Tyler.
= |dentify CPD project team.

[STAGE 1 Initial Coordination

RACI MATRIX KEY:
R = Responsible
A = Accountable
C = Consulted

| = Informed

Tyler project team is assighed
CPD project team is assigned
Provide initial project
documents to the CPD
Gather preliminary information
requested

Sales te implementatien
knowledge transfer

Create Project Portal to store
project artifacts and facilitate
communication
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Inputs Contract documents
Statement of Work

Outputs/Deliverables Working initial project documents
Project portal

Work package assumptions:

= Project activities begin after the agreement has been fully executed.

6.1.2 Project/Phase Planning

Project and Phase planning provides an opportunity to review the contract, software, data conversions and
services purchased, identify applications to implement in each Phase (if applicable), and discuss
implementation timeframes.

During this work package Tyler will work with the CPD to coordinate and plan a formal Project planning
meeting(s). This meeting signifies the start of the Project and should be attended by all CPD Project team
members and the Tyler Project Manager. The meeting provides an opportunity for Tyler to introduce its
implementation methodology, terminology, and Project management best practices to the CPD’s Project
Team. This will also present an opportunity for project managers and Project sponsors to begin to discuss
Project communication, metrics, status reporting and tools to be used to measure Project progress and
manage change.

Tyler will work with the CPD Project Team to prepare and deliver the Project Management Plan as an output
of the planning meeting. This plan will continue to evolve and grow as the Project progresses and will
describe how the project will be executed, monitored, and controlled.

During project planning, Tyler will introduce the tools that will be used throughout the implementation. Tyler
will familiarize the CPD with these tools during project planning and make them available for review and
maintenance as applicable throughout the project. Some examples are Solution validation plan, issue log, and
go-live checklist.

STAGE 1 Project/Phase Planning

RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Schedule and
conduct planning
session(s)
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Develop Project
Management Plan
Develop initial
project schedule

Inputs Contract documents
Statement of Work
Guide to Starting Your Project

Qutputs / Deliverables Acceptance Criteria [only] for Deliverables
Project Management Plan Delivery of document
Project Operational Plan Delivery of document
Initial Project Schedule CPD provides acceptance of schedule based
on resource availability, project budget, and
goals.

Work package assumptions:

= (CPD has reviewed and completed the Guide to Starting Your Project document.
6.1.3 Infrastructure Planning
Procuring required hardware and setting it up properly is a critical part of a successful implementation. Tyler
will be responsible for building the environments for a hosted/SaaS deployment, unless otherwise identified
in the Agreement. . The CPD is responsible for the installation, setup and maintenance of all peripheral
devices.

Obijectives:

= Ensure the CPD’s infrastructure meets Tyler’s application requirements.
= Ensure the CPD’s infrastructure is scheduled to be in place and available for use on time.

STAGE 1 Infrastructure Planning

RACI MATRIX KEY:
R = Responsible
A= Accountable
C = Consulted

| = Informed

Initial Infrastructure |
Communication
Schedule
Environment
Availability
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I Inputs | Initial Infrastructure Requirements |

Qutputs / Acceptance Criteria [only] for Deliverables
Deliverables

Completed Infrastructure Requirements Delivery of Requirements

6.1.4 Stakeholder Meeting

Communication of the Project planning outcomes to the CPD Project team, executives and other key
stakeholders is vital to Project success. The Stakeholder meeting is a strategic activity to inform, engage, gain
commitment, and instill confidence in the CPD team. During the meeting, the goals and objectives of the
Project will be reviewed along with detail on Project scope, implementation methodology, roles and
responsibilities, Project timeline and schedule, and keys to Project success.

Objectives:

= Formally present and communicate the project activities and timeline.
s Communicate project expectations.

STAGE 1 Stakeholder Meeting

RACI MATRIX KEY:
| R=Responsible
A = Accountable
C = Consulted

| = Informed

Create Stakeholder
Meeting Presentation
Review Stakeholder
Meeting Presentation
Perform Stakeholder
Meeting Presentation

Inputs Agreement
SOW
Project Management Plan

Outputs / Acceptance Criteria [only] for Deliverables
Deliverables

Stakeholder Meeting Presentation

Work package assumptions:
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= None
6.1.5 GIS Planning

GIS data is a core part of many Tyler applications. Other CPD offices/products may also use this data and have
different GIS requirements. A key focus of this preparation will be the process for developing the GIS data for
use with Tyler applications. This can be an iterative process, so it is important to begin preparation early.

Objectives:

= |dentify all CPD GIS data sources and formats.
= Tyler to understand the CPD’s GIS needs and practices.
= Ensure the CPD’s GIS data meets Tyler product requirements.

STAGE 1 GIS Preparation

RACI MATRIX KEY:
R = Responsible
A = Accountable
C = Consulted

| = Informed

Initial GIS Planning
Meeting

Determine all GIS Data
Sources

Provide Source GIS Data
Review GIS Data and
Provide Feedback

| Inputs | GIS Requirements Document —|
Outputs / Acceptance Criteria [only] for Deliverables
Deliverables
Production Ready Map Data Meets Tyler GIS Requirements.

Work package assumptions:
= GIS data provided to Tyler is accurate and complete.
= (IS data provided to Tyler is current.
= CPD is responsible for maintaining the GIS data.

6.1.6 Control Point 1: Initiate & Plan Stage Acceptance

Acceptance criteria for this stage includes completion of all criteria listed below.
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Note: Advancement to the Assess & Define stage is not dependent upon Tyler’s receipt of this stage
acceptance.

Initiate & Plan Stage Deliverables:

= Project Management Plan
= |nitial Project Schedule

Initiate & Plan stage acceptance criteria:

All stage deliverables accepted based on acceptance criteria previously defined
= Project governance defined

Project portal made available to the CPD

Stakeholder meeting complete

(IS Data Production Ready

Completed Infrastructure Requirements and Design Document

= System Passes Infrastructure Audit (as applicable)

6.2 Assess & Define

The Assess & Define stage will provide an opportunity to gather information related to current CPD business
processes. This information will be used to identify and define business processes utilized with Tyler software.
The CPD collaborates with Tyler providing complete and accurate information to Tyler staff and assisting in
analysis, understanding current workflows and business processes.

6.2.1 Solution Orientation

The Solution Orientation provides the Project stakeholders a high-level understanding of the solution
functionality prior to beginning the current and future state analysis. The primary goal is to establish a
foundation for upcoming conversations regarding the design and configuration of the solution.

Tyler utilizes a variety of tools for the Solution Orientation, focusing on CPD team knowledge transfer such as:
elearning, documentation, or walkthroughs. The CPD team will gain a better understanding of the major
processes and focus on data flow, the connection between configuration options and outcome, integration,
and terminology that may be unigue to Tyler's solution.

Objectives:

=  Provide a basic understanding of system functionality.
= Prepare the CPD for current and future state analysis.

STAGE 2 Solution Orientation
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RACI MATRIX KEY:
R = Responsible
A = Accountable
C = Consulted

| = Informed

Provide pre-requisites
Complete pre-requisites B8

Conduct orientation
Inputs Solution orientation materials
Training Plan

6.2.2 Current & Future State Analysis

The Current & Future State Analysis provides the Project stakeholders and Tyler an understanding of process
changes that will be achieved with the new system.

The CPD and Tyler will evaluate current state processes, options within the new software, pros and cons of
each based on current or desired state and make decisions about the future state configuration and
processing. This may occur before or within the same timeframe as the configuration work package. The
options within the new software will be limited to the scope of this implementation and will make use of
standard Tyler functionality.

The CPD will adopt the existing Tyler solution wherever possible to avoid project schedule and quality risk
from over customization of Tyler products. It is the CPD’s responsibility to verify that in-scope requirements
are being met throughout the implementation if functional requirements are defined as part of the contract.
The following guidelines will be followed when evaluating if a modification to the product is required:

= Areasonable business process change is available.

= Functionality exists which satisfies the requirement.

= Configuration of the application satisfies the requirement.
= Anin-scope modification satisfies the requirement.

Requirements that are not met will follow the agreed upon change control process and can have impacts on
the project schedule, scope, budget, and resource availability.

STAGE 2 Current & Future State Analysis
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RACI MATRIX KEY:
R = Responsible
A= Accountable
C = Consulted

| = Informed

Current State process
review

Discuss future-state
options

Make future-state
decisions (non-COTS)
Document anticipated
configuration options
required to support
future state

Inputs CPD current state documentation
Solution Orientation completion

Qutputs / Acceptance Criteria [only] for Deliverables
Deliverables

Documentation that describes future-state Delivery of document
decisions and configuration options to support
future-state decisions.

Work package assumptions:

»  CPD attendees possess sufficient knowledge and authority to make future state decisions.
*  The CPD is responsible for any documentation of current state business processes.
= The CPD can effectively communicate current state processes.

6.2.3 Modification Analysis

Tyler strives to provide robust, off-the-shelf solutions. Tyler can offer a comprehensive solution that allows
for the unigque nature of each client’s business processes. Though opportunities to enhance Tyler products
may exist, Tyler recommends Clients utilize existing functionality and, when necessary, adjust their business
practices to the products; application refinements and enhancements should only be considered when no
viable solution for a given process is available within the included Tyler products. We do recognize that some
Projects may require modifications to the solution(s) to meet certain CPD business needs, including interfaces
with 3™ party products, custom reports, or other custom product modifications. Some Projects have specific
modifications included in the Project budget, others do not. I it's determined that additional, out of scope
modifications are necessary to meet CPD needs, a Change Request is needed and additional cost estimate(s)
will be provided by Tyler.

Objectives:
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= |dentify and define in-scope modifications.
= |dentify and define out-of-scope modifications.
= Approve all modifications,

STAGE 2

Modifications analysis

C = Consulted
| = Informed

RACI MATRIX KEY:
R = Responsible
A = Accountable

Identify which

project [where
applicable]

modifications are within
the scope/budget of this

Reguirements

modification

Analyze/write a Business

documents for each

documents

Review/Approve
Business Requirements

modifications

Refine project schedule
based on included

Inputs

Madification Requirements

Current & Future State Analysis Document

Project Budget/Financial documents

Project Schedule

Outputs /
Deliverables

Acceptance Criteria [only] for Deliverables

Modification Specifications Meets CPD’s business needs

Change Requests for out-of-scope Meets CPD’s business needs
modifications

Revised Project Schedule

Work package assumptions:

" 3rd party interfaces — The CPD is responsible for coordinating with the 3rd party.
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6.2.4 Conversion Assessment

Data Conversions are a major effort in any software implementation. Tyler's conversion tools facilitate the
predictable, repeatable conversion process that is necessary to support a successful transition to the Tyler
system. The first step in this process is to perform an assessment of the existing (“legacy”) system(s), to
better understand the source data, risks, and options available. Once the data has been analyzed, the plan for

data conversion is completed and communicated to the appropriate stakeholders.

Objectives:

= Communicate a common understanding of the project goals with respect to data.
*  Ensure complete and accurate source data is available for review/transfer.

= Map the data from the source to the Tyler system.
= Document the data conversion/loading approach.

STAGE 2

Data Conversion Assessment

RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Extract Data from
Source Systems

Review and Scrub
Source Data

Build/Update Data
Conversion Plan

Data Conversion Plan built/updated

Inputs CPD Source data

CPD Source data Documentation (if available)
Outputs / Acceptance Criteria [only] for Deliverables
Deliverables

CPD Acceptance of Data Conversion Plan, if
Applicable

Work package assumptions:

= Tyler will be provided with data from the Legacy system(s) in a mutually agreed upon format.

= Tyler will work with the CPD representatives to identify business rules before writing the conversion.
= CPD subject matter experts and resources most familiar with the current data will be involved in the

data conversion planning effort.
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6.2.5 Control Point 2: Assess & Define Stage Acceptance

Acceptance criteria for this Stage includes completion of all criteria listed below.
Note: Advancement to the Prepare Solution Stage is dependent upon Tyler’s receipt of the Stage Acceptance.

Assess & Define Stage Deliverables:

= Documentation of future state decisions and configuration options to support future state decisions.
= Modification specification document.

Assess & Define Stage Acceptance Criteria:

= All stage deliverables accepted based on criteria previously defined.
= Solution Orientation is delivered.

= Conversion data extracts are received by Tyler.

= Data conversion plan built.

6.3 Prepare Solution

During the Prepare Solution stage, information gathered during the Initiate & Plan and Assess & Define stages
will be used to install and configure the Tyler software solution. Software configuration will be validated by
the CPD against future state decisions defined in previous stages and processes refined as needed to ensure
business requirements are met.

6.3.1 Initial System Deployment

The timely availability of the Tyler Solution is important to a successful Project implementation. The success
and timeliness of subsequent work packages are contingent upon the initial system deployment of Tyler
Licensed Software on an approved netwaork and infrastructure. Delays in executing this work package can
affect the project schedule.

Objectives:

= All licensed software is installed and operational.
= The CPD can access the software.

STAGE 3 Initial System Deployment (Hosted/SaaS)*

RACI MATRIX KEY:
R = Responsible
A = Accountable
C = Consulted

| = Informed
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Prepare hosted
environment
Install Licensed
Software for
Included
Environments
Install Licensed
Software on CPD
Devices (if
applicable)
Tyler System
Administration
Training (if
applicable)

Outputs / Acceptance Criteria [only] for Deliverables
Deliverables

Licensed Software is Installed on the Server(s) | Software is accessible
Licensed Software is Installed on CPD Devices Software is accessible
(if applicable)

Installation Checklist/System Dacument

Work package assumptions:

= The most current available version of the Tyler Licensed Software will be installed.
= The CPD will provide network access for Tyler modules, printers, and Internet access to all applicable
CPD and Tyler Project staff.

6.3.2 Configuration
The purpose of Configuration is to prepare the software product for validation.

Tyler staff collaborates with the CPD to complete software configuration based on the outputs of the future
state analysis performed during the Assess and Define Stage. The CPD collaborates with Tyler staff iteratively
to validate software configuration.

Objectives:

= Spftware is ready for validation.
s Educate the CPD Power User how to configure and maintain software.
*  Prepare standard interfaces for process validation (if applicable).

STAGE 3 Configuration

... AA _EAAn



RACI MATRIX KEY:
R = Respansible

A = Accountable
C = Consulted

| = Informed

Conduct configuration
training

Complete Tyler
configuration tasks
(where applicable)

Complete CPD
configuration tasks
(where applicable)

Standard interfaces
configuration and
training (if applicable)

Updates to Solution
Validation testing plan

Inputs Documentation that describes future state decisions and configuration options to support future
state decisions.

QOutputs /
Deliverables

Acceptance Criteria [only] for Deliverables

Configured System

Work package assumptions:

= Tyler provides guidance for configuration options available within the Tyler software. The CPD is
responsible for making decisions when multiple options are available.

6.3.3 Process Refinement

Tyler will educate the CPD users on how to execute processes in the system to prepare them for the

validation of the software. The CPD collaborates with Tyler staff iteratively to validate software configuration
options to support future state.

Objectives:

® Ensure that the CPD understands future state processes and how to execute the processes in the

software.

= Refine each process to meet the business requirements.
= Validate standard interfaces, where applicable.
= Validate forms and reports, where applicable.
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STAGE 3

[ Process Refinement

R = Responsible
A = Accountable
C = Consulted

| = Informed

RACI MATRIX KEY:

Conduct process
training

Confirm process
decisions

Test configuration

Refine

Respansible)

configuration (CPD

Refine

Responsible)

configuration (Tyler |

Validate interface
process and results

Update CPD-
specific process

documentation (if

applicable)
Updates to
Solution Validation
testing plan
Inputs Initial Configuration
Documentation that describes future state decisions and configuration options to support
future state decisions.
Solution validation test plan
Outputs / Acceptance Criteria [only] for Deliverables
Deliverables
Updated solution validation test plan
Completed CPD-specific process
documentation (completed by CPD)

Work package assumptions:

= None
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6.3.4 Conversion Delivery

The purpose of this task is to transition the CPD’s data from their source (“legacy”) system(s) to the Tyler
system(s). The data will need to be mapped from the legacy system into the new Tyler system format. A well-

executed data conversion is key to a successful cutover to the new system(s).

With guidance from Tyler, the CPD will review specific data elements within the system and identify / report
discrepancies. Iteratively, Tyler will collaborate with the CPD to address conversion discrepancies. This

process will allow for clean, reconciled data to transfer from the source system(s) to the Tyler system(s).
Reference Conversion Appendix for additional detail.

Pull Data &
Canversion Map
Balancing Conversion

Reports

Write & Run
Conversion
Program

Objectives:

®  Data is ready for production (Conversion).

IGEG B ELE]
for Testing

Validate
Data

Report &
Correct
Errors

Conversion
Reviews
Completed

Final
Conversion

STAGE 3 Data Delivery & Conversion

RACI MATRIX
KEY:

R = Responsible
A = Accountable
C = Consulted

I = Informed

Provide data
crosswalks/code
mapping tool
Populate data
crosswalks/code
mapping tool
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lterations:
Conversion
Development
Iterations:
Deliver
converted data
Iterations:
Proof/Review
data and
reconcile to
source system

Inputs

Data Conversion Plan

Configuration
QOutputs / Acceptance Criteria [only] for Deliverables
Deliverables

Code Mapping Complete / Validated

Conversion Iterations / Reviews Complete Conversion complete, verified, and ready for

final pass

Work package assumptions:

= The CPD will provide a single file layout per source system as identified in the investment summary.

= The CPD subject matter experts and resources most familiar with the current data will be involved in
the data conversion effort.

= The CPD project team will be responsible for completing the code mapping activity, with assistance
from Tyler.

6.3.5 Modifications Delivery

Tyler consistently recommends that our clients utilize the software out-of-the-box and adjust business
processes to conform, but we recognize there may be times when a modification of the software is requested
to meet reporting obligations, functionality desires, or integrations with external systems. This work package
focuses on the successful, high-quality delivery of the approved, in-scope modifications.

Objectives:

s Deliver contracted software modifications.
* Complete or update required configuration for the modifications.
= Test the delivered modifications.

STAGE 3 Modifications Delivery
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RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Validate scheduled
development for
completion

Conduct periodic
scope review sessions
(as applicable)
Modify Solution
Validation Plan {if
applicable)

Deliver (pre-
production)
modifications for
testing

Test delivered
modifications
Update configuration
(if applicable)
Update process
documentation as
needed

Approve
modifications for
Production delivery
Deliver madifications
to Production

Inputs
Modification specification
Outputs / Acceptance Criteria [only] for Deliverables
Deliverables
Completed modifications CPD approves modification per scope
Updated Modification Specification (if
applicable)

Updated Solution Validation Plan

Updated process documentation (if applicable)
Revised configuration (if applicable) Modification passes testing/approved by CPD
after configuration is updated

Work package assumptions:

= Only approved modifications with approved scope will be provided.
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= Only modifications approved for the current phase (if multi-phase) will be delivered.
= Additional scope requests may require additional budget.
= Modifications will be tested upon delivery.

6.3.6 Control Point 3: Prepare Solution Stage Acceptance

Acceptance criteria for this Stage includes all criteria listed below in each Work Package.

Note: Advancement to the Production Readiness Stage is dependent upon Tyler’s receipt of the Stage
Acceptance.

Prepare Solution Stage Deliverables:

® Licensed software is installed.

= |pstallation checklist/system document.

= Conversion iterations and reviews complete.

= Completed modifications.

= Revised configuration for modification (if applicable).

Prepare Solution Stage Acceptance Criteria:

= All stage deliverables accepted based on criteria previously defined.
= Software is configured.
= Solution validation test plan has been reviewed and updated if needed.

6.4 Production Readiness

Activities in the Production Readiness stage will prepare the CPD team for go-live through solution validation,
the development of a detailed go-live plan and end user training. A readiness assessment will be conducted
with the CPD to review the status of the project and the organizations readiness for go-live.

6.4.1 Solution Validation

Solution Validation is the end-to-end software testing activity to ensure that the CPD verifies all aspects of the
Project (hardware, configuration, business processes, etc.) are functioning properly, and validates that all
~ features and functions per the contract have been deployed for system use.

Objectives:

= Validate that the solution performs as indicated in the solution validation plan.
" Ensure the CPD organization is ready to move forward with go-live and training (if applicable).

STAGE 4 Solution Validation
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RACI MATRIX KEY:
R = Respansible

A = Accountable
C = Consulted

| = Informed

Update Solution
Validation plan
Update test scripts (as
applicable)

Perform testing
Document issues from

testing :
Perform required follow-
up on issues
Inputs Solution Validation plan
Completed work product from prior stages (configuration, business process, etc.)
Qutputs / Acceptance Criteria [only] for Deliverables
Deliverables
Solution Validation Report CPD updates report with testing results

Work package assumptions:

= Designated testing environment has been established.
= Testing includes current phase activities or deliverables only.

6.4.2 Go-Live Readiness

Tyler and the CPD will ensure that all requirements defined in Project planning have been completed and the
Go-Live event can occur, as planned. A go-live readiness assessment will be completed identifying risks or
actions items to be addressed to ensure the CPD has considered its ability to successfully Go-Live. Issues and
concerns will be discussed, and mitigation options documented. Tyler and the CPD will jointly agree to move
forward with transition to production. Expectations for final preparation and critical dates for the weeks
leading into and during the Go-Live week will be planned in detail and communicated to Project teams.

Objectives:

= Action plan for go-live established.
= Assess go-live readiness.
=  Stakeholders informed of go-live activities.

STAGE 4 Go-Live Readiness
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RACI MATRIX KEY:
R = Respansible

A = Accountable
C = Consulted

| = Informed

Perform Readiness
Assessment

Conduct Go-Live planning
session

Order peripheral
hardware (if applicable)
Confirm procedures for
Go-Live issue reporting &
resolution _
Develop Go-Live checklist
Final system
infrastructure review
(where applicable)

Inputs Future state decisions
Go-live checklist

Qutputs / Acceptance Criteria [only] for Deliverables
Deliverables
Updated go-live checklist Updated Action plan and Checklist for go-live
delivered to the CPD

Work package assumptions:
=  None

6.4.3 End User Training

End User Training is a critical part of any successful software implementation. Using a training plan previously
reviewed and approved, the Project team will organize and initiate the training activities.

Train the Trainer: Tyler provides one occurrence of each scheduled training or implementation topic. CPD
users who attended the Tyler sessions may train additional users. Additional Tyler led sessions may be

contracted at the applicable rates for training.

Tyler Led: Tyler provides training for all applicable users. One or multiple occurrences of each scheduled
training or implementation topic will be covered.

Self-directed: Tyler provides e-learning, documentation, or videos to facilitate end user training.

Tyler will provide standard application documentation for the general use of the software. It is not Tyler's
responsibility to develop CPD specific business process documentation. CPD-led training labs using CPD
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specific business process documentation if created by the CPD can be added to the regular training
curriculum, enhancing the training experiences of the end users.

Objectives:

= End users are trained on how to use the software prior to go-live.
= The CPD is prepared for on-going training and support of the application.

STAGE 4 End User Training

RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Update training plan
End User training (Tyler-
led)

Train-the-trainer

End User training (CPD-
led)

Inputs Training Plan
List of End Users and their Roles / lob Duties
Configured Tyler System
Outputs / Acceptance Criteria [only] for Deliverables
Deliverables
End User Training CPD signoff that training was delivered

Work package assumptions:

=  The CPD project team will work with Tyler to jointly develop a training curriculum that identifies the
size, makeup, and subject-area of each of the training classes.

= Tyler will work with the CPD as much as possible to provide end-user training in a manner that
minimizes the impact to the daily operations of CPD departments.

= The CPD will be responsible for training new users after go-live (exception—previously planned or
regular training offerings by Tyler).

6.4.4 Control Paoint 4: Production Readiness Stage Acceptance

Acceptance criteria for this stage includes all criteria listed below. Advancement to the Production stage is
dependent upon Tyler’s receipt of the stage acceptance.

Production Readiness stage deliverables:
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= Solution Validation Report.
s {pdate go-live action plan and/or checklist.
= End user training.

Production Readiness stage acceptance criteria:

= All stage deliverables accepted based on criteria previously defined.
= Go-Live planning session conducted.

6.5 Production

Following end user training the production system will be fully enabled and made ready for daily operational
use as of the scheduled date. Tyler and the CPD will follow the comprehensive action plan laid out during Go-
Live Readiness to support go-live activities and minimize risk to the Project during go-live. Following go-live,
Tyler will work with the CPD to verify that implementation work is concluded, post go-live activities are
scheduled, and the transition to Client Services is complete for long-term operations and maintenance of the
Tyler software.

6.5.1 Go-Live

Following the action plan for Go-Live, defined in the Production Readiness stage, the CPD and Tyler will
complete work assigned to prepare for Go-Live.

The CPD provides final data extract and Reports from the Legacy System for data conversion and Tyler
executes final conversion iteration, if applicable. If defined in the action plan, the CPD manually enters any
data added to the Legacy System after final data extract into the Tyler system.

Tyler staff collaborates with the CPD during Go-Live activities. The CPD transitions to Tyler software for day-to
day business processing.

Some training topics are better addressed following Go-Live when additional data is available in the system or
based on timing of applicable business processes and will be scheduled following Go-Live per the Project
Schedule.

Objectives:

s Execute day to day processing in Tyler software.
s CPD data available in Production environment.

STAGE 5

AT | CPD
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RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Provide final source data |
extract, if applicable
Final source data pushed
into production
environment, if
applicable

Proof final converted
data, if applicable
Complete Go-Live
activities as defined in
the Go-Live action plan
Provide Go-Live

assistance
Inputs Comprehensive Action Plan for Go-Live
Final source data (if applicable)
Outputs / Acceptance Criteria [only] for Deliverables
Deliverables
Data is available in production environment CPD confirms data is available in production
environment

Work package assumptions:

=  The CPD will complete activities documented in the action plan for Go-Live as scheduled.

= External stakeholders will be available to assist in supporting the interfaces associated with the Go-
Live live process.

= The CPD business processes required for Go-Live are fully documented and tested.

= The CPD Project team and subject matter experts are the primary point of contact for the end users
when reporting issues during Go-Live.

= The CPD Project Team and Power User’s provide business process context to the end users during
Go-Live.

6.5.2 Transition to Client Services

This work package signals the conclusion of implementation activities for the Phase or Project with the
exception of agreed-upon post Go-Live activities. The Tyler project manager(s) schedules a formal transition
of the CPD onto the Tyler Client Services team, who provides the CPD with assistance following Go-Live,

officially transitioning the CPD to operations and maintenance.

Objectives:
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= Ensure no critical issues remain for the project teams to resolve.
= Confirm proper knowledge transfer to the CPD teams for key processes and subject areas.

STAGE 5 Transition to Client Services

RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Transfer CPD to Client
Services and review
issue reporting and
resolution processes
Review long term
maintenance and
continuous
improvement

Inputs | Open item/issues List

Outputs / Acceptance Criteria [only] for Deliverables
Deliverables

Client Services Support Document

Work package assumptions:

= No material project issues remain without assignment and plan.
6.5.3 Post Go-Live Activities
Some implementation activities are provided post-production due to the timing of business processes, the
requirement of actual production data to complete the activities, or the requirement of the system being
used in a live production state.

Objectives:

= Schedule activities that are planned for after Go-Live.
m  Ensure issues have been resolved or are planned for resolution before phase or project close.

STAGE 5 [ Post Go-Live Activities
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RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Schedule contracted
activities that are
planned for delivery
after go-live
Determine resolution
plan in preparation for
phase or project close
out

| Inputs | List of post Go-Live activities |
Outputs / Acceptance Criteria [only] for
Deliverables Deliverables
Updated issues log

Work package assumptions:
= Systemis being used in a live production state.
6.5.4 Control Point 5: Production Stage Acceptance
Acceptance criteria for this Stage includes completion of all criteria listed below:

® Advancement to the Close stage is not dependent upon Tyler’s receipt of this Stage Acceptance.
=  Converted data is available in production environment.

Production Stage Acceptance Criteria:

* All stage deliverables accepted based on criteria previously defined.
®  Go-Live activities defined in the Go-Live action plan completed.
®  (Client services support document is provided.

6.6 Close

The Close stage signifies full implementation of all products purchased and encompassed in the Phase or
Project. The CPD transitions to the next cycle of their relationship with Tyler (next Phase of implementation or
long-term relaticnship with Tyler Client Services).
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6.6.1 Phase Closeout

This work package represents Phase completion and signals the conclusion of implementation activities for
the Phase. The Tyler Client Services team will assume ongoing support of the CPD for systems implemented in
the Phase.

Obijectives:

= Agreement from Tyler and the CPD teams that activities within this phase are com plete.

STAGE 6 Phase Close Out

RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Reconcile project budget '
and status of contract
Deliverables

Hold post phase review
meeting

Release phase-
dependent Tyler project
resources

Participants | Tyler CPD

Project Leadership Project Manager

Project Manager Project Spansor(s)
Implementation Consultants Functional Leads, Power Users,
Technical Leads

Technical Consultants (Conversion, Deployment,
Development)
Client Services

Inputs Contract
Statement of Work
Project artifacts

Qutputs / Acceptance Criteria [only] for Deliverables
Deliverables

Final action plan (for outstanding items)
Reconciliation Report
Post Phase Review
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Work package assumptions:
= Tyler deliverables for the phase have been completed.
6.6.2 Project Closeout
Completion of this work package signifies final acceptance and formal closing of the Project.

At this time the CPD may choose to begin working with Client Services to look at continuous improvement
Projects, building on the completed solution.

Objectives:

= Confirm no critical issues remain for the project teams to resolve.

= Determine proper knowledge transfer to the CPD teams for key processes and subject areas has
occurred.

= Verify all deliverables included in the Agreement are delivered.

STAGE 6 Project Close Out

RACI MATRIX KEY:
R = Responsible

A = Accountable
C = Consulted

| = Informed

Conduct post project
review

Deliver past project
report to CPD and Tyler
leadership

Release Tyler project
resources

Inputs Contract
Statement of Work
Outputs / Acceptance Criteria [only] for Deliverables
Deliverables
Post Project Report CPD acceptance; Completed report indicating
all project Deliverables and milestones have
been completed

Work package assumptions:

= All project implementation activities have been completed and approved.
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= No critical project issues remain that have not been documented and assigned.
= Final project budget has been reconciled and invoiced.
s All Tyler deliverables have been completed.

6.6.3 Control Point 6: Close Stage Acceptance
Acceptance criteria for this Stage includes completion of all criteria listed below.
Close Stage Deliverables:
= Post Project Report.
Close Stage Acceptance Criteria:

= Completed report indicating all Project deliverables and milestones have been completed.

7. General Assumptions

Tyler and the CPD will use this SOW as a guide for managing the implementation of the Tyler Project as
provided and described in the Agreement. There are a few assumptions which, when acknowledged and
adhered to, will support a successful implementation. Assumptions related to specific work packages are
documented throughout the SOW. Included here are general assumptions which should be considered
throughout the overall implementation process.

7.1 Project

= Project activities will begin after the Agreement has been fully executed.

= The CPD Project Team will complete their necessary assignments in a mutually agreed upon
timeframe to meet the scheduled go-live date, as outlined in the Project Schedule.

= Sessions will be scheduled and conducted at a mutually agreeable time.

= Additional services, software modules and modifications not described in the SOW or Agreement will
be considered a change to this Project and will require a Change Request Form as previously
referenced in the definition of the Change Control Process.

= Tyler will provide a written agenda and notice of any prerequisites to the CPD project manager(s) ten
(10) business days or as otherwise mutually agreed upon time frame prior to any scheduled on-site or
remate sessions, as applicable.

= Tyler will provide guidance for configuration and processing options available within the Tyler
software. If multiple options are presented by Tyler, the CPD is responsible for making decisions
based on the options available.

= |mplementation of new software may require changes to existing processes, both business and
technical, requiring the CPD to make process changes.

= The CPD is responsible for defining, documenting, and implementing their policies that result from
any business process changes.

7.2 Organizational Change Management

Unless otherwise contracted by Tyler, CPD is responsible for managing Organizational Change. Impacted CPD
resources will need consistent coaching and reassurance from their leadership team to embrace and accept
the changes being imposed by the move to new software. An important part of change is ensuring that
impacted CPD resources understand the value of the change, and why they are being asked to change.

Mmoo . A _FAAN



7.3

Resources and Scheduling

CPD resources will participate in scheduled activities as assigned in the Project Schedule.

The CPD team will complete prerequisites prior to applicable scheduled activities. Failure to do so
may affect the schedule.

Tyler and the CPD will provide resources to support the efforts to complete the Project as scheduled
and within the constraints of the Project budget.

Abbreviated timelines and overlapped Phases require sufficient resources to complete all required
waork as scheduled.

Changes to the Project Schedule, availability of resources or changes in Scope will be requested
through a Change Request. Impacts to the triple constraints (scope, budget, and schedule) will be
assessed and documented as part of the change control process.

The CPD will ensure assigned resources will follow the change control process and possess the
required business knowledge to complete their assigned tasks successfully. Should there be a change
in resources, the replacement resource should have a comparable level of availability, change control
process buy-in, and knowledge.

The CPD makes timely Project related decisions to achieve scheduled due dates on tasks and prepare
for subsequent training sessions. Failure to do so may affect the schedule, as each analysis and
implementation session is dependent on the decisions made in prior sessions.

The CPD will respond to information requests in a comprehensive and timely manner, in accordance
with the Project Schedule.

The CPD will provide adequate meeting space or facilities, including appropriate system connectivity,
to the project teams including Tyler team members,

For on-site visits, Tyler will identify a travel schedule that balances the needs of the project and the
employee.

Data

Data will be converted as provided and Tyler will not create data that does not exist.

The CPD is responsible for the quality of legacy data and for cleaning or scrubbing erroneous legacy
data.

Tyler will work closely with the CPD representatives to identify business rules before writing the
conversion. The CPD must confirm that all known data mapping from source to target have been
identified and documented before Tyler writes the conversion.

All in-scope source data is in data extract(s).

Each legacy system data file submitted for conversion includes all associated records in a single
approved file layout.

The CPD will provide the legacy system data extract in the same format for each iteration unless
changes are mutually agreed upon in advance. If not, negative impacts to the schedule, budget and
resource availability may occur and/or data in the new system may be incorrect.

The CPD Project Team is responsible for reviewing the converted data and reporting issues during
each iteration, with assistance from Tyler.

The CPD is responsible for providing or entering test data (e.g., data for training, testing interfaces,
etc.)
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Facilities

The CPD will provide dedicated space for Tyler staff to work with CPD resources for both on-site and
remote sessions. If Phases overlap, CPD will provide multiple training facilities to allow for

independent sessions scheduling without conflict.
The CPD will provide staff with a location to practice what they have learned without distraction.
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8. Glossary

Word or Term

Accountable

Application

Application Programming Interface (API)

Business Process

Control Point

Data Mappl

Deliverable

Definition

suitable and

The one who ultimately ensures a task or deliverable is
completed; the one who ensures the prerequisites of the task are
met and who delegates the work to those responsible. [Also see
RACI]

A defined set of tools/methods to pass data to and received data
from Tyler software products

A= Ti¢ 2 1
The practices, policy, procedure, guidelines, or functionality that
the client uses to complete a specific job function.

A form used as part of the Change Control process whereby
changes in the scope of work, timeline, resources, and/or budget
| are documented and agreed upon by participating parties.

10 : ( N

An activity that occurs during the data conversion process
whereby users equate data (field level) values from the old
system to the values available in the new system. These may be
one to one or many to one. Example: Old System [Field = eye
color] [values = BL, Blu, Blue] maps to New Tyler System [Field =
Eve Color] [value = Blue

This activity occurs at the end of each stage and serves as a
formal and intentional opportunity to review stage deliverables
and required acceptance criteria for the stage have been met.

rom i

A verifiable d'ocment or service produced as part of the Project,
as defined in the wark packages.

Those who are kept up-to-date on progress, often only on
completion of the task or deliverable, and with whom there is
just one-way communication. [Also see RACI]
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Interface

i Legacy System

On-site

|
]

§

|
|

|

i

A connection to and potentiat exchange of data with an external i
system or application. Interfaces may be one way, with data i
leaving the Tyler system to another system or data entering Tyler |
from another system, or they may be bi-directional with data !
hoth leaving and entering Tyler and another system

The software from which a client is converting.

Indicatas the work location is at one or more of the client’s
physical office or work environments,

product, result or service generated by a process.

ase

A portion of the Project in which specific set of related
applications are typically implemented. Phases each have an
independent start, Go-Live and closure dates but use the same
Implementation Plans as cther Phases of the Project. Phases may
overlap or be sequential and may have different Tyler resources
igned

RACI

i
|
|
;
!
!
H
i

H
P

¢ Consulted {C), or Informed (i

A matrix describing the level of participation by various roles in
completing tasks or Deliverables for a Project or process.
Indivicuals or groups are assigned one and only one of the
foliowing roles for a given task: Responsible (R}, Accountable {A},

Those who ensure a task is completed, ef
delegating to another resource. [Also see RACI]
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 Solution | The implementation of the contracted software product(s) |
resuiting in the connected system allowing users to meet Project i
; goals and gain anticipated efficiencies. i

1
H

Software functionality that is included in the base software {off-
the-shelf) package; is not customized or modified.

oot

The cellective group of software an
i organization to conduct business, !

i Document(s) that indicate how and when users of the system will
¢ be trained relevant to their role in the implementation or use of
| tha system.

| Training Plan

; Work Breakdown Structure {WBS}

A hierarchical representation of a Project or Phase broken down
into smaller, more manageable components.

|
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Part 4: Appendices

g.
9.1

Data Archive
Enterprise Public Safety Data Archive Appendix

Data Archive is a Cloud-native application. All data is stored in AWS GovCloud and is accessed using an
internet browser like Edge or Chrome. The application can be accessed from any computer or tablet with an
internet connection. Data Archive is highly configurable. How data is searched and displayed can be
customized to provide a user experience like the legacy application. The data is separated by modules.

A Module is a specialized software component surrounding one specific area. Examples include:

Global Subjects and Global Vehicles Incident / Cases Case Management
Businesses

Arrests Accidents Warrants Property / Evidence
Tows / Impounds Tickets / Citations

The initial Data Archive purchase includes 10 modules. If you require more, additional medules can be
purchased.

There is a one-time data import for Active Warrants, On-hand property, and CAD location alerts.

9.1.1 General

1.

A Data Assessment to verify the scope of the data project will be conducted. A Data Plan will be
generated based on this assessment. A revised cost estimate for the data may be provided at the
conclusion of the assessment. The CPD may elect to cancel or proceed with the data effort based on
the revised estimate.

No data cleansing, consolidation of records, or editing of data will be part of the Data Archive
development effort. Any data cleansing, removal of duplicate records, or editing must take place by
the CPD prior to providing the data to Tyler.

9.1.2 Tyler Technologies Responsibilities

1.

Tyler will create and provide the CPD with a Data Analysis Plan for signoff prior to beginning
development work. No programming by Tyler will commence until this document is approved.

Tyler will provide the data programs to load the CPD data to the Tyler Data Archive for the specified
files that contain 500 or more records.

As provided in the approved Data Analysis Plan, a schedule of on-site trips to the CPD location in
order to conduct the following:

a. Data Analysis Plan, and

b. Assistance for Testing and Training



c.  *The CPD will be responsible for travel expenses as set forth in the Payment Terms.
4. Tyler will provide the CPD up to two (2) test iterations of data. One test iteration consists of:
a. Loading data into the Data Archive and importing one-time data sets into the Tyler System.

b. The CPD reviews test and responds in writing to Tyler issues revealed during testing and
confirmation of known issues resolved

c. Tyler corrects or otherwise respond to issues discovered and reported by the CPD,
d.  Tyler will conduct internal testing to verify corrections.
e. Both parties planning for the next test iteration and/or the live implementation

5. Tyler will provide warranty coverage for any data-related issue reported by the CPD to Tyler within
thirty (30) days after the data is run in the live Data Archive Tyler System.

9.1.3 CPD Responsibilities

3. The CPD will extract data from the legacy system to submit to Tyler. Data will be submitted to Tyler in
one or more of the following formats:

a. SQL Server Backup — preferred format
i. Use native SQL Server backup, not 3™ party tool.
b. Delimited Text Files
i. One file per source table, one row per source row.
ii. Use first row as header to specify column names.

iii. Use acharacter as the column delimiter not found in text columns. Pipes are
preferred.

iv. Do notuseacomma as a column delimiter.
v. Do not use quotes to enclose column values.
c. Fixed-Width Text Files
i. One file per source table, one row per source row.

ii. Include a separate document defining column names and widths. Can be the same
document for all files.

d. Microsoft Access database,
e. Microsoft Excel spreadsheet,

Data may be delivered using any common media or data-delivery format such as USB device, hard drive, FTP
server or AWS DataSync.
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If CPD requests data extraction assistance from Tyler, data extraction sevvices shail be billed at then-current
rates, according to the Agreement.

As part of the process, clients are required to provide examples of their data. This includes relevant
legacy system screenshots and external documents. These materials are essential to validate data
being added to data archive.

The CPD will respond to each test iteration in writing, on a form provided by Tyler, aither:
a. Indicating acceptance that the Data Process is ready for the go live, or

b. Indicating a list of changes that need to be applied to the Data Archive Process for the next
test iteration.

Up to two (2) test iterations are provided as part of the Data Process. After the second {2nd} test iteration, the
CPD shall pay our then-current flat fee for each additional test iterations. The CPD will promptly review each
test iteration once delivered. Prompt review by the CPD will reduce the likelihood that a need for additional test
iteration{s} may arise due to an extended delay between deiivery of a test iteration and its review,

As provided in the Data Analysis Plan, the CPD will provide a dedicated resource in each application
area to focus on data review. This includes dedicating a support person(s} whenever our staff is on
site. Roughly a one-to-one ratio exists for the CPD's commitment and Tyler’s commitment.
Understanding that thorough and timely review of the data by the CPD personnel is a key part of a
successful data project.

The CPD agrees to promptly review and signoff on both the Data Analysis Plan, and on the go live
readiness after appropriate review.
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10.

Additional Appendices

10.1 Enforcement Mobile Appendix

10.1.11tems included in Project

RMS - Enterprise Public Safety
Device Level — Central Square Maobile

10.1.2Enforcement Mobile Key Project Assumptions

The CPD and Tyler shall review their responsibilities before work begins to ensure that Services can
be satisfactorily completed.

The CPD will provide Tyler with access to its equipment, systems, and personnel to the extent needed
to complete the defined Services.
The CPD will provide work space for Tyler Services for work completed on CPD premises.
Tyler shall initially implement the most current version of the Tyler software at the time of the
contract signing. During the implementation, Tyler will provide newer releases of the software that
meet or exceed the version available at contract signing.
The CPD will maintain primary responsibility for the scheduling of CPD employees and facilities in
support of project activities.
The CPD shall provide Tyler with network access for remote installation and testing through industry
standards such as Virtual Private Network (VPN) or other secure access methods.
The CPD will allow users unauthenticated access the following web addresses to ensure adequate
access to system resources:

o 72.32.135.120 (syncsve.Enforcement Mobiletech.com) (ports 80 and 443)
72.32.135.125 (syncsve2.Enforcement Mobiletech.com) (ports 80 and 443)
98.129.131.213 (Reports2014.Enforcement Mobiletech.com) (ports 80 and 443)
72.32.135.124 (www.Enforcement Mobiletech.com) (ports 80 and 443)
72.32.135.122 (my.Enforcement Mobiletech.com) (ports 80 and 443)

o 207.182.213.55 (Enforcement Mobilesupport.tylertech.com) (ports 80 and 443)
The CPD will provide/purchase/acquire the appropriate hardware, software and infrastructure assets
to support all purchased Tyler software products in both support/testing and production
environments.
The CPD is responsible for proper site preparation, hardware, software, and network configuration in
accordance with Tyler specifications.
The CPD has, or will provide, access licenses and documentation of existing system to any 3rd party
system software which Tyler will be required to read, write or exchange data.
The CPD has, or will provide, a development/testing environment for data conversion and interface
testing as they are developed by Tyler.
Tyler shall be responsible for implementing a functioning version of the application software
(assuming the CPD has installed the proper hardware, software, and networking devices).
All deliverables and timelines assigned to the CPD will be held to the same standards of delivery as
those assigned to Tyler Technologies.
Installation of Hardware required in County Vehicles shall be completed by the participating agencies
Personnel and facilities. They may decide to purchase mounts on their own or opt to purchase from
Tyler.

Deployment of the Tyler Enforcement Mobile ECS for the CPD will utilize the existing Tyler hosted
server environment.

O O O O
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= Al CPD personnel involved in the Project will participate fully in the training provided by Tyler
Technologies.

= Setup of 3rd party hardware (printers) will be handled by the participating agency staff and Tyler will
provide the initial documentation/training. (If necessary)

= |fan Interface to any CMS / RMS / Device systems are included in this Phase of the project, it should
be reflected in the contract, and will include the synchronization of tables/files.

10.1.30ut of Scope

= Custom interfaces. Custom interfaces involve the development of a standard, repeatable process for
transferring information into or out of the Tyler software. These interfaces may take the form of a
user-initiated import/export program, an API, or a web service. There are no custom interfaces
included in the scope of the agreement unless detailed in the included Investment Summary.

=  Custom reports. Custom reports involve the development of new reports that are not offered as part
of the standard reporting package and modifications to existing reports. There are no custom reports
included in the scope of the agreement unless detailed in the Investment Summary.

= Undocumented requirements. Undocumented requirements include requirements not specified in
this Statement of Work and associated attachments.

= Post System Acknowledgement Configuration. System Acknowledgement requirements are met at
the completion of End User Training and User Acceptance Testing stage. Any changes requested of
the Tyler implementation team to alter the configuration, post acknowledgement of these
milestones, must be documented through a Change Order and may incur additional time and/or
costs. The CPD may have access to built-in configuration tools, so, when available, is free to
reconfigure or create a new configuration as required or desired. If assistance using these tools is
required, additional change orders may apply.

10.2 Custom Interfaces — Enterprise Public Safety

Custom Interface services will be provided as listed in the Investment Summary of the Agreement between
Tyler and Client. Custom Interfaces will be developed and delivered as described in work packages 6.2.4
Modification Analysis and 6.3.5 Modification Delivery. While Tyler will provide reasonable consultation, Client
is responsible for obtaining technical contacts and/or technical specifications from the third parties involved.

The Custom Interfaces included in the Investment Summary and in the Interface Control Document(s) (ICD)
listed below.

10.2.1Interface Control Documents (ICDs)

Interface Control Document (ICD)

Interface CentralSquare OneSolution Incident Import
Direction Import

Third Party CentralSquare OneSolution CAD

Record Type Incident

Detailed Description  |Tyler Technologies will provide an interface that will import call-for-service
data from CentralSquare OneSolution CAD into Tyler Public Safety Enterprise
Incidents




The transfer of data will be an automated batch process that will occur at a
frequency configurable by the customer, The interface will support one
transfer method and format. Data may be transmitted as a file, through a web
service, as a TCP message, or through another agreed-upon protocaol,

The interface will be limited to fields that exist in the Tyler Public Safety
Enterprise module. No new fields will be added to the database or user screen.

Assumptions

1. The third-party wil| provide a documented AP that will allow access to
required data via a file transfer, web service, or TCP/IP.

2. Tyler Technologies will not be responsible for making any modification in
the 3rd party software to support this interface,

3. Any third-party software required for this interface to operate must be
hosted and maintained by the customer in their environment,

4, The third-party will work with Tyler Technologies and the customer to
test the interface.
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11. Project Timeline

11.1 Enterprise Public Safety Project Timeline

11.1.1Conceptual Project Schedule

D [Task Name m2 w1 Ima [ms Imz [me I [mis lwis lwne
1 |Sample Project Timeline - Public Safety
2 Initiate & Plan Stage pr—
3 " L1lnitial Coordination - - M
B 1.2 Pru]uctlm“m;, 1.3 Infrastructure Planning, 1.4 Stakeholder | |
Meeting, & 1.5 GIS Planning
53 Assess & Define Stage ) o ) re——1
54 j_’} Solution (.’riunlr;[[(m and 2.2 Curri il_’_g‘ ftulure .'\J-Mu:' -'\m"r"w'- OCCUrs
iteratively during 3.2, 3.3 Configusation and Process Refinament tasks
55 2.3 Conversion Assessment ' o | |
_55 ) 2.4 I\ﬂioaiﬁﬂ?orn Anlivsls i |
63 Frta-pa-re Solution S'tage” 1
64 3.1 In;tiaﬁystnm Deployment - | |
08 3.2, ﬁ Eurﬁi:uutlun & Process ﬂ_lflnlrnunt 1
147 3.4 Conversion Delivery B - | —
RE} 3.5 Medifications 6sliv-rv jr—t
160 Production Readiness Stage | s |
16! 4,15Solution Validation . M
165 4.2Go Live Readiness - (g
173 ~ a.3End User Ealning - | |
191 | Production Stage ) o ) r—
192 5.1Go Live ™
213 5.2 Transition to Client Services r—
277 | 5.3Post Go Live Activities a r—
232 Close Stag; -
233 6.1, 6.2 Phase and Project Close Out n

The dates or timing included in this sample are for illustrative purposes only. A more precise schedule and

WBS with the appropriate tasks and schedule will be determined during the Initiate & Plan stage. The
availability of CPD resources to perform tasks, final determination of the overall task list, CPD schedule

constraints and the actual project start date must be determined.
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1. Implementation and Training

Project Management Plan

Since 1981, Tyler’s Public Safety Division has successfully implemented more than 1,800 solutions in cities
and counties across the country. Our clients have partnered with Tyler to deliver their mission critical
objectives. We are proud to have some clients as partners for over 30 years.

This long track record of success results from a solid, professional approach to project implementations.
Tyler understands that a successful project begins with good communications and planning and proceeds
via adherence to good project management discipline.

Project Management Approach

Work Breakdown Structure (WBS)
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Upon contract award, Tyler will assign a project manager. The project manager will execute Tyler's six-
stage methodology. Each of the six stages comprises multiple work packages, and each work package
includes a narrative description, objectives, tasks, inputs, outputs/deliverables, assumptions and a
responsibility matrix.

Tailored specifically for Tyler’s public sector clients, the project methodology contains Stage Acceptance
Control Points throughout each Phase to ensure adherence to scope, budget, timeline controls, effective
communications and quality standards. Clearly defined, the project methodology repeats consistently
across Stages and is scaled to meet the PD’s complexity and organizational needs while serving as the
roadmap for the successful conduct of the project. This approach affords both PD and Tyler management
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the opportunity to ensure that the project is proceeding per plan through an organized methodology and
communication structure.

The six stages of each implementation are Initiate and Plan, Access and Define, Prepare Solution,
Production Readiness, Production, and Close. The following pages provide an overview of the steps and
activities completed in each phase.

Initiate and Plan Stage

The Initiate and Plan stage involves project initiation, infrastructure and planning. This stage creates a
foundation for the project by identifying and establishing sequence and timing for each Phase as well as
verifying scope for the project. This stage will be conducted at the onset of the project, with a few unique
items being repeated for the additional Phases as needed.

Upon execution of the contract between the PD and Tyler, the Tyler Account Leadership and Project
Management teams are officially assigned. A professional services manager will call the appropriate PD
contact to introduce the project manager. During the call, they will review the high-level expectations for

the project, team responsibilities and the methodology. They will also establish a calendar for the first
activities.

Internally at Tyler, the designated project manager begins project initiation. The Tyler Operations Team
reviews the final agreement and confirms the general tasks, reguirements and deliverables necessary for
the successful implementation of the project. Each member of the Operations Team reviews their
responsibilities for fulfilling the specific project requirements.

The system assurance technical lead will coordinate and facilitate a conference call with the PD to
address infrastructure planning. The key objective of this conference call is to ensure that the PD
understands what information is needed for the infrastructure planning process to be successful and to
establish an agreed upon timeline for this information.

The project manager then establishes the initial draft of the Project Plan (post contract approval). Review
of this plan will occur during formal project planning meeting(s) with PD and Tyler staff. This meeting will
address the overall implementation strategy, roles, responsibilities and the project methodology that will
be used to support a successful project. A high-level review of project scope, PD workflows, policies and
requirements will be discussed. This interactive exchange lays the foundation to facilitate discussions
related to a proposed timeline, custom requirements and an initial training schedule.

A key PD task is to identify the operational stakeholders from functional areas that are the subject matter
experts (SMEs) and assign them to support the project development and implementation. The SMEs play
a critical role to ensure that the final application configuration meets the needs of the PD and that PD
personnel are prepared to adopt and effectively leverage the new applications.

Within the Project/Phase Planning work package, Tyler and PD staff will initiate the Project Management
Plan, which is used throughout the project to capture information related to communication planning,
roles and responsibilities, risks, decisions, changes, action items, and issues.

At the end of this stage the Stakeholder Meeting is conducted. Communication of the project planning
outcomes to the PD project team, executives and other key stakeholders is vital to project success. The
Stakeholder Meeting is a strategic activity to inform, engage, gain commitment and instill confidence in
the PD team. During the meeting, the goals and objectives of the project will be reviewed along with
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Columbia Police Department, Missouri
Law Enforcement Records and Report Writing

detail on project scope, implementation methodology, roles and responsibilities, project timeline and
schedule, and keys to project success.

The following activities are completed during the Initiate and Plan Stage:

= |nitial contact with the PD

= Assignment of the Tyler teams

= Internal project review

= Project infrastructure set up internally at Tyler
= First iteration of Project Plan

= Formal Plan Meeting scheduled

= |pitial System Assurance/GIS discussions
= Formal project planning meeting(s) held
= Project Management Plan initiated

= Project Plan finalized and approved

= Stakeholder Meeting conducted

Access and Define Stage

The Assess and Define stage will provide an opportunity to gather information related to current PD
business processes. This information will be used to identify and define business processes utilized with
Tyler software. The PD collaborates with Tyler, providing complete and accurate information to Tyler staff
and assisting in analysis and understanding of current workflows and business processes.

Detailed requirement planning and the documentation of the initial application validation set decisions
are also addressed in the Access and Define stage of the project, as are analysis and planning for Data
Conversion, if applicable. Data Conversions are a major effort in any software implementation. The first
step in this process is to perform an assessment of the existing (“legacy”) system(s) to better understand
the source data, risks and options available. Additionally, when applicable, the analysis for custom
interfaces will be completed.

The following activities are completed during the Access and Define Stage:

»  Documentation of future state decisions and configuration options to support future state
decisions
s Modification specification document
= Assess and Define Stage Acceptance Criteria:
= All stage deliverables accepted based on criteria previously defined
= Splution Orientation is delivered
= Conversion data extracts are received by Tyler

Prepare Solution Stage

During the Prepare Solution stage, information gathered during the Initiate and Plan and Assess and
Define stages will be used to install and configure the Tyler software solution. Software configuration will
be validated by the PD against future-state decisions defined in previous stages and processes refined as
needed to ensure that business requirements are met.

The Prepare Solution stage includes the work required to configure and prepare the PD’s solution for live
production use. Tyler's public safety software is a commercial off-the-shelf (COTS) product that can be
made ready to operate “out of the box” without customization. Most activity performed during this phase
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is focused on the setup, configuration and data preparation specific to the PD’s environment and
operational preferences.

The Prepare Solution stage begins with software and database installation. The software and database

will reside in the cloud, and Tyler staff will establish, test and verify network connections. The geo-files
and map data are installed and tested.

Available state-specific data and the application validation set decisions that are documented in the
Access and Define Stage support the initial configuration of the state- and PD-specific layers. Tyler has
developed a number of tools to streamline the implementation process for these database layers, which
also reduce effort on the PD’s end. The reduced time spent configuring the system allows for a more

focused approach on fine-tuning agency-specific workflows and provides for a better utilization of agency
resources.

Tyler also develops and maintains state-specific requirements for IBR and Accidents, which are loaded
prior to arrival of the first training resources on-site. Loading the several hundred validation set entries
required for IBR and Accidents directly from documentation provided by each state increases the
accuracy of this information and reduces the amount of time required for obtaining certification where
required. The final database layer represents configuration changes that are tailored to support the PD’s
specific business practices. Upon completion of this step, the COTS software is ready to use.

If applicable, Conversion Delivery occurs during this stage. The purpose of this task is to transition the
PD’s data from the source (“legacy”) system(s) to the Tyler system(s). The data will need to be mapped
from the legacy system into the new Tyler system format, With guidance from Tyler, the PD will review
specific data elements within the system and identify/report discrepancies. Iteratively, Tyler will
collaborate with the PD to address conversion discrepancies. This process will allow for clean, reconciled
data to transfer from the source system(s) to the Tyler system(s).

Tyler installs the standard interfaces and they are tested. Also, if applicable, custom interface delivery will
occur during this stage. Tyler will canfigure and test internally any custom interfaces included in the
project. The timing of the delivery and installation of customized interfaces corresponds to the decisions
made and documented in the finalized project plan and may be considered for post go-live
implementation.

The following activities are completed during the Prepare Solution Stage:

®  Configuration of the cloud deployment

® Software and database installation

= Geo-file implementation

B System Administrator Training

= Configuration finalization

= |nterface installation/configuration

= Custom component delivery (when applicable)

Production Readiness Stage

Activities in the Production Readiness stage will prepare the PD team for go-live through solution
validation, the development of a detailed go-live plan and end user training. A readiness assessment will
be conducted with the PD to review the status of the project and the organization’s readiness for go-live.
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Once the system is built, Tyler and PD staff will conduct Solution Validation of the installed system.
Solution Validation encompasses a hands-on review of each implemented application from the
user/administrator point of view and every project configuration element as it relates to a particular
workflow process. The PD SMEs and leadership are actively involved in this review. As the software is
highly configurable, any recommended configuration changes are captured during Solution Validation and
the PD SMEs are trained to implement and test the configuration modifications.

The decisions made through this review and the setup tasks performed by the PD SMEs will define the
overall system workflows, feature availability, user experiences and report-generation processes for
ongoing operation after go-live. Tyler will provide System Administrator Training to the SMEs to enable
themn to complete this work.

As part of Go-Live Readiness, Tyler and PD will ensure that all requirements defined in project planning
have been completed and that the Go-Live event can occur as planned. A Go-Live Readiness assessment
will be completed, identifying risks or action items to be addressed, to ensure that the PD has considered
its ability to successfully go live. Issues and concerns will be discussed and mitigation options
documented. Tyler and the PD will jointly agree to move forward with transition to production.
Expectations for final preparation and critical dates for the weeks leading into and during the Go-Live
week will be planned in detail and communicated to project teams.

The final step of this stage is end user training. This is completed for all users as close to the Go-Live date
as possible to maximize knowledge retention from the training.

The following activities are completed during the Production Readiness Stage:

= Solution Validation completed

=  Update Go-Live action plan and checklist
= End user training occurs

= Agreement to Go-Live

Production Stage

Following end user training, the production system will be fully enabled and made ready for daily
operational use as of the scheduled date. Tyler and the PD will follow the comprehensive action plan laid
out during Go-Live Readiness to support Go-Live activities and minimize risk to the project during Go-Live.
Following Go-Live, Tyler will work with the PD to verify that implementation work is concluded, post Go-
Live activities are scheduled and the transition to Client Services is complete for long-term operation and
maintenance of the Tyler software.

During the Production stage, users are instructed to stop using the old system for a short time while the
new system is transitioned into production. Pre-defined operational procedures are followed for any
activity that occurs while the old system is shut off and the new system is not yet operating. The software
is then brought into production, and users are instructed to begin using the new system for normal
activity.

At this point, the final Data Conversion (when applicable) is run to capture each transaction from the old
system. The converted data is loaded into the production system, making historical data available in the
new live environment.
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Tyler team members will be on site during the Go-Live to help reinforce training, answer questions and
provide SME support. They also serve as a communication conduit with Tyler staff standing by at
headquarters if additional support is required.

During Go-Live, the Support team is introduced. Call center and phone support training is provided.

Following Go-Live, post Go-Live support is provided and any post Go-Live tasks are completed, such as
support for the initial submission of state reports using data generated in the new system or
implementation of post Go-Live deliverables.

The following activities are completed during the Production Stage:

= Go-live event

= Data Conversion executed (when applicable)
= Post Go-Live support

= |mplementation of post Go-Live deliverables
= State Reporting submission support

Close Stage

The Close stage signifies full implementation of all products purchased and encompassed in the phase or
project. The PD transitions to the next cycle of their relationship with Tyler (next phase of implementation

or long-term relationship with Tyler Client Services). The Close stage also includes work to complete any
administrative tasks required to close the project.

The following activities are completed during the Close Stage:

= Final review of tasks
= Project Close sign-off
s (Client Services Team engaged to support the PD

Training Services

In order to retain a Client for Life, it is crucial to have a successful, solid long-term training strategy.
Professional training makes up the bulk of the Production Readiness stage of our projects and is one of
the most essential steps for the PD to maximize the benefits of your new computer solution from Tyler.
Because of the different levels of experience and expertise among our clients, each training plan is
tailored to meet your specific requirements.

As a result of our extensive public sector experience, Tyler has developed a variety of comprehensive
training methods that fall into two phases: Phase 1 Training for New Implementations provided by our

application-specific Implementation Consultants and Phase 2 Ongoing Training Opportunities provided by
our Client Success Team.
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Implementation Timeline: Training Services

PHASE 1

New Implementation Training Services

Configuration Team Tralning End User Tralning
+ Configuring the System * End User Application Training
« Application Administrator Tralning = Train the Trainar®

PHASE 2

Client Success Education Services
Tyler U Onslte User Tralnlng

+ Refresher Training » PACE Tralning**
* New Hire Training

* Indicates specific applications only **|ncicates contract specific item

New Implementation Training Services

Training Plan

Prior to any training commencing, Tyler, together with your staff, will develop a comprehensive training
plan as part of our overall implementation plan that will be reviewed and approved by the PD team. The
plan will define a detailed course of action to guide the progress of the project training for the system.
The plan will include course outlines, proposed schedules, location of the training, recommended and
required attendees, hardware requirements, and methodology of instruction.

Training Methodology

As part of our overall training and implementation methodology, we focus on two general types of
training for new clients: training that is geared and completed with the project leads (or “configuration
team”) and training that is targeted for the end users.

Configuration Team Training

=  Configuring the system to specific client needs is completed either before or in tandem with the
Application Administrator Training. Client tasks include configuring system settings, setting up

user security, and—for certain applications—determining report groupings. Tyler works closely to

train our clients on hest practices as they relate to these tailoring tasks. Our highly configurable
solution allows the client to use the system in the way that best fits their procedures. Plans are
also made during this phase to tailor the end user training based on the workflow at each client

location.

= Application Administrator Training is led by Tyler Implementation Consultants working in concert

with PD team members. Each application (Records, etc.) will have a defined configuration team.
The appropriate team members that make up the configuration team will vary from client to

»
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client. Typically, these are individuals who operate in a supervisory capacity, can make decisions
relative to workflow within their department, and will take ownership of the process to help
make the implementation successful. The PD team will utilize the application training provided by
Tyler to complete the next phase of Configuration Team Training, which is system configuration.

End User Training

Through on-site training sessions, we offer end user and train-the-trainer classes. Our trainers are skilled
in the organization and presentation of training materials. Several members of our training staff come
directly from the user environment and have a unique understanding of the training necessary to achieve
the greatest benefits from the application.

The use of one or both options is dependent on agency size and the applications being implemented:

End User Trammg

Records End user trammg is based on specific client workflow for each module of
the proposed software. This training is set up to allow Tyler staff to train
each end user on the application. These classes are completed just prior to
going live with the Tyler solution. All training will be catered to the
knowledge level of the attendees. For example, PC skill training may be
proposed in the beginning. This will be pre-determined through a survey
and articulated in the proposed training plan. Training is optimized with a
class size of no more than 8-10 personnel.

Train-the-Trainer Traini

Mobile and Other Tram—the—Tralner training sessions consist of a Tyler Implementatlon

Applications Consultant providing on-site detailed training to agency representatives.
The train-the-trainer course is designed to take agency-certified (either
locally or by their state) trainers, train them on Tyler's software, and certify
that they have the knowledge base to successfully train the other members
of their agency. This training includes problem-solving techniques to ensure
an effortless transition with minimal interruptions during their training
sessions. Additionally, the students of this course will be provided with
training tips and detailed lesson plans on their specific application(s) so that
they can train their agency members.

Training does not end with going live but may continue as new software is released and/or as clients
experience internal changes. Our client support staff will work around your schedule to ensure ongoing
training for those that require it.

Client Success & Education Services
Tyler University

Tyler recognizes the need our clients have for ongoing training opportunities, whether due to personnel
turnover, a desire for advanced training, or staff promotions that create a need for learning new
applications. The members of our Education Services team provide a variety of offerings via Tyler
University, our continuing education platform. With hundreds of courses to choose from, there is
something for everyone to learn at Tyler U. The benefits to the PD include the following:

< tyler Pose( %
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24/7 access

Ability to revisit important topics

Hundreds of courses covering Tyler products

Learn functionality before, during, and after software implementations
Reduce new employee training costs

Monitor employee progress and transcripts

Expand product knowledge by learning new functions

Microsoft Office training, beginner to advanced

From the convenience of a user’s office or a regional location, participants engage with Tyler’s team of
experts in relevant, hands-on curriculum to learn programs and processes that can be used the same day.
Registrants get live, individualized guidance at the time it is needed, whether they are in the same room
or a virtual environment. Course selections include product-specific, in-depth training focusing on the
Tyler solutions our clients use daily.

On-site Refresher Training

Tyler’s Planned Annual Continuing Education program (PACE) offers options for on-site training for your
staff on new features and functionality, refresher training for Configuration Team members and/or end
users, and Business Process Review activities. If you contract with Tyler for this program, your Tyler Client
Success Account Manager will work with you to schedule your annual PACE event.

.Q.
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2. Support and Release Management

Maintenance and Services Agreement
Client Success Organization

Tyler recognizes how important ongoing success is to our clients; therefore, we employ a team approach.
To ensure success we surround our clients with a diverse team made up of the following components:

3

* Main Point of
Contact for
Software Help

* Supporting Clients

* Surrounding
Clients with
Technical and
Business Oversight

s Customized
Involvement Based
on Needs

* Ensuring Strength
in Software
Knowledge for
Internal Staff &

from Go Live to Clients

Forever

Support Services Team
Account Management
Education Services =t

Client Success is a key component of your proposed public safety software solution. Tyler understands
that in order to retain “Clients for Life” we must do more than keep our software and services up to date
with technology and industry trends and requirements. To keep clients satisfied over the long term, we
must provide the superior ongoing support our clients need to ensure that they get the most value out of
their solutions. After all, in the overall solution lifecycle, your relationship with us will likely be the longest.

Tyler offers our maintenance and support services designed to meet all of your post-implementation
support needs. Tyler does not differentiate services during and after a warranty period. To provide the
highest level of service, our standard for support includes the following:

= Access to our Support Services Team via a toll-free line

= 24/7 online access to software documentation, issue tracking and reporting, educational tools
and training videos and software downloads

" Release upgrades for licensed software for no additional licensing fees as part of Tyler's
Evergreen philosophy

= Access to technical and business account management

= Use of the Idea Community to provide direct input into the future direction of our products

= Opportunities to participate in other active User Communities, including our annual Connect
Cenference, regional User Groups and Advisory Groups

®  Ongoing Tyler communications and information (via email, postings, blogs or webinars)

The Client Success team at Tyler strives to help each of our clients become expert consumers of their
solution. We understand that each client’s solution is tailored to meet their unique requirements. We will
work to build a relationship with each client that includes an understanding of their system and
operations. Not only does this help us provide better support to each client an an individual basis, but it
also helps us assist other clients with similar requirements or issues.
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Support Services Team

Once clients go live, they are able to utilize our Support Services Center. After a thorough and detailed
turnover meeting during go live week, clients gain access to both the online portal and support telephone
numbers for standard and after-hours emergency support. This turnover period is an important step in
establishing a good long-term working relationship and setting appropriate expectations.

Tyler’s hours of operation for standard support are during the local business hours of 8:00 a.m. to 9:00
p.m. across four U.S. time zones (Pacific, Mountain, Central and Eastern), Monday through Friday. The
primary source for help and ongoing support for our public safety solution is managed via a toll-free
hotline that is USA-based at our public safety headquarters in Michigan. All support and development
take place at these headquarters. In addition to the service provided during standard support hours, Tyler
offers Emergency/24x7 support as a standard benefit for CAD software; this premium support option may
be purchased for other applications. This service is intended for emergency use and is designed to get a
client system operational in the event of critical issues that arise outside of standard support availability.
Whether day or night, weekday, weekend or holiday, our clients’ calls for help are answered quickly by
specialists ready to assist.

The strength of Tyler’s support center lies in its superior staff, composed of individuals with solid
technical aptitude, strong customer service skills and a detailed understanding of the application
capabilities. While we do not limit access to our support centerto a particular user, clients generally find
it most efficient to have a few application experts and system administrators maintain the most frequent
contact with us. This leads to an established working relationship and helps eliminate miscommunications
and duplicate calls regarding the same issue.

Support Requests

Clients can request support as needed via any of the following methods:

= Toll-Free Hotline: Best method for urgent issues or complex questions
s Email: For less urgent situations
s On-Line Submission (Portal): For less urgent and functionality-based questions
= Abuilt-in Answer Panel provides users with resolutions to most “how-to” and configuration-
based questions through a simplified search interface with machine learning, potentially
eliminating the need to submit a support case

Case Severity Based Response Times

Each reported incident is assigned a priority level that corresponds to the client’s needs. Tyler and the
client work together to set the priority of the incident to achieve a shared understanding of the
importance of the issue and the expected response and resolution targets in the production
environment. To ensure that reported issues are resolved in a timely manner, Tyler defines its priority
levels as follows:

Severity Characteristics of Issue Response Time* Resolution Target™®

Once the incident has been
confirmed, Tyler shall use
commercially reasonable
efforts to resolve such
support incidents or

[ Within 1 business
hour of receipt of
the incident

Incident that causes (a) complete
application failure or application
unavailability; (b) application failure or
unavailability in one or more of the
client’s remote locations; or (c)

Priority 1:
Critical
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Severity

systemic loss of multiple essential

Characteristics of Issue

system functions.

Response Time*

Resolution Target*

provide a circumvention
procedure within one (1)
business day. For non-
hosted clients, Tyler’s
responsibility for lost or
corrupted data is limited to
assisting the Client in
restoring its last available
database.

Incident that causes (a) repeated,
consistent failure of essential
functionality affecting more than one
user or (b} loss or corruption of data.

Within 4 business
hours of receipt
of the incident

Once the incident has been
confirmed, Tyler shall use
commercially reasonable
efforts to resolve such
support incidents or
provide a circumvention
procedure within ten (10)
business days. For non-
hosted clients, Tyler's
responsibility for loss or
corrupted data is limited to
assisting the Client in
restoring its last available
database.

Priority Level 1 incident with an
existing circumvention procedure, or a
Priority Level 2 incident that affects
only one user or for which there is an
existing circumvention procedure.

Within 1 business
day of receipt of
the incident

Once the incident has been
confirmed, Tyler shall use
commercially reasonable
efforts to resolve such
support incidents without
the need for a
circumvention procedure
with the next published
maintenance update or
service pack, which shall
occur at least quarterly. For
non-hosted clients, Tyler’s
responsibility for lost or
corrupted data is limited to
assisting the Client in
restoring its last available
database.

Incident that causes failure of non-
essential functionality or a cosmetic or
other issue that does not qualify as any
other Priority Level.

Within 2 business
days of receipt of
the incident

Once the incident has been
confirmed, Tyler shall use
commercially reasonable
efforts to resolve such
support incidents, as well

Priority 2:
High
Priority 3:
Medium
Priority 4.
Non-
Critical
o t
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Severity Characteristics of Issue Response Time* Resolution Target*

as cosmetic issues, with a
future version release.

*Response Times and Resolution Targets may differ by product or business need

Case/Issue Tracking

Tyler uses an internal client relationship management tool to manage and track the history of reported
issues. Every support incident is logged into the system and given a unique case number, which both
clients and support personnel can use to track and reference open issues. This system provides our
agents with immediate and up-to-date access to all relevant information about an agency and its system,
including contact information, licensed software modules, current installed release number and all closed
and open cases. It also drives what our clients see and access via the client portal.

During any call, our agent will create a case and attempt to solve the issue. All significant information,
such as the error messages received, steps taken and expected results, will be collected and documented.
Screen shots and log files may also be collected and attached to the case.

Remote Access

Some support calls may require further analysis of the client’s database, processes or setup to diagnose a
problem or to assist with a question. Tyler uses industry-standard remote support tools to quickly
connect to a client system and view the site setup, diagnose problems and/or assist with screen
navigation. This quick and direct view of a reported issue enables our support personnel to quickly assess
the situation and perform work as if they were actually present at the client location, facilitating clear
communication and more timely issue resolution.

Escalation Paths

Our support services teams are armed with multiple escalation paths. Because our entire support
organization and development staff operate out of our public safety division headquarters, we work
seamlessly together to best meet the needs of our clients. While a large percentage of issues are closed
on first contact by our support agents, escalation paths may be utilized if issues persist beyond the issue
owner’s expertise. Priority level 1 and 2 cases that cannot be closed immediately and cases that have
elevated in priority since initiation can be escalated to the appropriate resource, who will collaborate with
the client and Tyler staff to achieve resolution. Clients receive regular updates as triage progresses.

Critical Situation Management

When confronted with a Priority 1 situation, agents focus on the following key objectives:

=  Rapid issue identification and resolution
= Efficient and seamless escalation to Tyler’s internal resources
= Development and communication of action plans for ongoing issues

To attain these objectives, agents will:

= Quickly assess the situation during the call
= Provide immediate notification to peripheral support teams internally at Tyler
= Swarm quickly to recover quickly
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Swarming is a collaborative method that emphasizes real-time handling of issues by a team of experts and
has been shown to deliver faster and more effective response and resolution.

Support Services Response Times

We answer over 99 percent of all calls placed; very seldom do we lose a client call due to a long
hold time.

= 90 percent of calls are answered in less than 2 minutes, with an average answer speed of 45
seconds or less.
= An Interactive Voice Response (IVR) automatic callback feature enables clients to keep their
place in the queue but opt for a call back when the support agent becomes available.
= Quragents close approximately 80 percent of all reported issues during first contact.

Client portal submissions are responded to within two business days; clients are asked to call for
urgent or quickly needed resolution on issues.

Support Services Response Times for 24/7 Emergency After-Hours

All calls are answered immediately by an answering service and transferred to an on-call expert.
In rare situations, if the on-call expert is not immediately reached, you leave a message and we
will respond within 30 minutes at the maximum.

Our on-call experts work quickly to ensure the emergency situation is rectified quickly.

= Any follow up or root cause of emergency issues is handled by our support team the following
business day via a case that gets reported by the on-call expert.

Our 24/7 Online Support Resources

Our client service website at TylerTech.com/Client-Support provides convenient access to valuable
information and services 24 hours a day, 365 days a year. A knowledge-based search engine enables
clients to search multiple sources simultaneously for the answers they need. Clients can also;

= Report a new case or check the status of an existing case

= Upload and download files via Secure File Transfer Protocol (FTP)
= Download new software releases

= Access product documentation and important release notes
= Browse upcoming events and conferences, and exciting product announcements
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TylerTech.com also hosts our new online mass collaboration and crowdsourcing tool called Tyler
Community, where clients can find answers, connect with peers and gain insight via a user-driven support
community. Tyler clients, product users and staff use Tyler Community to:

= Search forums, discussions and wikis to solve problems before submitting a support ticket
s Connect with peers in a collaborative, interactive environment

»  Share best practices and knowledge about products or services

= Capture and reuse collective knowledge

Tyler Community features include:

= Blogs: A place for informative articles written primarily by Tyler staff around topics like industry
news, announcements, tips-and-tricks and best practices.

= Forums: The designated place to start discussions and question-and-answer threads, and the
primary support feature in the Community.

»  Library: Alibrary of downloadable media available to any Community member, including user
guides, videos, images, documents and more.

= Wiki: An interactive research area to create articles around shared knowledge and training
resources. Wikis are often a work-in-progress, edited by the Community.

Tyler Community empaowers our clients to:

= Find answers to questions ... whenever, wherever, 24/7/365

=  Gain knowledge about Tyler and our software products and services

= Search forums, libraries, blogs and wikis to try and solve problems before submitting a support
ticket

= Gain insight on how to improve a husiness process or service to citizens

= Get inputon best practices and lessons learned by discussing business issues with members in
similar roles

= Expand business relationships by developing connections with like-minded professionals

Proactive Support Services

In advance of a known significant event, be it an approaching severe weather system or a large regional
gathering, Tyler’s support services team will proactively reach out to impacted clients to offer a
Significant Event Health Check. The aim of this pre-event health check is to help ensure the best
performance of the Tyler software during the event and reduce the risk of system downtime or other
unplanned issues.

Depending on the complexity and setup of a client’s system, the health check takes approximately an
hour to complete. A Tyler system analyst connects to the client’s Enterprise servers and performs the
following to ensure the best performance and uptime:

= Check system resources for appropriate utilization based on size and anticipated demand:
= Memory (Server, SQL)
= CPU/Processors
= Disk space
= Enterprise SQL databases are reviewed for:
= Fresh indexed (by running a re-index script)
= Statistics are updated (by running an Update Statistics script)
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= Maintenance plans are verified to ensure backups and other maintenance tasks are
completing as expected
" Proper sync of data (a Sync Analysis tool compares the various application databases to
ensure they are in sync and updated)
= Verify that any known issues for the release the client is using have a plan or workaround in place

Upon completion of the health check, Tyler sends a summary report of findings, work completed and
other considerations to both the client and its Tyler account management team for review. This enables
the client to work with its account management team to coordinate event-specific recommendations
with other potentially necessary activities. Benefits of this proactive approach include the following:

= Early identification of problem areas

= Reduced risk of instability during peak usage
= |mproved service to system users

= |mproved service to the community

= Peace of mind

Account Management Team

Tyler employs a team approach to client support that is customized based on our clients’ needs. In
addition to our world class client support center, Tyler surrounds our clients with a team made up of the
following:

= Client Executive: Responsible for developing and maintaining the overall relationship with our
clients to better understand the goals and needs of the client and at the same time assist in
building a roadmap for success.

= (Client Support Account Manager: Responsible for client satisfaction and overall technical health
for Tyler deployed products and services.

s Executive Sponsor: Responsible and accountable for client satisfaction with Tyler.

Education Services

As part of onboarding and ongoing education programs, our entire support team is certified in the Help
Desk Institute (HDI) Customer Service Representative (CSR) program. HDI is a professional association
that was created for the technical support industry. They are a source for professional development, with
solid offerings to promote organization-wide success through exceptional customer service. HDI certifies
thousands of professionals each year, and Tyler is a proud member of this organization.

Tyler University

Tyler University is Tyler’s continuing education platform. With hundreds of courses to choose from, there
is something for everyone to learn at Tyler U!

Why Tyler University?

s 24/7 access

m  Ability to revisit important topics

= Hundreds of courses covering Tyler products

m  Learn functionality before, during and after software implementations
®  Reduced new employee training costs

= Monitor employee progress and transcripts
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= Expand product knowledge by learning new functions
®  Microsoft Office training, beginner to advanced

From the convenience of your office or a regional location, participants engage with Tyler’s team of
experts in relevant, hands-on curriculum to learn programs and processes that can be used the same day.
Registrants get live, individualized guidance at the time it is needed whether they are in the same room or
a virtual environment. Course selections include product-specific, in-depth training focusing on the Tyler
solutions you use daily.

User Communities
Annual Connect Conference

Tyler hosts an annual national conference open to all Tyler clients. On average, there are over 5,000
attendees. The primary focus of the conference is to provide educational opportunities for our clients,
including software training sessions and workshops on recently released and upcoming software features
designed to help users get the most out of the latest enhancements. Another important aspect of the
conference is the unigue opportunity it provides for networking. Clients have the chance to meet
colleagues from across the country and schedule one-on-one meetings with Tyler personnel. Finally, the
conference is yet another opportunity for our clients to provide suggestions for future development
initiatives during the focus groups and roundtable sessions.

Regional User Groups

Many Tyler clients have formed regional user groups throughout the country with the goal of sharing
information about their Tyler solutions, especially related to state or local concerns. The user groups are
governed in partnership with our clients and are typically held at a volunteering client site to keep cost
low. When the user groups plan their meetings, they work together with a Tyler Client Executive and
Client Support Account Manager to determine the agenda that best suits the needs and interests of their
specific group. Tyler provides support such as training sessions, demanstrations of new software or
breakout sessions at the request of the group. Typically, these groups meet once per year in the fall. The
Columbia PD will be part of our KAMOUG group that includes Kansas, Arkansas, Missouri, and Oklahoma.

Post Go-Live Cloud Services

Tyler’s Cloud Services offering covers the infrastructure, operating system, database, and our own
application software as follows:

Infrastructure Monitoring

Monitoring of crucial activities of your systems environment, including the following:

= Disk and memory usage

s Event log review and monitoring

= Domain controller

= Network availability and load

®  All hosted infrastructure within Amazon Web Services (AWS)
= Microsoft Windows updates as required

= Monthly system status report
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System Software Monitoring
Monitoring of crucial software components within your environment, including the following:

= Tyler application availability

= Certificate management

= Monthly system status report

= |nstallation of current Microsoft service packs and updates on enrolled servers
m  Antivirus management, including updates, currency, and emergency response

Database Administration
Monitoring of database availability, capacity, and performance, including the following:

= |ntegrity checks

= Re-index database

= Resource bottlenecks

= Paging

= Monitor and validate maintenance plans

= SQL Server events and transaction log maintenance

Data Backup

= Definition and implementation of on-site backup standard operating procedure
= Backup troubleshooting and issue resolution

= Status reports and local backup monitoring

= High Availability testing (if applicable)

= Annual failover testing (if applicable)

Service Packs and Tyler Application Updates
Tyler will manage application updates for Tyler products, including:

= All Tyler General Availability releases
= Hot fixes, service packs, and one-off fixes as necessary

Release Management

To meet our goal of providing industry leading software, Tyler expends a significant effort in continuously
updating our applicatiens. Driven by input from our clients to ensure that they get the most from our
solutions, our Research and Development investment includes regular and consistent expansion and
enhancement of our existing product line.

Our Release Management process brings together the client suggestions submitted through our support
procedures with the knowledge gained through our Agile Development process to ensure that each new
release of our public safety software delivers the most value possible to our clients. Additionally, new
features and enhancements are included in each new release to meet contractual requirements of new
clients.

Types and Frequency of New Releases

Tyler's Release Management procedures are designed to deliver required enhancements as quickly as
possible to the clients who need them, while providing the flexibility for other clients to apply only the
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upgrades that are important to their specific operations. To do this, we provide two major releases and
one to three service pack releases annually.

Type of Release

Major Release 2 peryear

Frequency.

Content

Cumulative content from
previous Minor Releases,
Service Packs, new
enhancements, and software
suggestions

Distribution

All Clients via
TylerDeploy/IMS
Update Distribution
System

issues

Service Pack 2-6 per year Contracted enhancements, All Clients via
Government-mandated TylerDeploy/IMS
changes*, software suggestions | Update Distribution

System

Patches As needed Corrections to critical software All Clients via

TylerDeploy/IMS
Update Distribution
System

*Mandated changes may also be provided in Warranty Pack releases.

Major releases include software enhancements or customizations contracted by clients, state or federally

mandated changes and the highest ranked client software suggestions from our application Advisory

Groups. The service pack releases are optional so that clients may skip these incremental upgrades if they
have no immediate need for them. Our major release includes all enhancements provided in the previous

service packs, plus additional updates.
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3. Functionality Requirements

Please see attached.
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to RMS data through smartphones, tablets, laptops

Roadside research/investigative tools - mobile access

Established with RMS clients in the State of Missouri

Web based

Ability to update system without having to touch each
piece of hardware

Ability to create forms and templates

X[ x| X

Data conversion of up to 20 years of incidents, arrests,
tickets, master name files, master vehicles, master
location, warrants, property/evidence, and current
RMS attachments and tracking notes(if applicable)

>

Via Tyler Enterprise Public Safety Data Archive

Write scrips or tools to clean datasets from prior
conversion during migration of data - M/O

Via Tyler Enterprise Public Safety Data Archive

Ability to create a secondary archival data house

Via Tyler Enterprise Public Safety Data Archive

Back up/disaster recovery

Ability to automatically account for daylight savings
time

xO|X[X[ X

Ability to Tog on to multiple workstations at the same
time

x

Ability to Tog on to multiple sessions on the same
workstation at the same time

>

Access to help document online with context based
searches

Current barcodes used for property/evidence

Customizable for each user

HKE | X

Provides users with report requiring completion,
assigned for follow up, overdue, submitted, and
rejected/denied

Provides statistical information

requirements including any changes made by State or

recommended corrections/actions

Federal ( e.g. racial profiling, Safe School Act, NIBRS, %
domestic, hate crimes, etc)

Comply with the State submission requirements X
Ability to resubmit corrected case X
Ablity Tor conditional Togic to prevent users to be

prompted to make NIBRS corrections for non- X
reportable incident reports

NIBRS code aftached to the statute in the table, not X
entered by officer

Page by page NIBRS and State error check with X
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Email, text, in system notifications when records are

Ability to log vendor access to system

Allow for department customization of fields and tables

>

rejected X Exception: text
Ability to enter an alert on a name, vehicle, and case
number that sends an email, text notification, or in X
system notification when accessed or changed Exception: text
Citizen portal for submitting reports either within Requires Coplogic/DORS and Tyler's standard Coplogic
software or through 3rd party X interface.
Integrated FTO program/module
MULES interface with ability to add queried data to X
report Requires Tyler's standard NCIC interface.
Axon interface: Tyler provides a hyperlink field from the
Property & Evidence record to the linked Axon record.
A Flock interface: Tyler's standard Flock interface is an Tyler
Enterprise CAD-only interface (not available for Enterprise
Two way Axon and Flock interface Law Enforcement Records).
Tyler has extensive experience creating integrations with its
X Enterprise Public Safety Software. While it is possible to
integrate with many third-party applications, Tyler requires
additional discussion regarding scope and data requirements
Two way Karpel interface before providing pricing for this custom interface.
Two way Livescan interface X Requires Tyler's standard Livescan interface.
Ability to extract SQL data using Power Bl and/or X
SSRS
Audit of all modifications made to a records to include X
the date, time and employee who made the change The Field Level Audit tool also provides |P address.
Ability to set security permissions for who can access X
audit trails
Audit capabilities that allows for auditing of entire X
system by officer and device
Audit log for actions (queries, print, sign-on/sign-off, X
view, unsuccessful sign-on attempts Exception: print and sign-on/sign-off
Vendor access can be logged using the support connectivity
X tool (BeyondTrust). No vendor connection is made without

the agency providing connection.

Ability to add to the NIBRS/UCR table (repealed
statutes, in-house codes, new codes)

Ability to enter/store repealed date and effective date

Ability to hide repealed codes while keeping the code
for historical purposes

Ability to define mandatory fields

Validate data fields that master index data

XX] x x| X
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Validate data correction auto-populates across related

offline

Ability to attach files to records individually or in |

modules X
Identify unverified locations X
Ability to update code tables without taking system X

Ability to configure how batches are organized

Ability to guery on exact match, soundex, partial

permission/roles

information, with a wild card A
Ability to query on date range, location including block x
range, charges
Ability to export queried data into Excel or Google X
Sheets and PDF The system also can provide CSV file exports.
Ability to maintain, save user-created queries X
Ability to assign rights to saved queries to allow other X
users fo access
Ability to create ad-hoc reports X
Ability to query narrative X
Ability to seal/unseal records X
Ability to seal a case without sealing an entire person X
Ability to seal a person without sealing an entire cas X
[Ability o expunge an record, a single charge, and S
group of records
Ability to authorize users to view sealed records X
Ability to assign unique ID's to each user ¥
[EMpIOYee maintenance fle 1o mclude name, agency,
title, assignment, email address, employee number,
POST number, race, sex, DOB, PIN, user ID, X
supervisor, emergency contact, hire date, resignation The system also provides administrative users the ablility to
date add user-defined fields.
Ability to store digital signatures of officers and then

s X
print to reports
Maintain all history for separated employees X
Maintain history for assignment changes X
Ability to frack changes to personnel information in
include date of change, person making the change, X
before/after value, reason for the change
Ability to restrict access to personnel data by security X

Ability to enforce password per CJIS requirements
regardless if active directory is used

X

Ability for personnel module identifiers to be separate X
from the Master Name index I -

Ability to support role-based security

X
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Ability to assign personnel to roles

Ability to assign personnel to multiple roles

Ability to set user rights (read only, modify, delete,
print)

Maintain master indices for master name, vehicle,
property, and location

x| X XX

Ability to assign user rights based on modules/pages

Ability in master indices to add, delete, and modify per
user rights

Ability to automatically query the master indices when
entering information

Allow users to update information in the master indices
(address, phone number, DL#, etc.)

Queried results auto-populate all fields to the report

>

Ability to Tink across master indices (link master name
to master vehicle, link master name to master name as
associates)

>

Ability to run report to identify duplicate master entries

Ability to merge master records together

Ability to authorize users to merge/unmerge records

Ability to to capture industry standard name information

Ability to have unlimited Alias/AKA names

Ability to give a list of soundex names when entering a
name

XX X [X]X[X

Ability to idenfify a juvenile and flag the name
automatically and then calculate when no longer a
juvenile and remove the flag

Keep history on master name changes (DOB, address,

rocessing narratives to include wrap te
paragraph formatting, bullets, numbering, spell check,
grammar check, and unlimited length

Exception: Grammar checking

Each piece of report (arrest, incident, ticket, efc) feeds
off previous entered data - ease of report writing -
associate all reports together

Ability to work on multiple reports at the same time and
toggle between them

Ability to start a report on either a deskiop or a mobile
and complete in the other environmen

Ability to create narrative template language/verbiage
for defined incident reports

Ability to copy and paste narrative

ingle point data entry, once entered, there Is no
requirement for re-entry of data to satisfy the needs of
a different module.sub-system
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Ability to capture information on a repart from a driver's
license reader

Ability to recognize duplicate case numbers and not
allow

Ability to enter data when offline

Ability to auto save reports in progress locally

Ability to auto save reports in progress to network

Ability to complete supplemental report before incident
is submitted

Ability for multiple officers to simultaneously create
supplemental reports for the same incident number

Easily able to identify the author of supplement

Validate the supplement report on NIBRS criteria

Sequential number supplements for each case

Ability to have an unlimited number of offenders on a
single incident report

Ability to write a public and an officer narrative

Ability to create a Daily Bulletin that meets the MO
Sunshine Law

Via Dynamic Reports.

Ability to "lock” report

Collect and tally solvability factors

Visual notification if the case is not to be released

Ability to capture arrest and booking information

M x| x| > IX|X|X]| X | X X|X]|X]| X

Via a user-defined field.

Ability to capture all personal property

Distinguish between adult and juvenile arrests and
have unique reporting fields for juvenile

Ability to update arrest report with “true” name

Ability to capture LiveScan information to include FBI
number, OCN

Ability to have an unlimited number of arrestees under
one incident number

X | X X X XX

Ability o populate a Probable Cause Statement with
State specific language

=

Ability to populate a Warrant Request with State
specific language

Ability to generate electronic citations in the field

x

Identify citations as criminal and non-criminal

Ability to do written warnings and citations

Format identical to Missouri State Citation

Ability to associate a citation to a case number and
CAD event number

Ability to auto-generate/batch input sequence citation
numbers assigned by court

Ability to assign/ view incident reports during the
approval process

X XX XX
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Minimum of 2 level review process

Ability to access reports while still in the review
process

Ability to submit to a group or individual

Ability to query missing/non-submitted reports

Ability o configure reporting system approval process
by type of report(incident, arrest, citation)

Ability To set an alert to make corrections fo rejected
reports

Ability to approve or reject a report

Ability to add and review rejection notes while
reviewing report

Ability to automatically assign/route reports to
appropriate users based on workflow

Ability to track internal and external report routing i

Ability to manually assign or re-assign reports
Ability to support an internal case management I i
messaging system

Ability to alert investigator when an update is made

HKOX|X[ X X

x

x

x

x

Ability for investigations to refer back to original author
Assign specific investigators to certain offenses
Retain cases as open

Ability to assign a single case to multiple investigators
Ability for investigator supervisor to assign priority to
cases

Ability for investigator supervisor to reassign case
Ability to notify of new assigned case

Ability to track case assignment history

K] KO X|X|X] K (x| x

Ability to visually distinguish case status on dashboard
Ability to provide a dashboard to allow investigators to
manage their workload

Ability for a case to automatically enter the
investigator's dashboard upon assignment
Investigator dashboard includes incident number,
crime type, case number, date assigned, status
Ability to provide summary statistics as part of the
dashboard

Ability for investigator to mark an active case on hold
Ability to provide an investigation checklist that notes
activities for investigators to complete

Ability to assign tasks to be completed

Ability for the task assignor to track tasks

Ability for investigator to note when activity is
accomplished with corresponding narrative

Ability for investigator to place an alert on a name,
sending a notification if the name is queried

>

x

x

XX XX X X X
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Ability to generate a single case file of all reports and
associated information in a PDF file forma

Ability to identify a person as a gang member and flag
that individual

x

Ability to document reasoning why an individual was
identified as a gang member

Ability to set security provisions at user level to create,
modify a gang record

Ability to limit access to gang database

Ability to associate a mugshot with an individual

Ability to maintain history of mugshot images

Ability to view mugshots without opening individual
arrest records

Ability to generate reports to automatically generates
and distribute to specific users

XOXPXER] X | X [ X

>

Ability to sort reports by any headings

Ability to provide a data dictionary that is indexed
alphabetically

Ability for authorized users to modify entries in the data
dictionary

Ability at analyze activity by trend analysis, frequency
analysis, spatial analysis, time - analysis, link analysis,
change over time analysis, simple relational analysis,
complex relational analysis, predictive analysis

Exception: Predictive Analysis

Ability to drill-down into analysis reports

Ability to search upon multiple variables at the same
time

Ability fo present statistics in graphical formats
including but limited to pin maps, bar graphs, pe
charts, density maps, line graphs

bility fo export data analysis into standard formats
including but not limited to Excel, PDF, text files,
HTML, XML, shape file

Exception: HTML, XML, shape file

S5,
address range, block range, beat, property, incident
type, offense type, date/time range, victim
characteristics, suspect characteristics, persons, time
period, geographical area, vehicles, combination of all
of these
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Ability To aggregate data contained In records 1o creale
summary report showing data totals, data element
averages, frequency of occurrence, showing
percentages

Ability to map analysis on geofile location information

Ability to plot incident data on a map of service areas

Ability to drill down for incidents details from any
incident plotted on the map

Ability to identify “hot spots” on a map

Ability to display topography information in map
analysis

)X X XX

Ability to drill down on a map location for access to
detailed incident history, premise history

Ability to conduct a radius search on a map

Ability to conduct a polygon search on the map

Ability to perform free-form search on the map

Ability to use different icons to display different data
types

XX X|X[ X

Ability to import shape file from GIS to the map used
for data analysis in the RMS

Ability to analyze linkages among data elements

x

Ability to display and print linkages in either text or
graphic format

Ability to drill down into specific records in relationship
diagrams

Ability to display the nature of the link

Ability to click on a linked element to show links based
on that element

Ability for the system to generate a unique property
number for each item

XX X | X X

Ability for system to associate items related to the
same offense/case with sequential number

Ability fo to automatically query MULES upon enry of
property into RM to search for potential matches

Exception: Automatic query

Ability to designate property/evidence categories
(found property, safekeeping, evidence, etc)

Ability Tor officer to enter crime lab instructions when
building property

Ability to associate a review/retention date with a piece
of inventory

Ability to define storage types, storage location
identifiers

Ability to provide all Property/Evidence functions in a
mobile environment

Ability to perform Property/Evidence functions from
offsite locations
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Ability to import all property information from the
offense reportt into the property record

Ability to capture alt property information before the
offense report is approved

Ability to generale an itemized list/evidence sheet for
items taken into property

Y TOF e COllEctng evidenc CEr 1o geherate a
property tag with the incident number, barcede
number, property item number, property category,
properiy descriptors, collection location, evidence
officers name/fiD, recommend actions

Abiity for property and evidence tech to scan barcode
1o retrieve the property and evidence record

ADITy TOT (e pIoperty and evigeiice ecn 10 add
evidence tech ID, data and time picked up, data and
fime checked into storage location, storage tocation,
additional property descripiors, and notes io the
property record

Abtlity for notes o be viewed and edited based on
security permissions

Ability for tasks to be assigned 1o other system users

The Task assignment feature set is a function of the Case
Management module.

Ability to notify users when a task associated with
property/evidence item has been assigned to them

The Task assignment feature set is a function of the Case
Managemesnt module.

Ability to require users to ackniowiedge receipt of an
assigned task related to property/evidence item

ADHITY 10 Update property/evidence records wner ine
status of the property/evidence is updated elsewhere
in the system {unknown owner identified and entered
on a supplement)

Ability to automatically notify responsible officer for
corrections/evidence not received

Ability to provide a barcode scanning system that wilt
allow properiy to be scanned and barcodes prinied

Ability fo capiure a date and time stamp with any
barcode activity

Abilily to generate a single barcode label for all items
under a properly number

Ability 10 generale & barcode 1apel with properiy item
number, case number, date of creation, officer ID,
property category, property descriptors {make,
model, SN}, property status

Abllity to barcode for evidence entry, transactions,
chain of custody change, inventory, audiis, mass data
updates

>

Ability to track chain of custody data for any piece of
property entered into the system as evidence
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Abflity to capture elecironic signatures in a mebile
environment

Ability to s¢an barcode during check-out and check-in
to update chain of custody

Ability to generate a chain of cusiody reportfor a
property item entered into the system

Ability io GUETy a property item and [deniny its location
from the chain of custody information

Ability to document person conducting an audit

>

Ability to view property fems attached to a single
incident

>

Ability to display person conducting an audit on all
related audit reports

Ability to generate a random list of inveniory based on
user-defined parameters (10 percent, 10 items, efc)

Ability to generate a targeted list of inventory

Ability to document whether items on a random
inventory list are in the proper location

oy X[ X

Ability to randomly select an active case and document
whether the associated items are in the proper location

bas

Ability to select a cold case and document whether the
associated items are in the proper location

Ability to document on a property record that the ltem
was included in an inventory or audit with datefime
stamp of inventory/audit, resuli of inventory/audit

>

Abiiity to generate a list of all property located in a
given area

Ability to scan all items in a given location to check that
ftems on a list of property are in the proper location

Ability o generate a report of missing property items

ADility TO conduct & Tull mveniory of properly by date

eniered, year entered, location, incident number,
property item number, status, disposition, type of
property, personnel identifiers

ility To enter a case number and display a list of
associated property and the location of associated
property

Abiliy to configure properiy/evidence disposition
typesAbility to identify review dates for different types

of property

Abilily to define the role to whom evidence review
dates are assigned

>

Abilfty To creale and require users to complele
activities checklists upan entering/updating an items’
disposition
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Ability to provide a messaging component within the
system so evidence tech can request officer's
permission to dispose property

captured data element fields and a narrative template

NVENTORYECUIEMENTREEET. 0
Ability to capture, maintain and track equipment
assigned to personnel

Ability to capture approving party of disposition X
Ability to maintain property records after disposal X
Ability to alert property and evidence personnel of X
items that require review based on set time parameters
Ability to produce scheduled reports showing property X
|eligible for disposal
Ability to add to a property records the disposal

: : X
method, disposal date, disposal reason
Ability to generate a report of property eligible for X
return to owner
Ability to frack property released o owner {o include
released to, released to contact information, released X
by, date and time of release, electronic signature
Ability to assign batch dispositions of all items by date,
casefincident number, bin location, property item x
number
Ability to assign disposition of all items attached to a X
case at the same time

calr data morm e

system for the number items sent for lab analysis over
a specified period of time, number of chain of custody
transactions by evidence techs, number of guns in X
inventory, number of items destroyed over a specified
period
Ability to create notification letters that include %

Ability to capture history of equipment assigned to an
individual, vehicle, unit

Ability to associate life cycle with equipment

Ability to frack status of equipment (out of repair,
destroyed, etc)

Ability fo electronically request equipment

Ability to flag an asset as sensitive

Ability to attach photos of equipment

Ability to frack inventoried items

bad Pod P

[Ability To dynamically update inventory tofal upon
receipts of new inventory, upon assignment of
inventoried items

Ability to generate an automatic alert to designated
personnel when inventory levels fall below defined
level

Ability to check equipment back into inventory
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Ability to unlink equipment form personnel upon check-

. X
in

Ability of authorized persannel to transfer assignment

of equipment X
Ability to frack equipment refurn date, reason returned,

condition, disposition of equipment, individual assigned X
to

Ability to automatically indicate equipment that has ¥
been returned as unassigned

Ability to track replacement equipment date replace,

reason replaced, condition, disposition of equipment X
Ability to create maintenance schedules for equipment

requiring regular maintenance X
Ability to track warranty periods associated with

eguipment X
Ability to generate reports listing equipment due for

maintenance during a defined time period X
Ability to generate report listing expires equipment

during a defined time period X
Ability to document maintenance for a piece of

equipment X
Ability to create replacement schedules for equipment

requiring replacement after a period of time X
Ability to generate a report listing equipment due for X
replacement during a defined period

Ability to generate alerts to individuals that their X
equipment is due for maintenance or replacement

Ability to manage and track inventory using a barcode

and/or RFID system

Ability to format barcodes

Ability to assign tracking numbers to equipment X
[Ability o generate an inventory report based on

employee, equipment type, unit, asset category, asset ¢
age/date acquired, location, replacement cycle

Ability to generate a report showing asset history X
Ability to generate a report of all equipment assigned X
to an officer and capture their digital signature

Ability to generate a list of equipment by make, model, X

type, serial number
Ability to provide a forms manager wat!in the

implementation

2 h X
application
Ability to create forms/templates during implementation X
and without vendor intervention after implementation
Ability to modify vendor provided forms X
Ability for vendor to develop all specific forms during "
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Ability for vendor to maintain compliance with forms as

dictated by the State X
Ability to support drag and drop when creating new X
forms

Ability for custom forms to include graphics X Agency logos, etc.
Ability for custom forms to capture digital signatures - X
Ability to define form creation workflow and activation X
process

Ability to associate a review date with a form X
Ability to track version history X
Ability for custom forms to include free-form fields,

drop-down menus, incorporation of drop down/code %
tables, print preview

Ability to allow input forms and or reports to be

completed electronically in the system, including but

not limited to incident report, arrest repo, supplemental X
report, citation, warning, racial profiling, field contacts,

probable cause affidavit, missing person, death

investigation, CIT, property chain of custody, property

|log, property release authorization

Ability to create a custom designed form within the -
application

Ability to create a unique workflow associated with the X
submission of a form

Ability to provide notification capabilities when

submitting a completed custom form

Ability to track approval and rejections with custom

form workflows

Ability to save forms to a central library X
Ability for forms to be accessible from relevant module A
Ability for authorized user to deactivate forms X
Ability to maintain history of forms that are no longer %
accessible to users

Ability to create a detention log within an arrest report X
Ability to create a redacted version of an incident X

during an active encounter with citizen

master name indices to include, but not limited to prior X
contact with details
Ability to access and review reports by case number X
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[ADNITY 10 TOOK at masier Marce getans mrougr anotner

master indice. E.g. while looking through a master
name record, finding a vehicle owned by a subject and
to look at what other involvements that vehicle was
associated to and to read those cases without having
to run a separate search

Integration with CAD - Ability to search drivers from
prior vehicle stops, priors on phone numbers, etc.

Vendor applications are compatible or can co-exist, with the
City's technical environment (see Hardware specifications
above)

Requires a custom interface

Vendor proposed system is able to run concurrently with City
standard workstation Windows applications (see Technology
Standards section), subject to processor and memory
limitations.

Proposed system must provide Active Directory and single
sign-on capabilities in all available clients.

The City shall be entitled to any and all upgraded versions of
the proposed system covered in the contract which becomes
available from the Vendor. The Vendor must provide free
and timely upgrades to the software when published.

For as long as the City maintains a current agreement with
Tyler, all application software upgrades and enhancements
are provided at no additional charge. Please refer to the
Release Management information in the attached response.

The system shall provide well defined change management
processes, including pre-defined all inclusive migration
processes for software releases, operating system upgrades,
layered software upgrades, and hardware configuration
changes.

The system shall comply with all current government
standards and web-based transaction encryption standards.
Criminal Justice Information Systems as set by the FBI and

MSHP in particular

Software fixes found at other client implementations shall be
made available to the City at no charge.

Please refer to the Release Management information in the
attached response.

The vendor shall maintain a web or FTP site from which
software fixes can be downloaded and installed by the City
and shall provide detailed instruction on how to install.

With a cloud-hosted solufion, all updates are installed as
part of the services provided by Tyler's Cloud Operations
team. The Tyler team will download the updates from a Tyler
web-based tool called the Installation Management Solution

The software vendor shall provide client support and
maintenance with Service Level Agreements based on case

severities.

Application source code must be placed in escrow.

Tyler's proposal is for a SaaS/Cloud deployment. Source
code escrow is not applicable.

The system shall provide utilities and tools to monitor
resource utilization.

The system must provide the ability to maintain and update
non-production environment(s)
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Development licenses for all system utiliies and tools shall
be provided.

The system must provide the ability to apply software
upgrades to non-production environment(s) before migrating
it 1o a production database environment.

The propesed system functionality should pravide intelligent
suppeort related to drop-down table entries. For example, it
should be possibie tc select items in a list by clicking on the
desired choice or typing as much of the item description as is
needed to uniquely identify it (similar to the Microsoft Quilook
address book). It should be possibie to type an exact value
into a table-validatad field.

The propesed systemn should ensure key data persists as the
user moves from one window (screen) to the next, to
minimize re-entry and mistakes.

The proposed system should provide means to validate
column daia by checking entered values against a list of
valid values maintained in tables by City or service provider
personnei.

The systemn shall support, at & minimum, 32-bit front-end
{client} and 84-bit back-end (server) processing including but
not imited to multiprocessors and multi-threaded processes,

The system shall accommodate background (batch) jobs
concurrently without interrupting normal business operations.

The system shall provide the capability to support
public/private key encryption.

The system shall be compliant with open standards such as
but not limited te, MAPI, SMTP, SNMP, and FTP.

Exception: MAPI

The systemn shali provide the ability to interface with Google
Mail (SMTP) for email purposes.

System(s) must work for one (1} production and two (2) non-
produciion environments.

A second non-production environment is available, but not
proposed.

If the proposed system connects to the Internet, an indusfry
accepted level of encryption must be used for data
transmissions.

The propesed system must permit operating system patching
and updates, and allow for a system restart when a patch or
update requires it

The proposed system must operate and fully support running
in the VMware Virlual Server environment.

The proposed systermn must cooperate satisfactorily with the
City's current antivirus software and permit automatic
antivirus definition updates. The current antivirus software is
Trend Micro Apex One 20189.

The system shall provide the ability o authenticate and
authorize users via aclive directory services.
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The system must provide a single sign-on to enter all
modules for which the user is allowed access.

The proposed system should disable a user accountif &
defined number of unsuccessful login attempis are made
within a defined time period.

The system must provide security control, audit and setup
capabilities for the system adminisirator,

The system administrator must be able o establish new
users, remove users, update users, lock users and to set
security access rights for users that both restrict and allow
access to system capabilities.

The proposed system must not fransmit, display and siore
User ID's or passwords in clear text.

If the system resides in City of Columbia's secure computer
facility and remole access to the system is required, remote
vendor access for support must be accomplished through
secured methods

The system high availability standard must be greater than or
gqual to 92.9% during normatl business hours

Tyler's licensed software provides a high degree of
availability and our {argeted attainment goal is 100%.
However, there are many system components and
operational variables that are beyond our centrol. These
other system compenents and variables may and can impact
this requirement. When using cloud vendors, Tyler is only
able to comimit to the service level agreements {SLA)
availabie from the vendor being ufilized. If the actual
attainment falls below 99.5% then you may be entitled io
credits as indicated in the Client Relief Schedule found in the
Service Level Exhibit in the sample contract,

The proposed systern must maintain data integrity and
prevent data loss or corruption.

vendor shall include in the implementation Plan the ways
and means of how the implementation shall be managed,
fncluding, but not limited to schedule, risk, and qualify.

Tyler will provide a statement of work {(SOW) outlining
project approach, schedule, risk management, roles and
responsibilities, etc. We will work with the City to develop a
project plan for the implementation.

Vendor shall include in the Implementation Plan the
descriptions of the vendor roles and responsibilities during
the solution implementation.

Vendor shall include in the Implementation Plan the
descriptions of the City’s roles and responsibilities during the
solution implementation.

Vendor shal! state in the Implementation Plan assumptions
and expectations for both the vendor and City stakehclders,
in order to reduce any and all ambiguity during the
implementation.

Vendor shall include in the implementation plan conversion
services from the existing city DMS solutions.

Tyler propeses moving the City's legacy data into our archive
solution, built on the Amazen Web Services (AWS)

Government Cloud (GovCloud), to give users easy access to
information without the time and expense of data conversion.

Vendor shall provide appiication availability and technical
support on & 24/7 basis.
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Vendor must provide application support by phone (toll-free)

and e-mail during normal business hours (8:00 AM. - 5:00 X

P.M.CST, M-F).

The proposed system should have capability to provide non-

production environments so City personhéi can test new %

versions of the system without affecting the production

environment.

Vendor training should utilize a methodology for any type of

fraining on the proposed system without affecting production

data. Any actions in the fest environment should not affect X

the availability of the training environment. However, the

training envirenment may share hardware used by the test or

preduction environment.

Vendor shall provide a comprehensive description of the

technical training available to the City for the proposed X Please see the attached Implementation and Training

system. information.

Vendor shali provide a comprehensive description of the

funciionat training available to the City for the proposed X Please see the attached Implementation and Training

system. information.
Tyler Tecnnologies is committed to afigning our products
with accessibility standards. We understand the importance
of delivering products that are useful, usable, and accessible
for people with disabilities, including those who use asslistive
technology to access content.
Tyler tracks its products against the leading industry
standard for digital accessibility, Web Content Accessibility
Guidelines (WCAG). We are aware of legislation at the state
and federal level that is in various stages, which encourages
adoption of WCAG 2.1 Level AA as an accessibility

X requirement. We have cross-functional teams that are

collaborating intemally to support our stakeholders in
appreciating how best to address accessibility of products
that Tyler licenses.
Tyler has adopted WCAG as a technical guide and
established an accessibility team that meets at regular

The cloud vendor shali adhere to WCAG 2.1 Level AA intervals to track progress against those standards. Product

compliance for web hosted solutions and/or Saa$ offerings owners have direct access to the accessibility team for

that are web based in accordance with the Americans with reporting and feedback purposes. [f products do not perform

Disabilities Act and Its implementing regulations and well in accessibility tests, the accessibility team works with

guidance. product owners and the development team on remediation

The solution shall provide the ability to apply sofiware

upgrades to non-production environment{s) before applying A

o a production environment.
The soluticn can he integrated with third party systems via

X interfaces, subject to discussion to determine scope and

The solution shall contain an AP to assist with integrations. cost.

Software shall run with least possible privilege. [t should not %

run as a user that has access outside of ifs need
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The solution shail integrate with the City's Active Directory
(Federated) Services / LDAP for Single sign-on.

If accessed from a browser, the soluiion shall be compatible
with Chrome, FireFox, or Microsoft Edge. Vendor must
provide list of compatible versions and any cther items
related o browser-based solutions.

The browsers noted in the requirement are supported.

The solution shall provide the capability to support
public/private key encryption,

Vendor shall encrypt City data while in storage (at rest), in
transit, on backup media, and provide decryplion means.

All data must remain in the Continrental United States of
America, including replicaiion, backups and off-site stcrage.

Via Amazon Web Services

The solution must be hosted within the Continental United
States of America.

Via Amazon Web Services

All City data stored in the cloud is the preperty of the City.

Data shall remairn accessible, queryable and exportable
during the duration of the agreement.

Vendor shall work with City to provide all data in an
acceptable format upon termination of the agreement. Data
housed by vendor or its hosting provider shall be destroyed
within 30 days and a ceriificate of destruction provided as
verification.

Vendor shall conduct regular security audits of their solution.
The security audits shall include internal and external review
of solution security and the security of all code used by the
vendor. The vendeor shall react promptly to mitigate the
vulnerabilities identified by security audits.

Vendor shall take responsihility for security incident handling
if their solution is compromised.

Vendor shall immediately notify the City of any breaches and
will advise what information has been compromised.

If this information is later found to be inaccurate the cloud
vendor will immediately notify the City with the correct
information.

If investigation, containment, and eradication efforts by the
City incur costs while fault lies with the vendor, the vendor
shall assume the costs.

Tyler Technologies’ handling of incidents conforms to
applicable state and federal law. The standard contract
includes general indemnification language and Tyler
maintains Professional Liability insurance coverage, which
includes Cyber Liability coverage, written on a claims-made
basis, and with a limit of $1,000,000.

Vendor shall provide their incident response plans.
Response plans will include procedures for both security and
disaster incident response.

Further information regarding Tyler's IRP can be found in our
most recent Type 2 Service Organization Controls No. 2
(SOC 2) report found here: hitpsdAvww.tylertech.com/about-
us/security-compliance/soc-compiiance.
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Vendor shall provide direct access to the database for ad-
hoc queries and other support activities.

¢

= L oL e L iAoy
have read-oniy access to. That includes all tables and stored
procedures within the database. The replica will receive its
data via fransactional replication in rea-time. A read-only
S0L user is created for each account requested by the City.
Additionally, the City's public-facing IP addresses are
whitelisted o enable connectivify from your network to the
replicated database. These accounts can be requested for
City end users and third-party vendors, Each account will
have unique credentials to mest CJIS reguirements. Access
is resiricted to only the tables and columns they are
authorized to view. This helps to ensure sensitive data is
protected and access is fightly conirolled.
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Columbia Police Department, Missouri
Law Enforcement Records and Report Writing

4. Cost Proposal

Please see attached.
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Quoted By: lamie Lund

%%’ t Ier Quote Expiration:
piration: 10/20/25
.. ... y

. Quote Name: RMS, Report Writing, EM
technologies

Sales Quotation For: Shipping Address:
Columbia Police Department Columbia Police Department
ACCOUNTS PAYABLE 600 E Walnut St

701 E BROADWAY # 5

Columbia MQ 65201-4461 Columbia MO 65201-4461
Phone: +1 (573) 874-7404

Annual / SaaS

Description Discount Annual
Enterprise Public Safety

EPS Platform - Standard A ' o | © $107,900 S0  $107,900
EPS Platform - Mo $ 3,000 S0 S 3,000

$58640

Enterprise Law Enforcement Records $ 85,200 $ 26,560

Alarms $ 1,893 S 568 $1,325
Bookings $1,893 $ 568 $1,325
Crash $1,893 S 568 $1,325
Equipment and Inventory ' $1,893 S 568 $1,325
Gangs $ 1,893 S 568 $1,325
Narcotics $1,893 S 568 $1,325
Use of Force $1,893 S 568 $1,325
Link Analysis $ 12,600 $ 3,780 58,820
Content Manager Core $17,040 $5,112 $11,928
Livescan Interface $ 6,627 $1,988 $ 4,639

2025-545383-T6B5G2 CONFIDENTIAL Page 1
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Citizen Reporting Interface $ 10,887 S 3,266 $7,621

NCIC Interface $ 29,347 S 8,804 $ 20,543
Report Writing [210 Users] $ 54,600 $ 16,380 $38,220
Law Enforcement Records Management Data Mart / Includes 5-6 users $6,627 $ 1,988 S 4,639
Public Safety Analytics (Performance Dashboard, Citizen Connect, Explorer,

) S 38,800 $ 11,640 $ 27,160

Analytics

$31,477
$ 30,555

$13,490

Enterprise Mobile Server Software $ 44,967
$ 13,095

Enterprise Law Enforcement Field Mobile with Advanced Mapping [194] S 43,650

Data Archive $ 4,000 S0 S 4,000
Enforcement Mobile

Enforcement Mobile Site License $ 63,000 $ 18,900 $ 44,100

nterface: Enterprise Public Safety Records - eCrash S0 SO0

Interface: Enterprise Law Enforcement Records [2] 0] S0 S0
$2,799

Interface: Missouri - ShowMe Court S$ 3,999 $ 1,200

53,999 $ 1,200 $2,799

Task: Cde Enforcement

$ 3,999 $ 1,200 $2,799
Report: MO Annual Traffic Stop (Included) S0 $0 S0
Task: MO Traffic Stop (Included) S0 S0 S0
Interface: MoDOT $ 3,999 $1,200 $2,799
Public Safety Analytics - Enforcement Mobile Crash, Citation, Citizen Connect $ 21,000 $ 6,300 S 14,700
Interface: City Court (Karpel) $ 3,999 $1,200 $2,799
Task: MO Tow S 3,999 $1,200 $2,799
Crash Report Software Site License (Website diagram tool - Not to exceed 150
user licenses) $ 30,000 $9,000 $21,000
TOTAL $ 465,011
Services
2025-545383-T6B5G2 CONFIDENTIAL Page 2
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Description Quantity Unit Price Discount ~ Total
Enterprise Public Safety

Project Management 1 $ 94,400 S0 S 94,400
Systems Assurance — Standard 1 $13,050 SO $ 13,050
Mobility Implementation 1 $ 4,000 S0 S 4,000
GIS Implementation - Standard 1 S 27,260 S0 $ 27,260
Decision Support Software Service I $ 10,150 SO $10,150
NCIC Installation 1 $ 21,025 SO $21,025
Law Enforcement Records Configuration (up to 5 agencies) 1 $ 20,880 SO $20,880
Law Enforcement Records Training 1 $ 17,400 S0 $ 17,400
Law Enforcement Records Go-Live Support 1 $ 13,050 S0 $ 13,050
IBR Submission 1 $7,250 S0 $ 7,250
Livescan Interface Installation 1 $ 4,640 S0 S 4,640
Citizen Reporting Interface Installation 1 $2,320 SO $2,320
Report Writing Implementation Fee 1 $ 20,000 S0 $ 20,000
Law Enforcement Mobile Messaging Configuration 1 S 4,350 S0 $ 4,350
Law Enforcement Mobile Messaging Training (includes 10 trainers ea.) 1 $ 4,350 SO $ 4,350
Law Enforcement Mobile Messaging Go-Live 1 S 8,700 S0 $ 8,700
Call For Service Import to RMS -Central Square One Solution CAD 1 S 17,600 S0 $ 17,600
Public Safety Analytics Installation & Remote Training 1 S 4,500 S0 S 4,500
Enterprise Law Enforcement Additional Modules $13,280
Data Archive Conversions $ 55,100
Set Up & Configuration (Karpel Interface) 1 $ 2,500 50 $2,500
Set Up & Configuration (MO Tow Task) 1 S 2,500 SO $2,500
Set Up & Configuration (MO ShowMe Court) 1 S 2,500 S0 $2,500
Set Up & Configuration (Analytics) 1 $4,500 S0 $ 4,500
Project Management 1 $ 7,000 S0 $ 7,000
Set Up & Configuration 1 $ 19,500 S0 $ 19,500
Set Up & Configuration - Enterprise Public Safety Interface 1 S0 S0 S0
Set Up & Configuration - Crash Report 1 $ 5,500 S0 $ 5,500
Set-Up & Configuration - Device Optimization, Hardware (per device/printer) 150 S50 S0 $ 7,500
Training 1 $ 5,000 S0 $ 5,000
Training: Standard Crash Training Package 1 S 2,000 SO S 2,000
Set Up & Configuration (MoDOT Interface) 1 $ 2,500 SO S 2,500
2025-545383-T6B5G2 CONFIDENTIAL Page 3

Page 136 of 228



Set-Up & Configuration - OS platform - i0S i S 2,500 S0 $ 2,500
Set-Up & Configuration - OS platform - Android 1 $2,500 S0 $ 2,500
Set-Up & Configuration - OS platform - Windows OS 1 SO S0 SO
Set Up & Configuration (Code Task) 1 $ 2,500 SO $ 2,500
Set Up & Configuration (MO Traffic Stop Task) i SO SO S0
Set Up & Configuration (MO Annual Traffic Stop Report) 1 SO SO SO
Set Up & Configuration (Central Square Device Level Interface) 1 $ 2,500 SO $2,500

TOTAL $ 434,305

Third-Party Hardware, Software and Services
Description Quantity Unit Price Discount Total Annual

Enterprise Public Safety

Embedded Third Party Software S 44,250 $ 44,250
i :

Redundant VPN Appliance Bundle 2 $ 6,000 $0  $12,000 " s0
TOTAL $ 56,250 $9,293
Summary One Time Fees Recurring Fees
Total Tyler Software S0 S0
Total Annual S0 $ 465,011
Total Tyler Services S 434,305 SO0
Total Third-Party Hardware, Software, Services $ 56,250 $9,293
Estimated Travel $ 61,360 S0
2025-545383-T6B5G2 CONFIDENTIAL Page 4
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Summary Total $ 551,915 $ 474,304

Detailed Breakdown of Conversions (Included in Summary Total)

Description Quantity Unit Price Discount
Enterprise Public Safety

Data Archive Sigle Source: RMS {up to 1 mules; incluective _
Warrants and On-Hand Property imports into Enterprise LERMS) 1 S 55,100 SO $ 55,100

TOTAL $55,100

Assumptions
Unless a Workstation License is included, Enterprise Public Safety Law Enforcement Records includes 36 licenses.

For additional information, please visit https://empower.tylertech.com/enterprise-public-safety-specifications.html
Additional Report Writing users beyond the number set forth in the Investment Summary will be invoiced at Tyler’s then-current per-user rate.

Enforcement Mobile:

Site License for Crash (Includes website diagram tool - not to exceed 150 user licenses)

2025-545383-T6B5G2 CONFIDENTIAL Page 5
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.mdty of Information Technology
° Standard Operating Procedure
COIumbla SW CS-SCRM Questionnaire

Information Technology

Status: Approved

|IT-ADM-010 ;‘ AT

Software Supplier Cybersecurity Supply Chain Risk
Management Questionnaire

K:\_RECORDS\GS 047 Policy and Procedure Files (varies)\Procedures (until
superseded)\SOP — Administration\redlines\IT-ADM-010

K:\_RECORDS\GS 047 Policy and Procedure Files (varies)\Procedures (until

s

S e i superseded)\SOP - Administration
Bill Isbister | 83012021  |Supersedes: 1.1
Mark Neckerman \pprovalDate: | 2/11/2022  |Eff o 2/11/2022
Marcus Perkins ReviewDate: | | 2/4/2022  |Version: 1.2

The responses to this questionnaire should be included in the cybersecurity risk assessment conducted by

Purpose Information Technology SME's when evaluating software purchases for ICT.

The contents of this SOP should be attached to any RFP submitted by the City of Columbia, MO for the
procurement of ICT software,

Scope In the absence of an RFP, this SOP should be submitted by the Information Owner or Information System Owner
to potential vendors for procurement of software supporting City ICT or for contracted IT services provided by the
City to its residents or employees.

IT SME(s) - Evaluate responses ta this questionnaire to assess cybersecurity risk for the procurement of software
from responding vendors/suppliers. Recommend updates to this questionnaire.

IT Director — Approves updates and revisions to the questions in this SOP as necessary.

Responsibilities IT Managers/Supervisors — Request the vendors/suppliers complete the questionnaire prior to purchasing ICT
Purchasing — Attached the questions in this SOP as an attachment to any RFP released for public bidding.
Information System Owner or Information Owners — may submit this questionnaire to potential
vendors/suppliers that may provide ICT hardware to the City.

Training Protocol Training should occur as necessary
Review and Test The questions in this SOP should be reviewed as necessary based on the cybersecurity threat landscape.
Requirements None

BES — Bulk Electric System
CEI|l - Critical Energy/Electric Infrastructure Information
ICT — Information and Communications Technology
Information System Owner** — City of Columbia IT Managers own the Cyber Assets that may contain BCSI\CEII
media or be used in or to support CWLD Medium Impact BES Cyber Systems.
Definitions Information Owner** — CWLD owns BCSI\CEII stored on media contained in Cyber Assets associated with CLWD
**NIST 800-88 defined term Medium Impact assets and Medium Impact BES Cyber Systems.
ICT — Information and Communications Technology
IT - Information Technology
RFP — Request for Proposal
SME — Subject Matter Experts
SOP - Standard Operating Procedure

This questionnaire was developed by City staff using the following references:
CISA — ICT Supply Chain Risk Management Toolkit

NATF — Supply Chain Security Criteria

NATF — Energy Sector Supply Chain Risk Questionnaire

External References

Associated Artifacts None

Associated Documents  |None

Highlighted — Areas to be updated by purchasing when creating an RFP

Typ‘ographical Convention Highlighted — Areas to be updated by requester.
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Questionnaire

Method of Performance
Offeror must respond to the following requests.

1.

In order for the City of Columbia, MO to identify and assess cybersecurity risk from each Offeror's
products and services, the City is requiring Offerror's completion of the “Cybersecurity - Supply
Chain Risk Management Questionnaire” provided in Attachment ##.

Offeror shall state their compliance with Executive Order 13873 of May 15, 2019 Securing the
Information and Communications Technology and Services Supply Chain.
https://www.federalregister.gov/documents/2019/05/17/2019-10538/securing-the-information-and-
communications-technology-and-services-supply-chain

To the extent offeror is a channel partner of products for a separate manufacturer or developer,
offeror must supply the documentation requested in Attachment ## to the extent that documentation
is available.

Instructions Requester

Requester should provide respondent with the following information for questions, support, or additional
information related to the questionnaire.

Requester Name:
Requester Title:
Requester email:

Requester phone number:  (573) _

Instructions Respondent

L]

IT-ANK-N1N

A supplier is a business or person that provides software to the City.

A vendor is a business or person that sells software on behalf of another business or person that
provides software to the City.

Please provide a response to each question ‘Yes', ‘No’, or ‘Unknown’ as relevant to the offering.

If the question does not apply to your organization, please answer ‘N/A" and provide a supporting
statement of applicability if not relevant to the offering in consideration.

Please attach supporting documents to the completed questionnaire. You may provide links when
submitting if documentation is available online and accessible.

City is this document refers to the City of Columbia, MO

Information and Communications Technology (ICT) in this document refers to all devices, networking
components, applications and systems that combined form a discrete set of information resources

organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of
information.

The City may request additional supporting documentation, at its discretion, after receipt of this
guestionnaire.

Responded should answer all questions until they reach the end of the questioner as designated by the
End of Questionnaire heading.

Industry terminology used is this questionnaire:

o BES — Bulk Electric System
CEll — Critical Energy/Electric Infrastructure Information
o ICT —Information and Communications Technology
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Attachment

Attachment ## — Cybersecurity — Software Supply Chain
Risk
Management Questionnaire

General Information (Gl)
This section is used to gather information about the business the City will be purchasing software from.
1. Are you a supplier or vendor? (Will you be providing software to the City “supplier” or selling
software to the City on behalf of another business “vendor”?)

Tyler is a supplier.

2. Your Organization Name:

Tyler Technologies, Inc.

3. Your Organization Website URL(s):

www.tylertech.com

4. Do you have a third-party certification or outside attestation relevant to cybersecurity supply

chain risk management? (ISO 9001, ISO 27001, SOC2, SOCS3, etc.) Please provide a copy of
the certification or attestation.
Tyler maintains formal security policies and procedures that comply with applicable statutory and
industry practice requirements/standards, which include an Incident Response procedure. We maintain
records demonstrating our compliance with the foregoing but do not allow client audits of the same.
Tyler follows security best practices dictated and defined by the following three assurance audits:
Sarbanes-Oxley Act Section 404 (SOX-404) Financial and IT General Controls, Payment Card Industry
(PCl) Security Council Payment Application Data Security Standard (PA-DSS)/PCI Data Security Standard
(PCI-DSS), and the American Institute of Certified Public Accountants (AICPA) Statement on Standards
for Attestation Engagements no. 18 (SSAE-18) Service Organization Control (SOC) 1 and SOC 2 Assurance
Audits. Our Security Policy is based on the full National Institute of Standards and Technology (NIST)
Cybersecurity Framework and is reviewed during each audit. Following execution of a non-disclosure
agreement (NDA), we will provide the Hosting Operations SOC 1 and SOC 2 Reports that will
demonstrate compliance. Additional information concerning Tyler's commitment to providing online
security and maintaining compliance with industry and regulatory standards can be found at
https://www.tylertech.com/about-us/compliance.

5. Point of Contact Name:

Jamie Lund

6. Point of Contact Title:

Senior Account Executive

7. Point of Contact Email:

Jamie.Lund@tylertech.com

8. Point of Contact Phone Number:

Page 142 of 228
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(303) 979-7974

9. \"our IRS Employer Identification Number:
75-2309320

' 10. Your Annual Gross Revenue:
$2.14B (2024)

11. Number of Employees you have:
7,400+

12. Your Corporate Headquarters Location (Street, City, State, and Zip Code):
5101 Tennyson Parkway

Plano, Texas 75024

13. Additional Countries you have a presence in:
Canada, India, Philippines

14. Number of contractors you employ in countries other than the United States (indicate if none)
None

15. Your Subsidiaries

Please refer to the subsidiaries list on the following pages.
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SUBSIDIARIES OF TYLER TECHNOLOGIES, INC.

As of March 1,2025

gies and, if indented, subsidiaries of the company under which they are listed.

1€ Inc.

National Online Registries, LLC

M

Nebraska Interactive, LLC

New Mexico Interactive, LLC

Construction Regisiry Services,

ies of Tyler Tech

Organized Under the Laws of:

Missisippi
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Virginia Interactive, LLC

Virginia

North Carolina

Washinglon

Kansas

‘The names of vertain subsidiatics arc omittod, as such subsidiaries in the aggregate would not constinde a significant subsidiary.
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16. Your Parent(s)} Organization:

None

17. Your Parent(s) Subsidiaries and Divisions

None

18. Have you previously provided supply chain risk management information to the City?
No

General Information Suppliers (Gl)
This section is used to gather information about the business that you may be selling software on
behalf of to the City. The City authorizes vendors to share this section with suppliers fo collect
information. Please mark each questions as N/A if you are not selfing software on behalf of another
business.

1. Supplier Name: N/A

2. Supplier Website URL(s): N/A

3. Does the suppler have a third-party certification or outside attestation relevantto cybersecurily
supply chain risk management? (1ISO €001, ISO 27001, SOCZ, SOC3, efc.) Please provide a
copy of the certification or attestation. N/A

4. Point of Contact Name: N/A

5. Point of Contact Title: N/A

6. Point of Contact Email: N/A

7. Point of Contact Phone Number: N/A

8. IRS Employer ldentification Number: N/A

9. Annual Gross Revenue: N/A

10. Number of Employees: N/A

11. Supplier Corporate Headquarters Location (Street, City, State, and Zip Code): N/A
12. Additional Countries with Supplier Presence: N/A

13. Number of contractors the organization employs in countries other than the United States
{(indicate if none): N/A

14, Supplier Subsidiaries: N/A

Page 146 of 228
IT-AMM-N10 Pane 4 nf 22



15. Supplier Parent(s): N/A
16. Supplier Parent(s) Subsidiaries and Divisions: N/A

17. Have you previously provided supply chain risk management information to the City of
Columbia, MO? N/A

Company Overview (CO)
This section is used to gather information about your company and their footprint in the secfor.

1. Do you have a process in place to notify customers of any mergers and acquisitions as soon as
legally permissible?

Tyler is an extremely experienced acquirer, having completed over 40 acquisitions over the past 20
years. As a publicly traded company, Tyler notifies relevant authorities about acquisitions once it is
legally permissible te do so and in accardance with applicable laws. Tyler often publishes & press
release after announcing an acquisition. Those press releases can be found here:
https://investors.tylertech.com/news/default.aspx.

2. Describe your organization’s business background and ownership structure, including all
parent and subsidiary relationships.

Tyler is a publicly-tradec corporation. Founded in 1966, Tyler has been focused on serving the

needs of the public sector since 1997. Tyler is not a parent; please refer to the list of subsidiaries
provided eartlier in this document.

3. Describe any other subsidiaries or divisions of identified parent organizations.
Not applicable

4. Describe how long your organization has conducted business in this product area.

Tyler has provided public safety software solutions since 1984,

5. Provide any countries other than the United States in which you operate (has an office, sells

product, or conducts any business) (indicate if none} and describe activities conducted in
each.

Tyler has sales offices in Canada, India, and the Philippines, However, all of Tyler's development is done in
the United States. Tyler hosts our public safety applications in the AWS GovCloud and both AWS GovCloud

regions are operated on U.S. soil, are managed by AWS employees who are U.S. citizens, and data will not
leave the United States.

6. Provide any countries other than the United States in which your product (i.e., hardware,

software, firmware, or components) is manufactured or developed (indicate if none) and
describe aclivities conducted in each.

N/A — Tyler's software is developed in the United States.

7. Provide any countries other than the United States in which your product (i.e., hardware,

software, firmware, or components) is assembled (indicate if none) and describe activities
conducted in sach.
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N/A

8. Do you have existing state or local government customers?

Yas, All of Tyler's clients are in the public sector.

9. Have you had a breach affecting your customers in the last 5 years? Please provide
information about response, including initiation of your incident response plan.

Tyler regularly monitors the networks, systems, environments and applications within its control. As
part of that monitoring, if and when Tyler identifies a potential security incident, Tyier follows
established policies and procedures to contain, respond to and mitigate such incidents. Tyler’s
standard practice is to treat the details of any such incident as confidential, given that releasing
those details to the public itself creates a security risk, and/or because those details may inclucde a
client's confidential information. In response to this question, however, we are providing a
summary of incidents that resulted in us providing notification letters consistent with applicable
state law,

In the past five years, Tyler has provided notification letters consistent with applicable state law
primarily in the context of inadvertent disclosures by Tyler, Those inadvertent disclosures included
zn instance during which a Tyler employee accidentally emailed a file containing personally
identifiable information (P11}, albeit to a verified recipient with a relationship to Tyler; an instance
during which usernames and passwords for the tylertech.com website were inadvertently made
searchable on the tylertech.com website during a website upgrade; and an instance during which
release notes were made available with a screenshot that inadvertently reflected a limited set of
PIl. in each of those instances, the inadvertent disclosure was immediately identified and recalled,
and instructions were provided to the recipients about deletion. Tyler also investigated for any
evidence of compromise or exploit of the inadvertently disclosed information, and in each case
found none. Regardless, out of an abundance of caution, Tyler did provide the notification letters
described above. Tyler zlso reissued internal training and refated reminders to Tyler employees
regarding the appropriate treatment of Tyler confidential information. In addition, there were two
instances where a Tyler employee did not follow Tyler policies and procedures regarding internai
support protocols that resulted in the potential for inadvertent disclosure of canfidential
information. In both of those instances, the incidents were again immediately contained and
remediated, and Tyler again discovered no evidence of a compromise indicating a risk of harm to
the potentially impacted individuals. Tyler took appropriate action with relevant Tyler employees
and issued notification letters out of an abundance of caution.

For completeness, we are also confirming that Tyler experienced a security incident that received
media attention and that was adcressed on our corporate website and in communications with our
client community. We discovered that incident on September 23, 2020, and subsequently
confirmed that it involved ransomware. We immediately launched a multi-layered investigation in
cooperation with third-party experts and law enforcement. We determined that the incident was
directed at our internal corporate network, and not our separate and segregated hosting
environments or our Microsoft 0365 environment. Additional details are available at
https://www.tylertech.com/security-incident.

10. Do you have dedicated teams for different development and customer assistance
functions (e.g., customer support, implementation, product management, etc.)?

Yes. The Public Safety Division {over 600 employees) has teams for development, support, and
implementation. A breakdown of the implementation team is shown on the organization chart
below:
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= Maintains resource scheduling

= Attends periodic project status meetings with Client

= Reviews project status with Tyler Project Manager to ensure
successful Implementation

Professional Services
Manager

Coordinates availability of Tyler resources

Tyler resource management

First point of contact for contract issues

Issue resolutions (first stop — joint with the Client)
Tyler senior management communications
Change order process (joint with the Client)
Project Status reports

Overall project coordination

Review Master File Bulld

Tyler Project Manager

" 8 8 3 B B o8 o8 W

Training Team Conversion Team Interface Team Systems Go-Live Team

Assurance Team

= Curriculum = Data mapping = Deliver interfaces = DBMS setup = Golive
development = Specification = Waork with third = Hardware and = Stabilization
= Deliver training development parties operating system = Operational
= Competency = Programming = Testinterfaces implementation turnover
evaluation = Testing = Train System = Network
= Enduser = Data load Administrator on management
dacumentation interfaces = Testing (technical)
= Operational
documentation
= Performance
management
= Change
management
(technical)
= Implementation
setup and
assurance

General Information Services (Gl)

This section is used to gather information about the software that City will be procuring.
1. Product Name:

Enterprise Public Safety — Law Enforcement Records Management, Report Writing, Public Safety Analytics,
Enforcement Mobile applications.

2. Product Description:
Enterprise Law Enforcement Records

Tyler’s Law Enforcement Records gives law enforcement agencies of every size and level of
complexity cutting-edge functionality as well as the efficiency, reliability, flexibility, and ease of use
needed to help first responders, supervisors and command staff work proactively and make better
decisions. The application combines one of the most comprehensive databases in the industry with a
nimble search engine similar to that used by Facebook, Amazon, and eBay. Departments can capture,
process, analyze and act on information about cases, incidents, persons, buildings and businesses,
vehicles, property, citations, crash reports, and more, using agency-defined data fields that allow
individual departments to track and follow-up on the issues most important to them. Built with a
scalable architecture to manage the needs of small, individual departments right up through larger,
more complex agencies and multi-jurisdictional consortiums, the application supports future
expansion and provides robust security and authentication tools to ensure the integrity of each
agency's information. Best of all, Law Enforcement Records is integrated with the rest of Tyler’s
public safety software suite, so information entered once into any module is shared throughout the
system and immediately available to all users with proper permissions.
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Enterprise Report Writing

Report Writing is a cloud-native application that is used to view, create, edit, and submit reports
while working in the field. By using cloud technology, this application provides the user with the
ability to work from anywhere, using phones, tablets, laptops, desktops, etc. — both online and
offline. Report Writing offers the following agency report types: Arrest Reports, Case Reports, Field
Interviews, and Incident Reports.

Public Safety Analytics

Tyler's Public Safety Analytics is a map-centric tool that provides a comprehensive picture of crime,
accidents, tickets, law enforcement and fire incidents and CFS by displaying data in an easy-to-use
interface for quick trend analysis. Used by public safety personnel from patrol officers to crime
analysts to command staff, Public Safety Analytics pulls data quickly and efficiently to create a variety
of maps that can be broken down by beats, neighborhoods, school zones, districts, quadrants or
regions. Automatic data breakdowns highlight information by time of day, day of week, date,
category, offense, narrative and numerous other filters to indicate where incidents and trends are
occurring. Interactive comparative statistics include geo-analytics and percent-change capabilities,
comparing available data to prior weeks, months or even years. Users can also create detailed and
specific geo-tactics in any shape or size for automatic and instantaneous analysis of specific crime
types and timing within that area, allowing for up-to-the-minute review of mission-critical activities
and better tactical decision-making.

Enforcement Mobile

In the world of electronic ticketing, accurate data collection and processing allow officers and court
personnel to enforce the law safely, efficiently, and effectively. To do this, law enforcement officers
and court personnel need a robust solution capable of capturing data for issuing and processing
citations, crash reports, and more — and that is what Tyler’s Enforcement Mobile Solution does.

Tyler's Enforcement Mobile provides a device-independent solution that can be used on handheld,
laptop, tablet, and cellular device with a Windows, Android, or iOS operating system. Itis an end to
end, complete solution that covers the full gamut—from data capture to processing to transmittal
straight into most systems. Enforcement Mobile works for most public safety mobile applications
including eCitation, Parking, Crash, Code Enforcement, and much more.

Cybersecurity Program Management (CSPM)
This section is used to gather information on how the City can verify the authenticity and integrity of
software, firmware, and patches for ICT purchased from you.

i,

What mechanisms are provided for verifying the identity of the software source all
software and patches that are intended for use by the City to ensure that the software
being installed is from a legitimate source?

The source of the software and patches will come from Tyler’s Installation Management Solution
(IMS). IMS is a cloud-based software distribution system that will assist with the download,
implementation and updating process of the Enterprise Public Safety software environment. The
mobility devices running an i0S or Android operating system will download the applications and
updates via the Apple app store or Google Play store.

What mechanism(s) and provided for verifying software release integrity of the software and

patches, before they are installed to verify that it has not been modified from its original

obtained source?

Tyler spends 15 to 20 percent of revenue annually on product research and development to keep our
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software releases on pace with evolving public safety requirements, industry trends and emerging
technologies. We follow the Microsoft Solution Framework {VSF)-Agile approach to development, utilizing
Microsoft Team Foundation Server for Team and Product Management and Microsoft Team Suite for our
developers. We work closely with clients and our 100-plus rotating advisory group members across the
county to build preducts that deliver immed!ate value to users.

Qur team culture is founded on the premise that client support is our number-one priority; new features
are ceveloped only if they add to the quality of the software we deliver. Beginning early in the development
process and continuing throughout the development cycle, our dedicated team of more than 20 quality
engineers rigorously tests the end-to-end workflow and alerts stakeholders as scon as an issue is

discovered. These test plans and automation procedures run 24 hours a day, 7 days a week, and include the
following:

e Automated Unit Testing: Tests all code changes made in Tyler products utilizing code libraries such
as xUnit

s Feature Testing: Collaborative testing between developer and software tester around a specific
feature

e [ntegration Testing: Tests code-level integration across product components and APIs

¢ Regression Testing: Tests areas of the product that were not directly changed to verify that changes
in one part of the software did not affect another part of the software

o Acceptance Testing: Verifies that software meets initial story requirements

e |nstallation Testing: Tests the installation program and validates the installation instructions with
multiple installation paths and configurations

e Automated User Interface (Ul) Testing: Identifies defects using test tools
e Performance/Stress Testing: Runs and measures application performance using AppDynamics

e Sprint Testing: Tests the planned development backlog; takes place after the development cycle is
completed

By honing our focus on pre-release testing, Tyler continuously improves the quality of the software we
deliver to our clients.

3. lIs there a documented program for secure product design and development, including
applying security controls and secure coding techniques, within the software
development life cycle and software maintenance lifecycle?

Tyler development teams follow design and coding guidelines that are continually updated based on
amerging security threats, and rigorous internal review processes identify and correct any critical security
violations before code is committed. All back-end services are tested for comoliance with Open Web
Application Secusity Project (OWASP) standards and are black box penetration tested by Tyler's Corporate
Security Red Team. Tyler’s application security team is dedicated to reviewing and enhancing the security
posture of Tyler's products. Enterprise-level dynamic and static security scanning tools are used as part of
our software development lifecycle.

Once programming has been completed in the development environment, qua"lity assurance testing is
performed in a test environment by an employee independent of development to help verify changes are
ready to be migrated to client environments. Further information can be found in our most recent Type 2
Service Organization Controls Na. 2 (SOC 2) report.

4. What Framework(s) and/or model{s) is the software development program aligned to?
We adopt a security-by-design approach to ensure robust protection throughout our development and
deployment processes. Initially, threat modeling tools are utilized to understand and mitigate risks
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associazed with our code and infrastructure. For code management, we conduct scanning analysis on every
code line required for a merge, focusing on medium, high, and critical risk levels. Dynamig scanning and
penetration testing are carried out on web-based applications, ensuring that medium, high, and critical risk
issues are addressed hefore deployment to production. Change control boards oversee Infrastructure as
Code (IaC) changes, and we use tools that scan 1aC configurations to suggest best practices for security and
operations. In producticn, we implement a Web Application Firewall (WAF) for ail edge ingress points,
CrowdStrike for anomaly detection, and AWS Shield for DDeS protection.

Waorkforce Management (WFM)
This section is used to gather information about how your organization manages its employees.
1. Do you have a process for onboarding personnel?

Yes, Tyler employees all go through an onboarding process.

2. Do you perform background screenings or multi-state background checks on all personnel,
including employees, contractors, and subcontractars, prior to their first day of work? What is
the length of time covered in the background check?

Tyler conducts routine background checks as part of pre-employment screening, The background check
covers seven years or longer.

3. Do you perform recurring background checks for personnel on a periodic basis after the
initial hire date? What is the frequency of recurring background checks?

Tyler repeats criminal background checks on employees and contractors with access to Tyler or client
systems when required for CJIS compliance or upon reasonable suspicion that criminal activity has
occurred. Tyler's policies mandate employees to self-report criminal conduct, and failure to do so results in
discipline up to and including termination.

4. Do you have a training and awareness program for your application developers to ensure
they are aware of current secure coding techniques and security risks in application
development? What is the frequency of the training
On a guarterly basis Tyter hosts a three-day conference called Tyler Mesh. This conference is
geared towards Tyler’s internal development and support communities, about 1,600 employees.
This company-wide conference is geared toward exchanging ideas and foster conversations around
a wide array of disciplines that include product ownership and management, software
development, security, support, quality assurance, release management, professional
development, and development operations.

5. Do you have a process by which you determine whether any employee, contractor, or
subcontractor appears on any list of prohibited persons maintained by any government
authority ("Prohibited Lists"), including but not limited to the list of "Specially Designated
Nationals and Other Blocked Persons" maintained by the United States Department of
Treasury, and the "Denied Persons List" maintained by the Bureau of Industry & Security?

This type of alert would be triggered by state or agency processing of our staff's fingerprint cards during
yearly audit cycles.

Configuration and Change Management (CCM)
This section is used to gather information about how the City can manage your software after receipt
and for the duration of the hardware fife cycle.
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1.Do you provide a specific list of, and justifications for, required logical network ports
(which may include limited ranges) and services required for hardware operation?

Yes. During the network deployment process, the engineer will provide specific port requirements
and ensure that the secure tunnel has been established.

2. Do customers have the option to not participate in or to postpone an upgrade to a new release?

Yes, however, Tyler recommends staying up to date with releases.

3. Are versions other than the newest release supported?

Yes. Tyler continues to provide limited support for older releases.

4. Does the hardware support client customizations from one release to another?

Custom modifications and enhancements made to the software are incorporated into the standard

product. Future upgrades are intended to implement seamlessly with no negative impact to the
customization.

Any interfaces provided by Tyler become part of the standard product once implemented successfully.
Support for these interfaces includes any Tyler-provided upgrades, service packs or warranty fixes.
Modifications as a result of a third-party change may incur additional costs.

5. Do you have policy(ies) and procedure(s), currently implemented, managing how critical
patches are released and/or applied to customer hardware?
Yes. Tyler’s Release Management procedures are designed to deliver required enhancements as
quickly as possible to the clients who need them, while providing the flexibility for other clients to

apply only the upgrades that are important to their specific operations. To do this, we provide two
major releases and ane to three service pack releases annually.

Type of Release Frequency Content Distribution

Major Release 2 per year Cumulative content from All Clients via
previous Minor Releases, TylerDeploy/IMS
Service Packs, new Update Distribution
enhancements, and software System
suggestions
Service Pack 2-6 per year Contracted enhancements, All Clients via
Government-mandated TylerDeploy/IMS
changes*, software suggestions | Update Distribution
System
Patches As needed Corrections to critical software All Clients via
issues TylerDeploy/IMS
Update Distribution
System

*Mandated changes may also be provided in Warranty Pack releases.

Major releases include software enhancements or customizations contracted by clients, state or
federally mandated changes and the highest ranked client software suggestions from our
application Advisory Groups. The service pack releases are optional so that clients may skip these
incremental upgrades if they have no immediate need for them. Our major release includes all
enhancements provided in the previous service packs, plus additional updates. We strongly
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encourage all clients to apply the major release within nine months of its availability in order to
benefit from future warranty releases, software suggestions, and product improvements.

Notification

When a new major release becomes available, clients registered with Tyler Community will be
notified that What’s New and Important Release Notes documentation has been added to the Tyler
Community Documentation site. The site also houses release-specific documents such as
instructions for installation or upgrading, a detailed list of the software enhancements and changes,
and updated training and user guides. A client’s technical account manager also plays a crucial role
in raising awareness of new and available releases, and Tyler strongly encourages all clients to work
closely with their technical account manager or project manager for upgrade and installation
planning.

Installation

Tyler will install all system and application updates as part of our Managed Services, which is
included with all hosted environments. With a cloud-hosted solution, all updates are installed as
part of the services provided by Tyler’s Cloud Operations team.

6. Do you have policy(ies) and procedure(s), currently implemented, guiding how security
risks are mitigated until patches can be applied?

Yes. The procedure may vary depending on how severe the security risk is and where the vulnerability
resides. Tyler’s cloud hosted deployment is protected by several security mechanisms and is not publicly
accessible via the internet with drastically reduces the security footprint.

Cybersecurity Vulnerability Management (CSVM)
This section is used to gather information on the risk your software would add to the City’s current ICT
landscape.

1. s software and patches scanned for vulnerabilities prior to new releases?

Enterprise-level dynamic and static security scanning tools are used as part of our software
development lifecycle. All back-end services are tested for compliance with Open Web Application
Security Project (OWASP) standards and are black-box penetration tested by Tyler’s corporate
Security Red Team.

2. Do you subject your code to static code analysis and/or static application security testing
prior to release?

We ensure continuous monitoring and improvement of our security posture through a
comprehensive approach that includes Dynamic Application Security Testing (DAST), Static
Application Security Testing (SAST), and annual Red Team penetration testing. Automated
processes for DAST and SAST are conducted daily, with established thresholds to alert teams to
address vulnerabilities in both our code and infrastructure. This approach helps maintain a
proactive stance on security and promptly identifies and mitigates potential issues.

Tyler's Software Quality Engineering team employs a comprehensive testing methodology to
ensure that when software is released it meets the strict quality requirements of our clients. The
testing process begins early in the development process and continues throughout the
development cycle and includes the following test processes:

= Automated Unit Testing: Tests all code changes made in Tyler products utilizing code
libraries such as xUnit

= Feature Testing: Collaborative testing between developer and software tester around a
specific feature
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®  [ntegration Testing: Tests code-level integration across product components and APis

m  Regression Testing: Tests areas of the product that were not directly changed to verify that
changes in one part of the software did not affect another part of the software

v Acceptance Testing: Verifies that software meets initial story requiraments

w  [Installgtion Testing: Tests the installation program and validates the installation instructions
with multiple instaliation paths and configurations

s Automated User Interface (Ul) Testing: |dentifies defects using test tools

®  Performance/Stress Testing: Runs and measures application performance using
AppDynamics

= Sprint Testing: Tests the planned development backlog; takes place after the development
cycle is completed

By honing our focus on pre-release testing, Tyler continuously improveas the quality of the software we
deliver to our clients.

3. Is the mitigation of known vulnerabilities factored into your/the Supplier's product design
(through product architecture, run-time protection techniques, code review)?

Tyler releases two major application updates per year then services packs and patches in batween. The
expectation is that our clients witl apply one major application update per year. This is a process that is
managed and installed by Tyler staff. |t will first be applied to the test/train environment for the client’s end
users to validate the update as well as train end users on new functionality. Then the update will be applied
to the production environment, The patches are designed to correct critical software issues or remediate
vulnerability or security defects. The patches are applied as necassary. Depending on the severity of the
vulnerability, the patch may be applied during the monthly scheduled maintenance window or applied
during an emergency maintenance window.

4, How do you/the Supplier stay current on emerging vulnerabilities?

Tyler routinely scans its environment to identify vulnerabilities and then acts in a risk-informed fashion. lts
information security team maintains awareness of zero-day and other emerging threats to help assure the
security of the hosted solution environment.,

Further informaticn regarding Tyler’'s process for penetration testing and vulnerability scanning can be
found in our most recent Type 2 Service Organization Controis No. 2 {SOC 2) report.

ol

What are your/Supplier’s capabilities to address new "zero day” vulnerabilities?

Tyler routinely scans its environment to identify vulnerabilities and then acts in a risk-informed fashion. Its
information security team maintains awareness of zero-day and other emerging threats to help assure the
security of the hosted solution environment.

Further information regarding Tyler's process for penetration testing and vulnerability scanning can be
found in our most recent Type 2 Service Organization Controls No. 2 {SOC 2) report.

6. What malicious code protection and detection are performed by you/the Supplier?

We adopt a security-by-design approach to ensure robust protection throughout our development and
deployment processes. Initially, threat modeling tools are utilized to understand and mitigate risks
associated with cur code and infrastructure. For code management, we conduct scanning analysis on every
code line required for a merge, focusing on medium, high, and critical risk levels. Dynamic scanning and
penetration testing are carried out on web-based applications, ensuring that medium, high, and critical risk
issues are addressed before deployment to production. Change control koards oversee Infrastructure as
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Code (1aC} changes, and we use toois that scan laC configurations to suggest best practices for security and
operations. In production, we implement a Web Application Firewall (WAF) for ali edge ingress points,
CrowdStrike for anomaly detection, and AWS Shield for DDoS protaction,

7. Do you have a process or program through which you notify your customers of vulnerabilities
andfor material defects and remediation of those items in the software suppiied by you to
them throughout the lifecycle of the software, to include any vulnerabilities identified and
unresolved prior to deployment of product{s) in the customer's environment?

We designate a single technical point of contact {(POC) who can handle security-related issues or other
escalations for each client. We also provide a dedicated company support emait address and phone
number. Any identified security issues will be communicated to the city within 30 caiendar days of
identification. This communication is strictly for technical security issues and does not include non-
technical, contract-related matters,

8. Do you notify the customer of any vulnerabilities in your software in a timely manner that
does not increase threat vectors (e.q., security patch is available or vulnerability is publicly
known ot imminent to be released publicly)?

Yes,

9. Do you have secure system hardening guidelines and procedures for software provided by
you to the City?

We have secure system hardening guideliines and procedures for the software and deployment.
Application Security is done at an agency level and is detailed down 1o the window, tab, screen or form
level. Security for each agency is over Add, Delete, Madify, Inquiry and Printing. Agencies can also configure
and enforce review-level processing above and beyond the application security. Each document and file
attachment can be secured. Special permissions for officer and juvenile access also exist. For State/NCIC,
the system also uses workstation and transaction (request format) security. All State/NCIC and Mobile
clients must be defined as part of configuration and setup. If a workstation is not listed in the appropriate
maintenance option, the user will not be able to access State/NCIC or Mobile features even though they
have the appropriate application permissions. Security and permissions are controfied on 2 component-by-
component basis and are specific to each user. Security templates can be set up for groups of users to
support different roles within the agency. Each user has a default ORI and security rights are checkad first
against that and then against any additional necessary ORls.

10. Do you have software testing processes (dynamic or static) that are established and followed?

Yas. We ensure continuous monitoring and improvement of our security posture through a comprehensive
approach that includes Dynamic Application Security Testing (DAST), Static Application Security Testing
(SAST), and annual Red Team penetration testing. Automated processes for DAST and SAST are conducted
daily, with established thresholds to alert teams to address vulnerabilities in both our code and
infrastructure. This approach helps maintain a proactive stance on security and promptly identifies and
mitigates potential issues.

11. Do you have a documented software development life cycle?

We implement a standardized Secure Development Lifecycie (SDL} to ensure security and quality
throughout the development and modification of system interfaces, software, and scripts. Our SDL is
aligned with industry-recognized framewarks such as OWASP SAMM and Microsoft SDL and incorporates
secure coding practices based on OWASP guidelines. Key practices include static and dynamic application
security testing, vulnerability analysis, and a formal change management process. Secure development
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environments are maintained with strict governance over data, personnel, and processes, and applications
are classified by criticality and data sensitivity to guide security measures. Continuous improvement is
achieved through metrics-driven reviews, security training, and a focus on evolving risk management to
address emerging threats. This approach reflects our commitment to delivering secure, high-quality
solutions that meet our clients’ needs.

12. Are all code artifacts run through automated validation of production-readiness?

We conduct rigorous input validation testing to prevent common vulnerahilities, including command
Injection, SAL injection, directory traversal, and remote file inclusion. For Cross-Site Scripting (XSS) and
buffer overflow, while some mitigation is present in the code, we recommend addressing them at the
infrastructure level. This approach simplifies and scales defense management, ensuring more effective
managament and protection across the network.

Data Protection (DP)
This section is used to gather information on how your hardware protects City data at rest and in transit.

1. What steps are taken by you to “tamper proof” your product(s)? Does your product
have any undocumented access methods (i.e. "backdoors")?

The system does not offer, include, or allow any hidden backdoor access or accounts. We enforce least
privilege access, ensuring that individuals have only the server/environment permissions necessary for their
roles. Multi-factor authentication (MFA) is required to enhance security during AWS console login.
Additionally, we maintain detailed audit trails to monitor who is accessing the environment and track

changes made within it. These measures help us manage and mitigate potential risks associated with insider
threats.

2. What access controls, both cyber security and physical security do you/the Supplier have in place?
e How are they documented and audited?

Tyler engages multiple third-party experts to perform both external and internal penetration tests of
our networks and systems on, at least, an annual basis and all findings are mitigated in a timely manner.
The results of these tests are considered confidential and are not shared with external parties. Tyler
does not allow audits, inspections or penetration testing to be performed by clients as it could impact
the confidentiality, integrity and/or availability in our environment.

e How do they protect and store customer data?

Deployment Security

Tyler maintains formal security policies and procedures that comply with applicable statutory
and industry practice requirements/standards, which include an Incident Response
procedure. We maintain records demonstrating our compliance with these formal security
policies and procedures but do not allow client audits of the same. Tyler follows security best
practices dictated and defined by the following three assurance audits: Sarbanes-Oxley Act
Section 404 (SOX-404) Financial and IT General Controls, Payment Card Industry (PCI) Security
Council Payment Application Data Security Standard (PA-DSS)/PCI Data Security Standard
(PCI-DSS), and the American Institute of Certified Public Accountants (AICPA) Statement on
Standards for Attestation Engagements no. 18 (SSAE-18) Service Organization Control (SOC) 1
and SOC 2 Assurance Audits. Our Security Policy is based on the full National Institute of
Standards and Technology {NIST) Cybersecurity Framework and is reviewed during each
audit. Following execution of a non-disclosure agreement (NDA}, we will provide the Hosting
Operations SCC 1 and SOC 2 Reports that will demonstrate compliance. Additional
information concerning Tyter’s commitment to providing online security and maintaining
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compliance with industry and regulatory standards can be found at
https://www.tylertech.com/about-us/compliance.

The AWS GovCloud adheres to International Traffic in Arms Regulations (ITAR), Federal Risk
and Authorization Management Program (FedRAMP) and Department of Defense (DoD)
Security Requirements Guide (SRG) Impact level 2, 4 and 5 compliance standards. AWS is
responsible for protecting the infrastructure that runs all the services offered in the AWS
Cloud. This infrastructure is composed of the hardware, software, networking and facilities
that run AWS Cloud services. Additional information relating to how AWS is committed to
helping partners and customers achieve CJIS compliance can be found at
https://aws.amazon.com/compliance/cjis/.

As part of the shared responsibility model, during the network deployment process the VPN
connection will be established and firewall rules added to the client’s on-premises firewall.
Since access to the dedicated VPC is managed through the VPN and firewalls, the source and
destination IP(s) will be locked down and configured as part of the hosted managed services
systems assurance deployment process. The deployment will also leverage traffic
management tools including network hardening, using network access controls list and
security groups. During this time, the engineer will provide specific port requirements and
ensure that the secure tunnel has been established.

Connection to AWS

The Tyler Cloud hosted deployment is not publicly accessible on the internet; therefore,
client workstations in the on-premises datacenter or in the field are not able to directly
access the server deployment in the AWS GovCloud. To facilitate the connection from the on-
premises location(s) to AWS, a VPN connection will be established (see Figure 1). Each
physical location requiring access to the system will require an appliance unless the locations
are networked together via fiber links, point-to-point VPN or all traffic is routed to a central
location. The VPN appliances will be provisioned in a bundle to provide redundancy, fault-
tolerance and eliminate a single point of failure. The VPN bundle will also support multiple
internet service provider (ISP) connections. It is required that the on-premises facilities have a
redundant business class internet service provider. The site-to-site VPN connection will
support a maximum throughput of 1.25Gbps.

/" AWS network \ "~ On-premises '\\
network
VPN connection
Customer
gateway
\.\ o /

Figure 1

Other connection options exist that include an AWS direct connection which provides a highly
resilient, fault-tolerant direct connection would leverage two direct-connect |ocations and/or
multiple internet service providers to provide maximum resilience for critical workloads (see
Figure 2). A direct connection is made through an ethernet port dedicated to a single
customner and will connect directly to the VPC deployed in the selected AWS Region and
Availability Zone. The recommendation is for customers to have the most robust and
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redundant network configuration possible that would include a redundant direct connect to
AWS, a backup fiber internet service provider, as well as terrestrial satellite and cellular
networks. Consultation can be provided to assist in architecting the solution with the right
tooling and equipment to ensure redundancies are in place.

Ay
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AWS Direct Connect
|Location - 1

AWS Region

AWS Direcl Connect
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Customer
| Pata Center
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Figure 2

How is the data encrypted?

Encryption at Rest

The use of AWS KMS Customer Managed Master Keys is part of Tyler’s toal set to keep its AWS
GovCloud environment’s system secure. AWS KMS is a managed service that is leveraged to
create and control the encryption keys used to encrypt data. Each customer’s environment
uses AWS KMS encryption with Encryption Keys specific to that customer randomly generated
by Tyler during the server deployment process and Tyler will retain the master encryption key.
All data at rest will be encrypted with this method, which is in accordance with CJIS security
policy and meets the FIPS 197 AES 256 symmetric encryption requirement.

Encryption in Transit

A secure VPN connection will be established using a FIPS 140-2 validated Cisco Adaptive
Security Appliance (ASA) that will be installed on-premises, operated in FIPS mode and used to
create the secure connection between the on-premises datacenter and the AWS GovCloud. All
data in transit will be encrypted using SSL certificates that are rotated at a minimum on a
yearly basis. A FIPS 140-2 Cisco ASA device will be used to encrypt traffic through a VPN tunnel
between the customer’s onsite network and the public safety deployment residing in the AWS
GovCloud. The AWS KMS uses FIPS 140-2 validated hardware security modules (HSM) and
ensures that no one can gain access to the plaintext keys.

How long is the data retained?
AWS Elastic Block Storage (EBS) allows data to be retained indefinitely.

How is the data destroyed when the partnership is dissolved?

The client owns their data, and data is returned to them. Tyler's policy is to return our client’s data
within 30 days following the client’s written request in a mutually agreed upon file format. Typically,
this is in a customer-supplied AWS 53 bucket where we will put database backups and file storage
which consists of all unigue data. After returning the data, we will also agree to destroy it
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incompliance with NIST 800-88.

Do you require new employees to fill out agreements and review information security policies?

Yes, and all employees are required to take annual security training.

Have your approved and authorized distribution channels been clearly documented? For example:
o Use of trusted/controlled distribution and delivery options to reduce supply chain
risk (e.g., requiring tamper-evident packaging of software during shipping.)
o Use of a secure central software repository after the identity of the software source
and the integrity of the software have been validated, so that verifications do not need
to be performed repeatedly before each installation.

All software will be delivered electronically via a secure transport method called Tyler’s Installation
Management Solution (IMS). IMS is a cloud-based software distribution system that will assist with the
download and implementation of the Tyler software throughout the environment, including test, train and
production servers. IMS will also allow the Tyler and the city to schedule upgrades to occur during off hours
without the need for administrative interaction.

IMS is managed through the IMS Console, a front-end application that allows users to dictate the execution
of an upgrade to a target system; the configuration of this console applies the appropriate updates to the
required servers. Through the configuration profile, the IMS Console can identify whether an updated
release of software is available for download, download the software and apply it to the target system
without the need for administrators to execute software updates on individual servers. IMS does not
eliminate planned downtime as servers will need to be offline during software deployments and database
updates, but automation of administrative activities reduces overall downtime and eliminates significant
administrative interaction during the upgrade process.

Cyber Security Incident Response (CSIR)
This section is used to gather information on how your organization would responded to a cybersecurity
incident that may impact the City.

1.

Do you/the Supplier have and maintain a documented cyber security incident response plan?

Tyler's incident response plan, based on the NIST 800-53 Framework, defines a measured, repeatable
process for determining, handling, and recording when an incident occurs. Tyler Technologies’
handling of incidents, including notification to clients, conforms to applicable state and federal law.
Further information regarding Tyler’s IRP can be found in our most recent Type 2 Service
Organization Contrals No. 2 (SOC 2) report found here: https://www.tylertech.com/about-
us/security-compliance/soc-compliance.

Tyler regularly monitors the networks, systems, environments, and applications within its control. As
part of that monitoring, if Tyler identifies a potential security incident, Tyler follows established
policies and procedures to contain, respond to and mitigate such incidents. Tyler’s standard practice
is to treat the details of any such incident as confidential, given that releasing those details to the
public itself creates a security risk, and/or because those details may include a client’s confidential
information.

Do you/the Supplier review and update your cyber security incident response plan at least
annually? If not reviewed annually, please provide

e the frequency
e the date of last assessment.
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Yes, no less than annually. The last assessment was completed in May 2025,

3. Does your/the Supplier's cyber security incident response plan contain clear roles and
responsibilities which includes coordination of responses to your customer(s)?

To effectively protect Tyler’s business and the client data in our care, a Security Incident Response
Procedure is in place, defines employee responsibilities, and is available to all employees. Tyler's
incident respense plan, based on the NIST 800-53 Framework, defines a measured, repeatable
process for determining, handling, and recording when an incident occurs. Tyler Technologies’
handling of incidents, including notification to clients, conforms to applicable state and federal law.

- 4. Does yout/the Suppliet’s cyber security incident response plan contain requirements to notify
entities that purchased impacted products or services within 24 hours of initiation of your
incident response plan?

Yes, notification of a confirmed security incident will occur within seventy-two (72) hours of its
oceurrence,

5. Does your/the Supplier’s cyber security incident response plan contain steps to identify,
contain, eradicate, recover?

The design, implementation, and maintenance of the IRP are the responsibility of Tyler’s information
Security Office. The IRP establishes procedures for responding to and reporting of security incidents.
The incident response plans actions are preparation, detection, containment, eradication, remediate
and recovery. A Post Incident Review is conducted once a threat has been successfully eliminated.

6. Do you/the Supplier have a process to notify the Gity of any supplier-identified cyber or
physical security incidents related to your/Supplier's products or services that could
pose risk to the City.

Yes

7. Ininstances where the incident has the potential to affect the City’s data and/or operations,
notification is provided to the City within 2 hours of identification. If not within 2 hours, provide
number of hours before notification?

Yes, notification of a confirmed security incident will occur within saventy-two {72) hours of its
occurrence.

Mobile Devices and Applications (MDA)
This section is used to gather information on how your software works with mobile devices.
1. Is a mobile application(s) part of the solution being provided to the customer?

Yes.

2. Is the application available from a trusted source (e.g., iTunes App Store, Google Play
Store, BB World)?

Yes,

3. Does the application store, process, or transmit critical data, including operational
information, personally identifiable information (PIl)
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Yes, CJIS data.

4. Will any sensitive data be stored on the mobile device or in device system logs?
No.

5. Are mobile devices that have been jailbroken allowed to be utilized?

No, and per CIIS pelicy, the mobile devices must be controlled by a city managed MDM.

6. Is data encrypted in transport?

Encryption in Transit

A secure VPN connection will be established using a FIPS 140-2 validated Cisco Adaptive Security
Appliance (ASA) that will be installed en-premises, operated in FIPS mede and used to create the
secure connection between the on-premises datacenter and the AWS GovCloud. All data in transit
will be encrypted using SSL certificates that are rotated at a minimum on a yearly basis. A FIPS 140-2
Cisco ASA device will be used to encrypt traffic through a VPN tunnel between the customer’s onsite
network and the public safety deployment residing in the AWS GovCloud. The AWS KMS uses FIPS
140-2 validated hardware security modules (HSM) and ensures that no one can gain access to the
plaintext keys.

7. Is data encrypted in storage?

Encryption at Rest

The use of AWS KMS Customer Managed Master Keys is part of Tyler’s tool set to keep its AWS
GovCloud environment’s system secure. AWS KMS is a managed service that is leveraged to create
and control the encryption keys used to encrypt data. Each customer’s environment uses AWS KM5
encryption with Encryption Keys specific to that customer randomiy generated by Tyler during the
server deployment process and Tyler will retain the master encryption key. All data at rest will be
encrypted with this method, which is in accordance with CiS security policy and meets the FIPS 197
AES 256 symmetric encryption requirement.

8. Has the application been tested for vulnerabilities?

Yes

9. Do you use any open source code or freeware/shareware in the subject mobile application?

No

10. Does the hardware make use of mobile and/or GPS enabled mobile devices for access to
data and functionality?

Yes
End Questionnaire

Please submit the completed questionnaire with your RFP packet or return to the Information Owner or
information System Owner that requested completion of the questionnaire.
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Revisions

9/7/2021

12/15/2021 1.1

Added Instructions Requester, Instructions Respondent, General Information sections, and updated Typographical
Co i

21412021 1.2

services questionnaire.
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' : Standard Operating Procedure
COlumbla PS CS-SCRM Questionnaire

Information Technology

IT-ADM-014 |/ Title:

Professional Services Cybersecurity Supply Chain Risk S
oA Management Questionnaire il

Approved

K:\_RECORDS\GS 047 Policy and Procedure Files (varies)\Procedures (until
superseded)\SOP — Administration\redlines\IT-ADM-014

K:\_RECORDS\GS 047 Policy and Procedure Files (varies)\Procedures (until

superseded)\SOP — Administration\IT-ADM-014
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- 2/3/2021  [Supersedes: New
= = | A
Mark Neckerman Approval Date: 2/7/2021  |Effective Date: | 21712021
: I _ Eayms . L
Reviewer Full Name  |Revi Reviewed lﬁm@ 4 1.0
; The responses lo this questionnaire should be included in the cybersecurity risk assessment conducted by
Purpose Information Technology SME'’s when evaluating professional services purchased to support ICT or for contracted IT

services provided by the City to its residents or employees.

The contents of this SOP should be attached to any RFP submitted by the City for procurement of professional

: services supporting City ICT or for contracted IT services provided by the City to its residents or employees.
Scope In the absence of an RFP, this SOP should be submitted by the Information Owner or Information System Owner to
potential vendors for procurement of professional services supporting City ICT or for contracted IT services
provided by the City to its residents or employees.

IT SME(s) - Evaluate responses to this questionnaire to assess cybersecurity risk for the procurement of
professional services from responding vendors/suppliers. Recommend updates to this questionnaire.

IT Director — Approves updates and revisions to the questions in this SOP as necessary.

IT Managers/Supervisors — Request the vendors/suppliers complete the questionnaire prior to purchasing
professional services

Purchasing — Attach the questions in this SOP as an attachment to any ICT RFP released for public bidding.
Information Systam Owner or Information Owners — may submit this questionnaire to potential vendors/suppliers
that may provide professional services to the City.

Responsibilities

Training Protocol Training should occur as necessary

Review and Test The questions in this SOP should be reviewed as necessary based on the cybersecurity threat landscape.

Requirements None

BES — Bulk Electric System

CEI| - Critical Energy/Electric Infrastructure Information

ICT — Information and Communications Technolagy

Information System Owner** — City of Columbia IT Managers own the Cyber Assets that may contain BCSNCEI
media or be used in or to support CWLD Medium Impact BES Cyber Systems.

Information Owner** — CWLD owns BCSI\CEII stored on media contained in Cyber Assets associated with CLWD
Medium Impact BES assets and Medium Impact BES Cyber Systems.

IT — Information Technology

RFP — Request for Proposal

SME — Subject Matter Experts

SOP - Standard Operating Procedure

Definitions
“*NIST 800-88 defined term

This questionnaire was developed by City staff using the following references:
CISA — ICT Supply Chain Risk Management Toolkit

NATF — Supply Chain Security Criteria

NATF — Energy Sector Supply Chain Risk Questionnaire

External References

Associated Artifacts None

Associated Documents | None

Highlighted — Areas to be updated by purchasing when creating an RFP

Typographical Convention Highlighted — Areas to be updated by requester.
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Questionnaire

Method of Performance
Offeror must respond to the following requests.

1.

In order for the City of Columbia, MO to identify and assess cybersecurity risk from each Offeror’s
products and services, the City is requiring Offerror's completion of the “Cybersecurity - Supply
Chain Risk Management Questionnaire” provided in Attachment ##.

Offeror shall state their compliance with Executive Order 13873 of May 15, 2019 Securing the
Information and Communications Technology and Services Supply Chain.

https://www.federalregister.gov/documents/2019/05/17/2019-10538/securing-the-information-and-
communications-technology-and-services-supply-chain

To the extent offeror is a channel partner of products for a separate manufacturer or developer,

offeror must supply the documentation requested in Attachment ## to the extent that documentation
is available.

Instructions Requester

Requester should provide respondent with the following information for questions, support, or additional
information related to the questionnaire.

Requester Name:
Requester Title:
Requester email:

Requester phone number:  (573)

Instructions Respondent

FNMS-IT-ANN-N14

A supplier is a business or person that provides services to the City.

A vendor is a business or person that sells services on behalf of another business or person that
provides services to the City.

Please provide a response to each question "Yes’, ‘No’, or ‘Unknown’ as relevant to the offering.

If the question does not apply to your organization, please answer ‘N/A’ and provide a supporting
statement of applicability if not relevant to the offering in consideration.

Please attach supporting documents to the completed questionnaire. You may provide links when
submitting if documentation is available online and accessible.

City is this document refers to the City of Columbia, MO

Information and Communications Technology (ICT) in this document refers to all devices, networking
components, applications and systems that combined form a discrete set of information resources

organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of
information.

The City may request additional supporting documentation, at its discretion, after receipt of this
questionnaire.

Responded should answer all questions until they reach the end of the questioner as designated by the
End of Questionnaire heading.

Industry terminology used is this questionnaire:

o BES — Bulk Electric System
o CEll - Critical Energy/Electric Infrastructure Information
o ICT — Information and Communications Technology

Page 165 of 228
Pane 1 nf 17



Attachment

Attachment ## — Cybersecurity — Professional Services Supply

Chain Risk Management Questionnaire

General Information (Gl)
This section is used to gather information about the business the City will be purchasing services from.

1.

Are you a supplier or vendor? (Will you be providing services to the City “supplier” or selling services to
the City on behalf of another business “vendor”?)

Tyler is a supplier.

Your Organization Name:

Tyler Technologies, Inc.

Your Organization Website URL(s):

www.tylertech.com

Do you have a third-party certification or outside attestation relevant to cybersecurity supply chain risk
management? (ISO 9001, ISO 27001, SOC2, SOCS3, etc.) Please provide a copy of the certification or
attestation.

Tyler maintains formal security policies and procedures that comply with applicable statutory and industry
practice requirements/standards, which include an Incident Response procedure. We maintain records
demonstrating our compliance with the foregoing but do not allow client audits of the same. Tyler follows
security best practices dictated and defined by the following three assurance audits: Sarbanes-Oxley Act Section
404 (SOX-404) Financial and IT General Controls, Payment Card Industry (PCl) Security Council Payment
Application Data Security Standard (PA-DSS)/PCI Data Security Standard (PCI-DSS), and the American Institute of
Certified Public Accountants (AICPA) Statement on Standards for Attestation Engagements no. 18 (SSAE-18)
Service Organization Control (SOC) 1 and SOC 2 Assurance Audits. Our Security Policy is based on the full
National Institute of Standards and Technology (NIST) Cybersecurity Framework and is reviewed during each
audit. Following execution of a non-disclosure agreement (NDA), we will provide the Hosting Operations SOC 1
and SOC 2 Reports that will demonstrate compliance. Additional information concerning Tyler's commitment to
providing online security and maintaining compliance with industry and regulatory standards can be found at
https://www.tylertech.com/about-us/compliance.

Point of Contact Name:

Jamie Lund

Point of Contact Title:

Senior Account Executive

Point of Contact Email:

Jamie.Lund@tylertech.com
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8. Point of Contact Phone Number:
(303) 979-7974

9. Your IRS Employer Identification Number:;
75-2309320

10, Your Annual Gross Revenue:
$2.148 (2024)

11. Number of Employees you have:
7,400+

12. Your Corporate Headquarters Location (Street, City, State, and Zip Code}):
5101 Tennyson Parkway
Planec, Texas 75024

13. Additional Countries you have a presence in:
Canada, India, Philippines

14, Number of contractors you employ in countries other than the United States (indicate if none):
None

15. Your Subsidiaries:

Please refer to the subsidiaries list on the following pages.

Page 167 of 228
FERMSLT-ANM.014 Paca & nf 17



B e

SUBSIDIARIES OF TYLER TECHNOLOGIES, INC.

1

As of March 1, 2025

Kentucky Interactive, LLC

Louisiana Interactive, LLC

Maryland Interactive, LLC

Mississippi Interactive, LLC

Nebraska Interactive, LLC

New Mexico Interactive, LLC

Construction Registry Services, LLC

of Tyler Tech

gies and, if indented, subsidiaries of the company under which they are listed.

Orpanized Under the Laws of:
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n Interactive, LLC

Wisconsin Inferactive Network, LLC

Florida

Notlh Carolinn

Washingion

Kansas

Delaware

The nemes of cortain subsidiaries are omiited, as such subsidiades in the approgate would not constituie a significant subsidiary.
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16. Your Parent(s) Organization:

None

17. Your Parent(s) Subsidiaries and Divisions:

None

18. Have you previously provided supply chain risk management information to the City?
No

General Information Suppliers (Gl)
This section is used to gather information about the business that you may be selling services on behalf of to
the City. The City authorizes vendors to share this section with suppliers to collect information. Please mark
each questions as N/A if you are not selling services on behalf of another business.

1. Supplier Name: N/A

2. Supplier Website URL(s): N/A

3. Does the suppler have a third-party certification or outside attestation relevant to cybersecurity supply
chain risk management? (ISO 9001, ISO 27001, SOC2, SOC3, etc.) Please provide a copy of the
certification or attestation. N/A

4, Point of Contact Name: N/A

5. Point of Contact Title: N/A

6. Point of Contact Email: N/A

7. Point of Contact Phone Number: N/A

8. IRS Employer Identification Number: N/A

9. Annual Gross Revenue: N/A

10. Number of Employees: N/A

11. Supplier Corporate Headquarters Location (Street, City, State, and Zip Code): N/A
12. Additional Countries with Supplier Presence: N/A

13. Number of contractors the organization employs in countries other than the United States (indicate if
none): N/A

14. Supplier Subsidiaries: N/A
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15. Supplier Parent(s); N/A
16. Supplier Parent(s) Subsidiaries and Divisions: N/A

17. Have you previously provided supply chain risk management information to the City of Columbia,
MO? N/A

Company Overview (CO)

This section is used to gather information about your company and their footprint in the sector.

1. Do you have a process in place to notify customers of any mergers and acquisitions as soon as legally
permissible?

Tyler is an extremely experienced acquirer, having completed over 40 acquisitions over the past 20 years. As a
publicly traded company, Tyler notifies relevant authorities about acquisitions once it is legally permissible to
do so and in accordance with applicable laws. Tyler often publishes a press release after announcing an
acquisition. Those press releases can be found here: https://investors.tylertech.com/news/default.aspx.

2. Describe your organization’s business background and ownership structure, including all parent and
subsidiary relationships.

Tyler is a publicly-traded corporation. Founded in 1966, Tyler has been focused on serving the needs of the

public sector since 1997. Tyler is not a parent; please refer to the list of subsidiaries provided earlier in this
document,

3. Describe any other subsidiaries or divisions of identified parent organizations.
Not applicable.

4. Describe how long your organization has conducted business in this product area.

Tyler has provided public safety sofiware solutions since 1984.

3. Provide any countries other than the United States in which you operate (has an office, sells product,
or conducts any business) (indicate if none) and describe activities conducted in each.

Tyler has sales offices in Canada, India, and the Philippines. However, all of Tyler's development is done in the
United States. Tyler hosts our public safety apolications in the AWS GovCloud and both AWS GovCloud

regions are operated on U.S. soll, are managed by AWS employees who are U.S. citizens, and data will not
leave the United States.

6. Provide any countries other than the United States in which your service (data collection aggregation

and distribution) is manufactured or developed (indicate if none) and describe activities conducted in
each.

N/A—Tyler's software is developed In the United States.

7. Provide any countries other than the United States in which your service is assembled (indicate if
none) and describe activities conducted in each.

N/A
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8. Do you have existing state or local government customers?

Yes, All of Tyler’s clients are in the public sector.

9. Have you had a breach affecting your customers in the last 5 years? Please provide information about
response, including initiation of your incident response pian.

Tyler regularly monitors the networks, systems, environments and applications within its control. As part of
that monitoring, if and when Tyler identifies a potential security incident, Tyler follows established policies
and procedures to contain, respond to and mitigate such incidents. Tyler’s standard practica is to treat the
details of any such incident as confidential, given that releasing those details to the public itself creates a
security risk, and/or because those details may include a client’s confidential information. in response to this
guestion, however, we are providing a summary of incidents that resulted in us providing notification letters
consistent with applicable state law.

In the past five years, Tyler has provided notification letters consistent with applicable state law primarily in
the context of inadvertent disclosures by Tyler. Those inadvertent disclosures included an instance during
which a Tyler employee accidentally emailed a file containing personally identifiable information (P}, albeit
to a verified recipient with a relationship to Tyler; an instance during which usernames and passwords for the
tylertech.com wehsite were inadvertently made searchable on the tylertech.com website during a website
upgrade; and an instance during which release notes were made available with a screenshot that
inadvertently reflected a limited set of PII. In each of those instances, the inadvertent disclosure was
immediately identified and recalied, and instructions were provided to the recipients about deletion. Tyler
also investigated for any evidence of compromise or explait of the inadvertently disclosed information, and in
each case found none. Regardiess, out of an abundance of caution, Tyler did provide the notification ietters
described above. Tyler also reissued internal training and related reminders to Tyler employees regarding the
appropriate treatment of Tyler confidential information. In addition, there were two instances where a Tyler
employee did not follow Tyler policies and procedures regarding internal support protocals that resulted in
the potential for inadvertent disclosure of confidential information. In both of those instances, the incidents
were again immediately contained and remediated, and Tyler again discovered no evidence of a compromise
indicating a risk of harm to the potentially impacted individuals. Tyler took appropriate action with relevant
Tyler employees and issued notification letters out of an abundance of caution,

For completeness, we are also confirming that Tyler experienced a security incident that received media
attention and that was addressed on our corporate website and in communications with our client
community. We discovered that incident on September 23, 2020, and subseguently confirmed that it involved
ransomware. We immadiately launched a multi-layered investigation in cooperation with third-party experts
and law enforcement. We determined that the incident was directed at our internal corporate network, and
not our separate and segregated hosting environments or our Microsoft 0365 environment, Additional
details are available at https://www.tylertech.com/security-incident.

10. Do you have dedicated teams for different development and customer assistance functions (e.g.,
customer support, implementation, product management, etc.)?

Yes. The Public Safety Division {over 600 emplayees) has teams for development, support, and
implementation. A breakdown of the implementation team is shown on the organization chart helow:
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= Maintains resource scheduling

= Attends periodic project status meetings with Client
WIELETED = Reviews project status with Tyler Project Manager to ensure
successful implementation

Professional Services

Coordinates availability of Tyler resources

Tyler resource management

First point of contact for contract issues

Issue resolutions (first stop — joint with the Client)
Tyler senior management communications
Change order process (joint with the Client)
Project Status reports

Overall project coordination

Review Master File Build

Tyler Project Manager

Training Team Conversion Team Interface Team Systems Go-Live Team

Assurance Team

= Curriculum = Data mapping = Deliver interfaces DBMS setup = Go live
development = Specification Work with third Hardware and = Stabilization
= Deliver training development parties operating system = Operational
= Competency = Programming Test interfaces implementation turnover
evaluation = Testing = Train System = Network
= End user = Data load Administrator on management
documentation interfaces = Testing (technical)
= Operational
documentation
= Performance
management
= Change
management
{technical)
= Implementation
setup and
assurance

General Information Services (Gl)
This section is used to gather information about the services that City will be procuring.

FMS-IT-ANNM-N14

1. Product/Service Name:

Enterprise Public Safety — Law Enforcement Records Management, Report Writing, Public Safety Analytics,
Enforcement Mobile applications.

2. Product/Service Description:
Enterprise Law Enforcement Records

Tyler's Law Enforcement Records gives law enforcement agencies of every size and level of complexity
cutting-edge functionality as well as the efficiency, reliability, flexibility, and ease of use needed to help first
responders, supervisors and command staff work proactively and make better decisions. The application
combines one of the most comprehensive databases in the industry with a nimble search engine similar to
that used by Facebook, Amazon, and eBay. Departments can capture, process, analyze and act on information
about cases, incidents, persons, buildings and businesses, vehicles, property, citations, crash reports, and
more, using agency-defined data fields that allow individual departments to track and follow-up on the issues
most important to them. Built with a scalable architecture to manage the needs of small, individual
departments right up through larger, more complex agencies and multi-jurisdictional consortiums, the
application supports future expansion and provides robust security and authentication tools to ensure the
integrity of each agency’s information. Best of all, Law Enforcement Records is integrated with the rest of
Tyler's public safety software suite, so information entered once into any module is shared throughout the
system and immediately available to all users with proper permissions.

Enterprise Report Writing

Report Writing is a cloud-native application that is used to view, create, edit, and submit reports while
working in the field. By using cloud technology, this application provides the user with the ability to work from
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anywhere, using phones, tablets, laptops, desktops, etc. —both online and offline. Report Writing offers the
following agency report types: Arrest Reports, Case Reports, Field Interviews, and Incident Reports.

Public Safety Analytics

Tyler’s Public Safety Analytics is a map-centric tool that provides a comprehensive picture of crime, accidents,
tickets, law enforcement and fire incidents and CFS by displaying data in an easy-to-use interface for quick
trend analysis. Used by public safety personnel from patrol officers to crime analysts to command staff, Public
Safety Analytics pulls data quickly and efficiently to create a variety of maps that can be broken down by
beats, neighborhoods, school zones, districts, quadrants or regions. Automatic data breakdowns highlight
information by time of day, day of week, date, category, offense, narrative and numerous other filters to
indicate where incidents and trends are occurring. Interactive comparative statistics include geo-analytics and
percent-change capabilities, comparing available data to prior weeks, months or even years. Users can also
create detailed and specific geo-tactics in any shape or size for automatic and instantaneous analysis of
specific crime types and timing within that area, allowing for up-to-the-minute review of mission-critical
activities and better tactical decision-making.

Enforcement Mobile

In the world of electronic ticketing, accurate data collection and processing allow officers and court personnel
to enforce the law safely, efficiently, and effectively. To do this, law enforcement officers and court personnel
need a robust solution capable of capturing data for issuing and processing citations, crash reports, and more
— and that is what Tyler's Enforcement Mobile Solution does.

Tyler’s Enforcement Mobile provides a device-independent solution that can be used on handheld, laptop,
tablet, and cellular device with a Windows, Android, or iOS operating system. It is an end to end, complete
solution that covers the full gamut—from data capture to processing to transmittal straight into most systems.
Enforcement Mobile works for most public safety mobile applications including eCitation, Parking, Crash, Code
Enforcement, and much more.

3. Geolocation of Data Centers or Facility in which City data will be stored:

Tyler hosts our public safety applications and city data in the AWS GovCloud, more specifically the GovCloud west
region.

Workforce Management (WFM):
This section is used to gather information about how your organization manages its employees.
1. Do you have a process for onboarding personnel?

Yes, Tyler employees all go through an onboarding process.

2.Do you perform background screenings or multi-state background checks, including seven-year
criminal background checks, that includes current residence, regardless of duration and other locations
where, during the seven years immediately prior to the date of the criminal history records check, the
subject has resided for six consecutive months or more, on all personnel, including employees,
contractors, and subcontractors, prior to their first day of work?

Upon hire, Tyler performs criminal background checks on all employees, and all contractors with access to
Tyler or client systems, at their current place of domicile.

3.Do you perform reoccurring background screenings or multi-state background checks, including
seven-year criminal background checks, that includes current residence, regardless of duration and
other locations where, during the seven years immediately prior to the date of the criminal history
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records check, the subject has resided for six consecutive months or more, on all personnel, including
employees, contractors, and subcontractors, prior to their first day of work? What is the frequency of
reoccurring background screenings?

Tyler repeats criminal background checks employees, and contractors with access to Tyler or client systems,
when required for ClIS compliance or upen reasonable suspicion that criminal activity has occurred. Tyler's
policies mandate employees to self-report criminal conduct, and failure to do so results in discipline up to and
including termination.

4.Do you have processes to document reasons that a seven year criminal history records check could
not be conducted?

Tyler is unaware of any instance where the record check could not be conducted for new hires.

5.Do you have criteria to evaluate a criminal history records checks? Would you provide the criteria to
the City of Columbia, MO upon written request?

Tyler does not have published criteria for background checks. Tyler evaluates several factors to make
informed hiring decisions, including but not limited to the nature and gravity of the offense, the time elapsed
since the offense the specific job dutles, and the applicant’s ability to demonstrate rehabilitation. Crimes of
violence and crimes of dishonesty will disqualify a candidate.

6.Are employees trained in the criteria used to evaluate a criminal history records check and requited to
notify their supervisor or manager should they have an event occur that is in scope of that criteria?

All criminal background checks are evaluated by management.

7.Do you have a process by which you determine whether any employee, contractor, or subcontractor
appears on any list of prohibited persons maintained by any government authority ("Prohibited Lists"),
including but not limited to the list of "Specially Designated Nationals and Other Blocked Persons”
maintained by the United States Department of Treasury, and the "Denied Persons List" maintained by
the Bureau of Industry & Security?

This type of alert would be triggered by state or agency processing of our staff's fingerprint cards during yearly audit
cycles.

8. Are information security practices formally documented and accessible to all employees?

Yes,

9.Do you require completion of training on the following criteria: your cyber security policies, physical
access controls, electronic access controls, visitor control program, handling of client information,
identification and response of a cybersecurity incident, recovery plans, and cybersecurity risk
associated with a BES Cyber System's and interoperability with other systems, including transient
cyber assets and removable media? Please list the criteria that training is required for.

Yes. All Tyler employees are required to take annual security training and renew their CIIS certification. A
Security Awareness Program has been developed to ensure that all employees and board members are
trained and educated on Tyler cybersecurity policies, standards, and procedures. All new employees are
reguired to complete an information security orientation within thirty days of hire. Annual cybersecurity
retraining is conducted. All Tyler management and employees are required to participate, and attendance is
documented. Tyler employees in the Public Safety division are also required to take CliS level ane training
which is required for anycne who has unescorted access to a secure location but doesn’t have a criminal
justice function. After the initial training the CJIS security awareness training must be completed after two
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years.

10. Do you require employees and cantractors to take recccurring training on the following criteria: your
cyber security policies, physical access controls, electronic access controls, visitor control program,
handting of client information, identification and response of a cybersecurity incident, recovery plans,
and cybersecurity risk associated with a BES Cyber System’s and interoperability with other systems,
including transient cyber assets and removable media? Would you provide the training material to the
City of Columbia, MO upon written request?

Yes. All Tyler employees are required to take annual security training and renew their CJIS certification. Tyler's

security processes are considered confidential to maintain the integrity of Tyler’s security program, hut Tyler is
happy to provide the City with reassurances about its mandatory cyber security training program.

11. Do you have a security awareness program that reinforces cybersecurity practices? What is the
frequency of this program?
Yes. it is an annual program and is required.

12. Are information security practices routinely enforced, audited, and updated?
Yas.

13, Do you have a Code of Conduct for your employees, suppliers and subcontractors?
Tyler has a code of conduct for its employees. Tyler does not use subcontractors.

14, Are employees, suppliers, and subcontractors trained on your Code of Conduct, including privacy and
confidentiality requirements?
Employeas receive annual training.

15. Do you have a process for off boarding personnel?
Yes.

Subcontractors Workforce Management (5-WFM)
This section is used to gather information about how your subcontractors manage their employees.

1. Do you have subcontractors?
No

2. Do your subcontractor(s) personnel vetting process allow them to share background check criteria with
the City?
N/A

3. Do your subcontractor(s) have information security practices formally documented and accessible to
all employees?
N/A

4. Do your subcontractor(s) have a security awareness program that reinforces cybersecurity practices?
N/A
5 Do the subcontractor maintain a list of individuals with authorized access to your ICT assets,
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information, and facilities and those assets and information provided to you by the City? Do you
routinely audit this information?
N/A

Physical and Electronic Access Controls (P/E-AC)

This section is used to gather information about how your organization controls physical, efectronic, and
system-fo-system access.
1.Do you conduct reviews of all individuals' with access to your ICT assets, information, and facilities? At
what frequency do you perform these reviews?
Yas, quarterly.

2.Do you have internal controls to ensure that access is revoked when an individual no longer requires
access due to change in employment status or job duties?
Yes.

3.Do you use passwords or multifactor authentication for employees to access ICT supporting the City?
Do these controls meet requirements in NIST Special Publication 800-63B? (length, age, screening,
failed attempts, etc.)
Yes.

4.If interactive remote access is needed into ICT hosted by the City, how do you obtain authorization
from the City prior to you initiating a remote access session? Can the City of Columbia, MO terminate
access at its discretion?

Tyler uses a secure BeyondTrust sessicn to gain access to the city network. Access must be granted and can be
terminated by the client,

S5.1f interactive remote access is needed into ICT hosted by the City, how do you requites? authorization
from the City so that the City may initiate interactive remote access with you? Can the City terminate
access at its discretion?

Tyler uses a secure BeyondTrust session to gain access to the client network. Access must be granted and can
be terminated by the client.

6.Do you provide technology to facilitate interactive remote access? If so what technology to you
provide?
Yes, BeyondTrust.

7.Do you implement cybersecurity controls for the use of devices that access ICT supporting the City

(e.g. mobile, laptop, non-company devices)? Would you provide those controls to the City upon receipt
of written request?

Yes

8.Will your ICT be required to initiate system-to-system access to City's ICT? Can the City terminate
access at its discretion?

Connection to the City's network will be facilitated by a secure BeyondTrust session that the city must initiate
and can terminate at its discretion,

9.Will the City’s ICT be able to initiate system-to-system access to your ICT? Can the City terminate
access at its discretion?
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No.

10. Do you have an established and maintained processes that ensures the security of system-to-system
access including protection of Data at Rest and Data in Transit?
Yes,

11. When you are connected to other entity's ICT, do you ensure that there is no undisclosed path or
bridge into the City's ICT from another entity's ICT through you?
Yes.

Information Security
This section is used to gather information about how your organization manages City information.
1. Do you have a documented program to identify, classify, protect, manage, and maintain sensitive
information? (CEll and Privileged Non-Public)?
Yes.

2. Does your information protection program prohibit access to City data without authorization?
Yes.

3.Do you have a process to sanitize City information from your ICT at the City’s request or prior to
disposal of ICT storing City information? Will you provide that process upon written request?
Yes.

4.Do you have a documented configuration and change management process to ensure the integrity of
ICT used fo store City information, using change control and change control audits?
Yes, All changes in the environment are logged.

5.Do you have processes to approve software, patches and firmware prior to installation on ICT used to
store City information, as well as to verify the authenticity and integrity of the software, patches and
firmware prior to installation®?
Yes,

6.Do you maintain baselines and monitor for changes to baselines on ICT used to store City
information?
Yes. The deployment includes advanced monitoring measures.

7.Do you monitor for suspicious or malicious network communication on ICT used to store City
information’?
Yes,

8.Do you have methods deployed to deter, detect, or prevent malicious code on ICT used to store City
information?
Yes,

9.Do you have process in place to monitor for successful access attempts and failed access attempts on
ICT used to store City information?
Yes.
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System Security

This section is used to gather information about how your organization manages its ICT that maybe used to
provide services to the City.
1.Do you have a documented configuration and change management process to ensure the integrity of

ICT used to provide services to the City, using change control and change control audits?
Yes.

2.Do you have processes {o approve software, patches and firmware prior to instailation on ICT used to

provide services to the City, as well as to verify the authenticity and integrity of the software, patches
and firmware prior to installation?
Yes.

3.Do you maintain baselines and monitor for changes to baselines on ICT used to provide services to
the City?
Yes.

4.Do you monitor for suspicious or malicious network communication on ICT used to provide services to
the City?

Yes,

5.Do you have methods deployed to deter, detect, or prevent malicious code on ICT used to provide
services to the City?

Yes.

6.Do you have process in place to monitor for successful access attempts and failed access attempts on
ICT used to provide services to the City?

Yes,

7. Do you scan for vulnerabilities within your internal network? If so what is the scanning frequency?
Yes, continuous.

8. Do you do penetration testing of your internal network?
Yes.

9.Would you provide copies of the vulnerability and penetration test reports to the City, upon written
request?

Tyler engages multiple third-party experts to perform both external and internal penetration tests of our
networks and systems on, at least, an annual basis and all findings are mitigated in a timely manner. The
results of these tests are considered confidential and are not shared with external parties. Tyler does not
allow audits, inspections or penetration testing to be performed by clients as it could impact the
confidentiality, integrity and/or availability in our environment.

Tyler routinely scans its environment to identify vulnerabilities and then acts in a risk-informed fashion. Its
information security team maintains awareness of zero-day and other emerging threats to help assure the
security of the hosted solution environment.,
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Further information regarding Tyler's process for penetration testing and vulnerability scanning can be found
in our most recent Type 2 Service Organization Controls No. 2 (SOC 2) report.

Incident Response

This section is used to gather information about how your organization would responded to a cybersecurity
incident that may impact the City.
1. Do you maintain a cybersecurity incident response plan?
Tyler’s incident response plan, based on the NIST 800-53 Framework, defines a measured, repeatable process
for determining, handling, and recording when an incident occurs. Tyler Technologies’ handling of incidents,
including notification to clients, conforms to applicable state and federal law. Further information regarding
Tyler’s IRP can be found in our most recent Type 2 Service Organization Controls No. 2 (SOC 2) report found
here: https://www.tvlertech.com/about-us/securitv-compliance/soc-compl[ance.

Tyler regularly monitors the networks, systems, environments, and applications within its control. As part of
that monitoring, if Tyler identifies a potential security incident, Tyler follows established policies and
procedures to contain, respond to and mitigate such incidents. Tyler's standard practice is to treat the details
of any such incident as confidential, given that releasing those details to the public itself creates a security
risk, and/or because those details may include a client’s confidential information.

2.Do you update your cybersecurity incident response plan at least annually? If not reviewed annually,
provide frequency.
Yes.

3.Do you have a process to monitor industry threat information sharing and analysis centers (e.g. US-
CERT, National Vulnerability Database, CISA-AIS)?
Yes

4.Do you have a process to notify the City in the event a cybersecurity incident that may impact the
services you are providing to the City? Will you provided that process upon written request?
Tyler’s incident response plan, based on the NIST 800-53 Framework, defines a measured, repeatable process for
determining, handling, and recording when an incident occurs. Tyler Technologies’ handling of incidents, including
notification to clients, conforms to applicable state and federal law. Further information regarding Tyler’s IRP can be
found in our most recent Type 2 Service Organization Controls No. 2 (SOC 2) report found here:
https://www.tylertech.com/about-us/security-compliance/soc-compliance.

5.Do you have a process to coordinate a response to a cybersecurity incidents that may impact the City
because of the services you are providing? Will you provide that process upon written request?
Tyler’s incident response plan, based on the NIST 800-53 Framework, defines a measured, repeatable process for
determining, handling, and recording when an incident occurs. Tyler Technologies’ handling of incidents, including
notification to clients, conforms to applicable state and federal law. Further information regarding Tyler’s IRP can be
found in our most recent Type 2 Service Organization Controls No. 2 (SOC 2) report found here:
https://www.tylertech.com/about-us/security-compliance/soc-compliance.

6.Do you have a process to notify the City of known vulnerabilities related to your services provided to
the City? Will you provide that process upon written request?
Tyler’s incident response plan, based on the NIST 800-53 Framework, defines a measured, repeatable
process for determining, handling, and recording when an incident occurs. Tyler Technologies” handling of
incidents, including notification to clients, conforms to applicable state and federal law. Further information
regarding Tyler’s IRP can be found in our most recent Type 2 Service Organization Controls No. 2 (SOC 2)
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report found here: https://www.tylertech.com/about-us/security-compliance/soc-compliance.

End Questionnaire

Please submit the completed questionnaire with your RFP packet or return to the Information Owner or
Information System Owner that requested completion of the questionnaire.
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Sourceweill
Solicitation Number: RFP #060624

CONTRACT

This Contract is between Sourcewell, 202 12th Street Northeast, P.O. Box 219, Staples, MN
56479 (Sourcewell) and Tyler Technologies, Inc., 5101 Tennyson Pkwy., Plano, TX 75024
(Supplier).

Sourcewell is a State of Minnesota local government unit and service cooperative created
under the laws of the State of Minnesota (Minnesota Statutes Section 123A.21} that offers
cooperative procurement solutions fo government entities. Participation is open to eligible
federal, state/province, and municipal governmentai entities, higher education, K-12 education,
nonprofit, tribal government, and other public entities located in the United States and Canada.
Sourcewell issued a public solicitation for Software Selutions and Related Services for Public
Sector and Education Administration from which Supplier was awarded a contract in Categories
1,2,3,4,and5.

Supplier desires to contract with Sourcewell to provide equipment, products, or services to
Sourcewell and the entities that access Sourcewell's cooperative purchasing contracts
{Participating Entities).

1. TERM OF CONTRACT
A. EFFECTIVE DATE. This Contract is effective upon the date of the final signature below.

EXPIRATION DATE AND EXTENSION. This Contract expires October 25, 2028, unless it is
cancelled sooner pursuant to Article 22. This Contract allows up to three additional one-year
extensions upon the request of Sourcewell and written agreement by Supplier. Sourcewell
retains the right to consider additional extensions beyond seven years as required under
exceptional circumstances; provided, however, that any additional extension will be upon
written agreement by Supplier.

B. SURVIVAL OF TERMS. Notwithstanding any expiration or termination of this Contract, zll
payment obligations incurred prior to expiration or termination will survive, as will the
following: Articles 11 through 14 survive the expiration or cancellation of this Contract. All
other rights will cease upon expiration or termination of this Contract.
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2. EQUIPMENT, PRODUCTS, OR SERVICES

A. EQUIPMENT, PRODUCTS, OR SERVICES. Supplier will provide the Equipment, Products, or
Services as stated in its Proposal submitted under the Solicitation Number listed above,

Suppliet’s Equipment, Products, or Services Proposal (Proposal) is attached and incorporated
into this Contract.

All Equipment and Products provided under this Contract must be new and the current model.
Supplier may offer close-out or refurbished Equipment or Products if they are clearly indicated
in Supplier’s product and pricing list. Unless agreed to by the Participating Entities in advance,
Equipment or Products must be delivered as operational to the Participating Entity’s site.

This Contract offers an indefinite quantity of sales, and while substantial volume is anticipated,
sales and sales volume are not guaranteed.

B. WARRANTIES. During the term of a current Maintenarice or SaaS Agreement, Supplier
makes the following warranties:

a. Tyler Software Warranty ~ Supplier’s software will substantially conform to the
functional descriptions of the Supplier software contained in Supplier’s Proposal,
or their functional equivalent. Future functionality may be updated, modified, or
otherwise enhanced through Supplier’s maintenance and support services, and
the governing functional descriptions for such future functionality will be set
forth in Supplier’'s then-current documentation.

b. Tyler Services Warranty — Supplier warrants that it will perform services in a
professional, workmanlike manner, consistent with industry standards. In the
event Supplier provides services that do not conform to this warranty, Supplier
will re-perform the services at no additional cost

c. Third Party Warranties — Unless otherwise indicated, Supplier does not warrant
the condition of any third-party products or services resold through Supplier's
reseller agreement. Supplier will pass through any third-party warranties it
receives for such items and will reasonably cooperate and coordinate for access
to warranty service for third-party items Supplier resells.

C. DEALERS, DISTRIBUTORS, AND/OR RESELLERS. Upon Contract execution and throughout
the Contract term, Supplier must provide to Sourcewell a current means to validate or
authenticate Supplier's authorized dealers, distributors, or resellers relative to the Equipment,
Products, and Services offered under this Contract, which will be incorporated into this

Contract by reference. Itis the Supplier’s responsibility to ensure Sourcewell receives the most
current information.
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3. PRICING

All Equipment, Products, or Services under this Contract will be priced at or below the price
stated in Supplier’s Proposal.

When providing pricing quotes to Participating Entities, all pricing guoted must reflect a
Participating Entity’s total cost of acquisition. This means that the quoted cost is for delivered
Equipment, Products, and Services that are operational for their intended purpose, and
includes all costs to the Participating Entity’s requested delivery location.

Regardless of the payment method chosen by the Participating Entity, the total cost associated
with any purchase option of the Equipment, Products, or Services must always be disclosed in
the pricing quote to the applicable Participating Entity at the time of purchase.

A. SHIPPING AND SHIPPING COSTS. Alf delivered Equipment and Products must be properly
packaged. Damaged Equipment and Products may be rejected. If the damage is not readily
apparent at the time of delivery, Supplier must permit the Equipment and Products to be
returned within a reasonable time at no cost to Sourcewell or its Participating Entities.
Participating Entities reserve the right to inspect the Equipment and Products at a reasonable
time after delivery where circumstances or conditions prevent effective inspection of the
Equipment and Products at the time of delivery. In the event of the delivery of nonconforming
Equipment and Products, the Participating Entity will notify the Supplier as soon as possible and
the Supplier will replace nonconforming Equipment and Products with conforming Equipment
and Products.

Supplier must arrange for and pay for the return shipment on Equipment and Products that arrive
in a defective or inoperable condition.

Sourcewell may declare the Supplier in breach of this Contract if the Supplier intentionally
delivers substandard or inferior Equipment or Products.

B. SALES TAX. Each Participating Entity is responsible for supplying the Supplier with valid tax-
exemption certification(s). When ordering, a Participating Entity must indicate if it is a tax-
exempt entity.

C. HOT LIST PRICING. At any time during this Contract, Supplier may offer a specific selection
of Equipment, Products, or Services at discounts greater than those listed in the Contract.
When Supplier determines it will offer Hot List Pricing, it must be submitted electronically to
Sourcewell in a line-item format. Equipment, Products, or Services may be added or removed
from the Hot List at any time through a Sourcewell Price and Product Change Form as defined
in Article 4 below.
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Hot List program and pricing may also be used to discount and liquidate close-out and
discontinued Equipment and Products as long as those close-out and discontinued items are
clearly identified as such. Current ordering process and administrative fees apply. Hot List
Pricing must be published and made available to all Participating Entities.

4. PRODUCT AND PRICING CHANGE REQUESTS

Supplier may request Equipment, Product, or Service changes, additions, or deletions at any
time. All requests must be made in writing by submitting a sighed Sourcewell Price and Product
Change Request Form to the assigned Sourcewell Supplier Development Administrator. This

approved form is available from the assigned Sourcewell Supplier Development Administrator.
At a minimum, the request must:

@

Identify the applicable Sourcewell contract number;

Clearly specify the requested change;

Provide sufficient detail to justify the requested change;

Individually list all Equipment, Products, or Services affected by the requested change,
along with the requested change (e.g., addition, deletion, price change); and

e Include a complete restatement of pricing documentation in Microsoft Excel with the
effective date of the modified pricing, or product addition or deletion. The new pricing
restatement must include all Equipment, Products, and Services offered, even for those
items where pricing remains unchanged.

2

A fully executed Sourcewell Price and Product Change Request Form will become an
amendment to this Contract and will be incorporated by reference.

5. PARTICIPATION, CONTRACT ACCESS, AND PARTICIPATING ENTITY REQUIREMENTS

A. PARTICIPATION. Sourcewell’s cooperative contracts are available and open to public and
nonprofit entities across the United States and Canada; such as federal, state/province,
municipal, K-12 and higher education, tribal government, and other public entities.

The benefits of this Contract should be available to all Participating Entities that can legally
access the Equipment, Products, or Services under this Contract. A Participating Entity’s
authority to access this Contract is determined through its cooperative purchasing, interlocal,
or joint powers laws. Any entity accessing benefits of this Contract will be considered a Service
Member of Sourcewell during such time of access. Supplier understands that a Participating
Entity’s use of this Contract is at the Participating Entity’s sole convenience and Participating
Entities reserve the right to obtain like Equipment, Products, or Services from any other source.

Supplier is responsible for familiarizing its sales and service forces with Sourcewell contract use
eligibility requirements and documentation and will encourage potential participating entities
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to join Sourcewell. Sourcewell reserves the right to add and remove Participating Entities to its
roster during the term of this Contract.

B. PUBLIC FACILITIES. Supplier's employees may be required to perform work at government-
owned facilities, including schools. Supplier's employees and agents must conduct themselves
in a professional manner while on the premises, and in accordance with Participating Entity
policies and procedures, and all applicable laws.

6. PARTICIPATING ENTITY USE AND PURCHASING

A. ORDERS AND PAYMENT. To access the contracted Equipment, Products, or Services under
this Contract, a Participating Entity must clearly indicate to Supplier that it intends to access this
Contract; however, order flow and procedure will be developed jointly between Sourcewell and
Supplier. Typically, a Participating Entity will issue an order directly to Supplier or its authorized
subsidiary, distributor, dealer, or resefler. If a Participating Entity issues a purchase order, it
may use its own forms, but the purchase order shouid clearly note the applicable Sourcewell
contract humber. All Participating Entity orders under this Contract must be issued prior to
expiration or cancellation of this Contract; however, Supplier performance, Participating Entity
payment obligations, and any applicable warranty periods or other Supplier or Participating
Entity obligations may extend beyond the term of this Contract.

Supplier’s acceptable forms of payment are included in its attached Proposal. Participating
Entities will be solely responsible for payment and Sourcewell will have no liability for any
unpaid invoice of any Participating Entity.

B. ADDITIONAL TERMS AND CONDITIONS/PARTICIPATING ADDENDUM. Additional terms and
conditions to a purchase order, or other required transaction documentation, may be
negotiated between a Participating Entity and Supplier, such as job or industry-specific
requirements, legal requirements (e.g., affirmative action or immigration status requirements),
or specific local policy requirements. Some Participating Entities may require the use of a
Participating Addendum, the terms of which will be negotiated directly between the
Participating Entity and the Supplier or its authorized dealers, distributors, or resellers, as
applicable. Any negotiated additional terms and conditions must never be less favorable to the
Participating Entity than what is contained in this Contract. The foregoing notwithstanding,
Supplier may (i) require execution of a software and services agreementin a form substantially
similar to the one included with Supplier’s Proposal and/or {ii) require agreement to terms
required by third-party product providers.

C. SPECIALIZED SERVICE REQUIREMENTS. in the event that the Participating Entity requires
service or specialized petformance requirements not addressed in this Contract (such as e-
commerce specifications, specialized delivery requirements, or other specifications and
requirements), the Participating Entity and the Supplier may enter into a separate, standalone
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agreement, apart from this Contract. Sourcewell, including its agents and employees, will not
be made a party to a ctaim for breach of such agreement.

D. TERMINATION OF ORDERS. Participating Entities may terminate an order, in whole or
in part, immediately upon notice to Supplier in the event of any of the following events:

1. The Participating Entity fails to receive funding or appropriation from its governing body
at levels sufficient to pay for the equipment, products, or services to be purchased;

2. Federal, state, or provincial laws or regulations prohibit the purchase or change the
Participating Entity’s requirements; or

3. Supplier commits any material breach of this Contract or the additional terms agreed to
between Supplier and a Particlpating Entity, subject to the terms of an executed software
and services agreement between the Supplier and the Participating Entity.

E. GOVERNING LAW AND VENUE. The governing law and venue for any action related to a
Participating Entity’s order will be determined by the Participating Entity making the purchase.

7. CUSTOMER SERVICE

A. PRIMARY ACCOUNT REPRESENTATIVE. Supplier will assign an Account Representative to
Sourcewell for this Contract and must provide prompt notice to Sourcewell if that person is
changed. The Account Representative will be responsible for:

e Maintenance and management of this Contract;
¢ Timely respanse to all Sourcewell and Participating Entity inquiries; and
e Business reviews to Sourcewell and Participating Entities, if applicable.

B. BUSINESS REVIEWS. Supplier must perform a minimum of one business review with
Sourcewell per contract year. The business review will cover sales to Participating Entities,
pricing and contract terms, administrative fees, sales data reports, performance issues, supply
issues, customer issues, and any other necessary information.

8. REPORT ON CONTRACT SALES ACTIVITY AND ADMINISTRATIVE FEE PAYMENT

A. CONTRACT SALES ACTIVITY REPORT. Each calendar quarter, Supplier must provide a
contract sales activity report (Report) to the Sourcewell Supplier Development Administrator
assigned to this Contract. Reports are due no later than 45 days after the end of each calendar
quarter. A Report must be provided regardless of the number or amount of sales during that
quarter (i.e,, if there are no sales, Supplier must submit a report indicating no sales were
made).

The Report must contain the following fields:
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e Participating Entity Name {e.g., City of Staples Highway Department);
e Participating Entity Physical Street Address;

e Participating Entity City;

e Participating Entity State/Province;

e Participating Entity Zip/Postal Code;

e Participating Entity Contact Name;

o Participating Entity Contact Email Address;

e Participating Entity Contact Telephone Number;

e Sourcewell Assigned Entity/Participating Entity Number;

e ltem Purchased Description;

e [tem Purchased Price;

e Sourcewell Administrative Fee Applied; and

e Date Purchase was invoiced/sale was recognized as revenue by Supplier.

B. ADMINISTRATIVE FEE. In consideration for the support and services provided by Sourcewell,
the Supplier will pay an administrative fee to Sourcewell on all Equipment, Products, and
Services provided to Participating Entities. The Administrative Fee must be included in, and not
added to, the pricing. Supplier may not charge Participating Entities more than the contracted
price to offset the Administrative Fee.

The Supplier will submit payment to Sourcewell for the percentage of administrative fee stated
in the Proposal multiplied by the total sales of all Equipment, Products, and Services purchased
by Participating Entities under this Contract during each calendar quarter. Payments should
note the Supplier’s name and Sourcewell-assigned contract number in the memo; and must be
mailed to the address above “Attn: Accounts Receivable” or remitted electronically to
Sourcewel!’s banking institution per Sourcewell’s Finance department instructions. Payments
must be received no later than 45 calendar days after the end of each calendar quarter.

Supplier agrees to cooperate with Sourcewell in auditing transactions under this Contract to
ensure that the administrative fee is paid on all items purchased under this Contract.

In the event the Supplier is delinquent in any undisputed administrative fees, Sourcewell
reserves the right to cancel this Contract and reject any proposal submitted by the Supplier in
any subsequent solicitation. In the event this Contract is cancelled by either party prior to the
Contract’s expiration date, the administrative fee payment will be due no more than 30 days
from the cancellation date.

9. AUTHORIZED REPRESENTATIVE

Sourceweli's Authorized Representative is its Chief Procurement Officer.
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Supplier’s Authorized Representative is the person named in the Supplier’s Proposal. If
Supplier’s Authorized Representative changes at any time during this Contract, Supplier must
promptly notify Sourcewell in writing,

10. AUDIT, ASSIGNMENT, AMENDMENTS, WAIVER, AND CONTRACT COMPLETE

A. AUDIT. Pursuant to Minnesota Statutes Section 16C.05, subdivision 5, the books, records,
documents, and accounting procedures and practices relevant to this Contract are subject to
examination by Sourcewell or the Minnesota State Auditor for a minimum of six years from the
end of this Contract. This clause extends to Participating Entities as it relates to business
conducted by that Participating Entity under this Contract.

B. ASSIGNMENT. Neither party may assign or otherwise transfer its rights or obligations under
this Contract without the prior written consent of the other party and a fully executed
assignment agreement. Such consent will not be unreasonably withheld. Any prohibited
assignment will be invalid.

C. AMENDMENTS. Any amendment to this Contract must be in writing and will not be effective
until it has been duly executed by the parties.

D. WAIVER. Failure by either party to take action or assert any right under this Contract will
hot be deemed a waiver of such right in the event of the continuation or repetition of the

circumstances giving rise to such right. Any such waiver must be in writing and signed by the
parties.

E. CONTRACT COMPLETE. This Contract represents the complete agreement between the

parties. No other understanding regarding this Contract, whether written or oral, may be used
to bind either party.

F. RELATIONSHIP OF THE PARTIES. The relationship of the parties is one of independent
contractors, each free to exercise judgment and discretion with regard to the conduct of their
respective businesses. This Contract does not create a partnership, joint venture, or any other
relationship such as master-servant, or principal-agent.

11. INDEMNITY AND HOLD HARMLESS

Supplier must indemnify, defend, save, and hold Sourcewell and its Participating Entities,
including their agents and employees, harmless from any claims or causes of action, including
attorneys’ fees incurred by Sourcewell or its Participating Entities, arising out of any act or
omission in the performance of this Contract by the Supplier or its agents or employees; this
indemnification includes injury or death to person{s) or property alleged to have been caused
by some defect in the Equipment, Products, or Services under this Contract to the extent the
Equipment, Product, or Service has been used according to its specifications. Sourcewell’s
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responsibility will be governed by the State of Minnesota’s Tort Liability Act (Minnesota
Statutes Chapter 466) and other applicable law.

12. GOVERNMENT DATA PRACTICES

Supplier and Sourcewell must comply with the Minnesota Government Data Practices Act,
Minnesota Statutes Chapter 13, as it applies to all data provided by or provided to Sourcewell
under this Contract and as it applies to all data created, collected, received, maintained, or
disseminated by the Supplier under this Contract. Sourcewell and Supplier acknowledge that
compliance with the Minnesota Government Data Practices Act extends only {o that data to
which the Act applies.

13. INTELLECTUAL PROPERTY, PUBLICITY, MARKETING, AND ENDORSEMENT

A. INTELLECTUAL PROPERTY
1. Grant of License. During the term of this Contract:
a. Sourcewel! grants to Supplier a royalty-free, worldwide, non-exclusive right and
license to use the trademark(s) provided to Supplier by Sourcewell in advertising and
promotional materials for the purpose of marketing Sourcewell’s relationship with
Supplier.
b. Supplier grants to Sourcewell a royalty-free, worldwide, non-exclusive right and
license to use Supplier's trademarks in advertising and promotional materials for the
purpose of marketing Supplier’s relationship with Sourcewell.
2. Limited Right of Sublicense. The right and license granted herein includes a limited right
of each party to grant sublicenses to their respective subsidiaries, distributors, dealers,
resellers, marketing representatives, and agents {collectively “Permitted Sublicensees”} in
advertising and promotional materials for the purpose of marketing the Parties’ relationship
to Participating Entities. Any sublicense granted will be subject to the terms and conditions
of this Article. Each party will be responsible for any breach of this Article by any of their
respective sublicensees.
3. Use; Quality Control.
a. Neither party may alter the other party’s trademarks from the form provided
and must comply with removal requests as to specific uses of its trademarks or
logos.
b. Each party agrees to use, and to cause its Permitted Sublicensees to use, the
other party’s trademarks only in good faith and in a dignified manner consistent with
such party’s use of the trademarks. Upon written notice to the breaching party, the
breaching party has 30 days of the date of the written notice to cure the breach or
the license will be terminated.
4. Termination. Upon the termination of this Contract for any reason, each party, including
Permitted Sublicensees, will have 30 days to remove all Trademarks from signage, websites,
and the like bearing the other party’s name or logo {excepting Sourcewell’s pre-printed
catalog of suppliers which may be used untit the next printing). Supplier must return all
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marketing and promotional materials, including signage, provided by Sourcewell, or dispose
of it according to Sourcewell’s written directions.

B. PUBLICITY. Any publicity regarding the subject matter of this Contract must not be released
without prior written approval from the Authorized Representatives. Publicity includes notices,
informational pamphlets, press releases, research, reports, signs, and similar public notices
prepared by or for the Supplier individually or jointly with others, or any subcontractors, with
respect to the program, publications, or services provided resulting from this Contract.

C. MARKETING. Any direct advertising, marketing, or offers with Participating Entities must be

approved by Sourcewell. Send all approval requests to the Sourcewell Supplier Development
Administrator assigned to this Contract.

D. ENDORSEMENT. The Supplier must not claim that Sourcewell endorses its Equipment,
Products, or Services.

14. GOVERNING LAW, JURISDICTION, AND VENUE
The substantive and procedural laws of the State of Minnesota will govern this Contract. Venue
for all legal proceedings arising out of this Contract, or its breach, must be in the appropriate
state court in Todd County, Minnesota or federal court in Fergus Falls, Minnesota.
15, FORCE MAIJEURE
Neither party to this Contract will be held responsible for delay or default caused by acts of God
or other conditions that are beyond that party’s reasonable control. A party defaulting under
this provision must provide the other party prompt written notice of the default.
16. SEVERABILITY
If any provision of this Contract is found by a court of competent jurisdiction to be illegal,
unenforceable, or void then both parties will be relieved from all obligations arising from that

provision. If the remainder of this Contract is capable of being performed, it will not be affected
by such determination or finding and must be fully performed.

17. PERFORMANCE, DEFAULT, AND REMEDIES

A. PERFORMANCE. During the term of this Contract, the parties will monitor performance and
address unresclved contract issues as follows:

1. Notification. The parties must promptly notify each other of any known dispute and
work in good faith to resolve such dispute within a reasonable period of time. If necessary,
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Sourcewell and the Supplier will jointly develop a short briefing document that describes
the issue(s), relevant impact, and positions of both parties.

2. Escalation. If parties are unable to resolve the issue in a timely manner, as specified
abave, either Sourcewell or Supplier may escalate the resolution of the issue to a higher
level of management. The Supplier will have 30 calendar days to cure an outstanding issue.
3. Performance while Dispute is Pending. Notwithstanding the existence of a dispute, the
Supplier must continue without delay to carry out all of its responsibilities under the
Contract that are not affected by the dispute.

B. DEFAULT AND REMEDIES. Either of the following constitutes cause to declare this Contract,
or any Participating Entity order under this Contract, in default:

1. Nonperformarnce of contractual requirements, or
2. A material breach of any term or condition of this Contract.

The party claiming default must provide written notice of the default, with 30 calendar days to
cure the default. Time allowed for cure will not diminish or eliminate any liability for liquidated
or other damages. If the default remains after the opportunity for cure, the non-defaulting
patty may:

o Exercise any remedy provided by law or equity, or
s Terminate the Contract or any portion thereof, including any orders issued against the
Contract.

18. INSURANCE

A. REQUIREMENTS. At its own expense, Supplier must maintain insurance policy(ies} in effect
at all times during the performance of this Contract with insurance companylies) licensed or
authorized to do business in the State of Minnesota having an “AM BEST” rating of A- or better,
with coverage and limits of insurance not less than the following:

1.  Workers’ Compensation and Employer’s Liability.
Workers’ Compensation: As required by any applicable law or regulation.
Employer's Liability Insurance: must be provided in amounts not less than listed below:
Minimum limits:
$500,000 each accident for bodily injury by accident
$500,000 policy limit for bodily injury by disease
$500,000 each employee for bodily injury by disease

2. Commercial General Liability Insurance. Supplier will maintain insurance covering its
operations, with coverage on an occurrence basis, and must be subject to terms no less
broad than the Insurance Services Office (“1S0”) Commercial General Liability Form
CG0001 (2001 or newer edition), or equivalent. At a minimum, coverage must include
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liability arising from premises, operations, bodily injury and property damage,
independent contractors, products-completed operations including construction defect,
contractual liability, blanket contractual liability, and personal injury and advertising
injury. All required limits, terms and conditions of coverage must be maintained during
the term of this Contract.

Minimum Limits:

$1,000,000 each occurrence Bodily Injury and Property Damage

$1,000,000 Personal and Advertising Injury

$2,000,000 aggregate for products liability-completed operations

§2,000,000 general aggregate

3. Commercial Automobile Liability insurance. During the term of this Contract,
Supplier will maintain insurance covering all owned, hired, and non-owned automobiles
in limits of liability not less than indicated below. The coverage must be subject to terms
no less broad than 1SO Business Auto Coverage Form CA 0001 (2010 edition or newer),
or equivalent.

Minimum Limits:

$1,000,000 each accident, combined single limit

4. Umbrella Insurance. During the term of this Contract, Supplier will maintain
umbrella coverage over Employer’s Liability, Commercial General Liability, and
Commercial Automobile,

Minimum Limits:

$2,000,000

5. Professional/Technical, Errors and Omissions, and/or Miscellaneous Professional
Liabifity. During the term of this Contract, Supplier will maintain coverage for all claims
the Supplier may become legally obligated to pay resulting from any actual or alleged
negligent act, error, or omission related to Supplier’s professional services required
under this Contract.

Minimum Limits:

$2,000,000 per claim or event

52,000,000 — annual aggregate

6. Network Security and Privacy Liability Insurance. During the term of this Contract,
Supplier will maintain coverage for network security and privacy liability. The coverage
may be endorsed on another form of liakility coverage or written on a standalone
policy. The insurance must cover claims which may arise from failure of Supplier’s
security resulting in, but not limited to, computer attacks, unauthorized access,
disclosure of not public data —including but not limited to, confidential or private
information, transmission of a computer virus, or denial of service,

Minimum limits:

52,000,000 per occurrence
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$2,000,000 annual aggregate

Failure of Supplier to maintain the required insurance will constitute a material breach entitling
Sourcewell to immediately terminate this Contract for default.

B. CERTIFICATES OF INSURANCE. Prior to commencing under this Contract, Supplier must
furnish to Sourcewell a certificate of insurance, as evidence of the insurance required under this
Contract. Copies of renewal certificates will be mailed to Sourcewell, 202 12th Street
Northeast, P.O. Box 219, Staples, MN 56479 or sent to the Sourcewell Supplier Development
Administrator assigned to this Contract as close as practicable to the date the applicable policy
or policies is/are renewed. The certificates must be signed by a person authorized by the
insurer(s) to bind coverage on their behalf.

Failure to request certificates of insurance by Sourceweli, or failure of Supplier to provide
certificates of insurance, in no way limits or relieves Supplier of its duties and responsibilities in
this Contract.

€. ADDITIONAL INSURED ENDORSEMENT AND PRIMARY AND NON-CONTRIBUTORY
INSURANCE CLAUSE. Supplier agrees to include Sourcewell and its Participating Entities,
including their officers, agents, and employees, as an additional insured under the Supplier’s
commercial general liability insurance policy with respect to liability arising out of activities,
“operations,” or “work” performed by or on behalf of Supplier, and products and completed
operations of Supplier as respects this Contract. The policy provision{s) or endorsement(s} must
further provide that coverage is primary for claims under Supplier’s commercial general liability
policy that are caused, in whole or in part, by Supplier as respects this Contract and not excess
over or contributory with any other valid, applicable, and collectible insurance or self-insurance
in force for the additional insureds.

D. WAIVER OF SUBROGATION. Except to the extent the damage or injury is caused by
Sourcewel!, Supplier waives subrogation rights against Sourcewell on claims under Supplier’s
commercial general liability, automobile liability, and workers’ compensation and employee
liability policies that arise out of or refate to this Contract and are between Supplier and
Sourcewell. The waiver must apply to all deductibles and/or self-insured retentions applicable
to the required or any other insurance maintained by the Supplier or its subcontractors. Where
permitted by law, Supplier must require similar written express waivers of subrogation and
insurance clauses from each of its subcontractors.

E. UMBRELLA/EXCESS LIABILITY/SELF-INSURED RETENTION. The limits required by this

Contract can be met by either providing a primary policy or in combination with
umbrella/excess liability policy(ies}, or self-insured retention.
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1%. COMPLIANCE

A. LAWS AND REGULATIONS. All Equipment, Products, or Services provided under this
Contract must comply fully with applicable federal laws and regulations, and with the laws in
the states and provinces in which the Equipment, Products, or Services are sold.

B. LICENSES. Supplier must maintain a valid and current status on all required federal,
state/provincial, and local licenses, bonds, and permits required for the operation of the
business that the Supplier conducts with Sourcewell and Participating Entities.

20. BANKRUPTCY, DEBARMENT, OR SUSPENSION CERTIFICATION

Supplier certifies and warrants that it is not in bankruptey or that it has previously disclosed in
writing certain information to Sourcewell refated to bankruptcy actions. If at any time during

this Contract Supplier declares bankruptcy, Supplier must immediately notify Sourcewell in
writing.

Supplier certifies and warrants that neither it nor its principals are presently debarred,
suspended, proposed for debarment, declared ineligible, or voluntarily excluded from programs
operated by the State of Minnesota; the United States federal government or the Canadian
government, as applicable; or any Participating Entity. Supplier certifies and warrants that
neither it nor its principals have been convicted of a criminal offense related to the subject
matter of this Contract. Supplier further warrants that it will provide immediate written notice
to Sourcewell if this certification changes at any time.

21. PROVISIONS FOR NON-UNITED STATES FEDERAL ENTITY PROCUREMENTS UNDER
UNITED STATES FEDERAL AWARDS OR OTHER AWARDS

Participating Entities that use United States federal grant or FEMA funds to purchase goods or
services from this Contract may be subject to additional requirements including the
procurement standards of the Uniform Administrative Requirements, Cost Principles and Audit
Requirements for Federal Awards, 2 C.F.R. § 200. Participating Entities may have additional
reguirements based on specific funding source terms or conditions. Within this Article, all
references to “federal” should be interpreted to mean the United States federal government.
The following list only applies when a Participating Entity accesses Supplier’s Equipment,
Products, or Services with United States federal funds.

A. EQUAL EMPLOYMENT OPPORTUNITY. Except as otherwise provided under 41 C.F.R. § 60, all
contracts that meet the definition of “federally assisted construction contract” in 41 C.F.R. § 60-
1.3 must include the equal opportunity clause provided under 41 C.F.R. §60-1.4({b), in
accordance with Executive Order 11246, “Equal Employment Opportunity” {30 FR 12319,
12935, 3 C.F.R. §, 1964-1965 Comp., p. 339), as amended by Executive Order 11375, “Amending
Executive Order 11246 Relating to Equal Employment Opportunity,” and implementing
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regulations at 41 C.F.R. § 60, “Office of Federal Contract Compliance Programs, Equal
Employment Opportunity, Department of Labor.” The equal opportunity clause is incorporated
herein by reference.

B. DAVIS-BACON ACT, AS AMENDED {40 U.S.C. § 3141-3148). When required by federal
program legislation, all prime construction contracts in excess of $2,000 awarded by non-
federal entities must include a provision for compliance with the Davis-Bacon Act (40US.C. §
3141-3144, and 3146-3148) as supplemented by Department of Labor regulations (29 C.F.R. § 5,
“Labor Standards Provisions Applicable to Contracts Covering Federally Financed and Assisted
Construction”). In accordance with the statute, contractors must be required to pay wages to
iaborers and mechanics at a rate not less than the prevailing wages specified in a wage
determination made by the Secretary of Labor. In addition, contractors must be required to pay
wages not less than once a week. The non-federal entity must place a copy of the current
prevailing wage determination issued by the Department of Labor in each solicitation. The
decision to award a contract or subcontract must be conditioned upon the acceptance of the
wage determination. The non-federal entity must report all suspected or reported violations to
the federal awarding agency. The contracts must also include a provision for compliance with
the Copeland “Anti-Kickback” Act (40 U.S.C. § 3145), as supplemented by Department of Labor
regulations (29 C.F.R. § 3, “Contractors and Subcontractors on Public Building or Public Work
Financed in Whole or in Part by Loans or Grants from the United States”), The Act provides that
each contractor or subrecipient must be prohibited from inducing, by any means, any person
employed in the construction, completion, or repair of public work, to give up any part of the
compensation to which he or she is otherwise entitled. The non-federal entity must report

all suspected or reported violations to the federal awarding agency. Supplier must be in
compliance with all applicable Davis-Bacon Act provisions.

C. CONTRACT WORK HOURS AND SAFETY STANDARDS ACT {40 U.S.C. § 3701-3708). Where
applicable, all contracts awarded by the non-federal entity in excess of $100,000 that involve
the employment of mechanics or laborers must include a provision for compliance with 40
U.S.C. §§ 3702 and 3704, as supplemented by Department of Labor regulations (29 C.F.R. § 5).
Under 40 U.S.C. § 3702 of the Act, each contractor must be required to compute the wages of
every mechanic and laborer on the basis of a standard work week of 40 hours. Work in excess
of the standard work week is permissible provided that the worker is compensated at a rate of
not fess than one and a half times the basic rate of pay for all hours worked in excess of 40
hours in the work week. The requirements of 40 U.5.C. § 3704 are applicable to construction
work and provide that no laborer or mechanic must be required to work in surroundings or
under working conditions which are unsanitary, hazardous or dangerous. These requirements
do not apply to the purchases of supplies or materials or articles ordinarily available on the
open market, or contracts for transportation or transmission of intelligence. This provision is
hereby incorporated by reference into this Contract. Supplier certifies that during the term of
an award for all contracts by Sourcewell resulting from this procurement process, Supplier must
comply with applicable requirements as referenced above.
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D. RIGHTS TO INVENTIONS MADE UNDER A CONTRACT OR AGREEMENT. If the federal award
meets the definition of “funding agreement” under 37 C.F.R. § 401.2{a) and the recipient or
subrecipient wishes to enter into a contract with a small business firm or nonprofit organization
regarding the substitution of parties, assighment or performance of experimental,
developmental, or research work under that “funding agreement,” the recipient or subrecipient
must comply with the requirements of 37 C.F.R. § 401, “Rights to Inventions Made by Nonprofit
Organizations and Small Business Firms Under Government Grants, Contracts and Cooperative
Agreements,” and any implementing regulations issued by the awarding agency. Supplier
certifies that during the term of an award for all contracts by Sourcewell resulting from this
procurement process, Supplier must comply with applicable requirements as referenced above.

E. CLEAN AIR ACT (42 U.S.C. § 7401-76710Q.) AND THE FEDERAL WATER POLLUTION CONTROL
ACT (33 U.S.C. § 1251-1387). Contracts and subgrants of amounts in excess of $150,000 require
the non-federal award to agree to comply with all applicable standards, orders or regulations
issued pursuant to the Clean Air Act (42 U.S.C. § 7401- 7671q) and the Federal Water Poliution
Control Act as amended (33 U.5.C. § 1251- 1387). Violations must be reported to the Federal
awarding agency and the Regional Office of the Environmental Protection Agency (EPA).

Supplier certifies that during the term of this Contract wili comply with applicable requirements
as referenced above.

F. DEBARMENT AND SUSPENSION (EXECUTIVE ORDERS 12549 AND 12689). A contract award
{see 2 C.F.R. § 180.220) must not be made to parties listed on the government wide exclusions
in the System for Award Management {SAM), in accordance with the OMB guidelines at 2 C.F.R.
§1.80 that implement Executive Orders 12549 (3 C.F.R. § 1986 Comp., p. 189) and 12689 (3
C.F.R. § 1989 Comp., p. 235), “Debarment and Suspension.” SAM Exclusions contains the names
of parties debarred, suspended, or otherwise excluded by agencies, as well as parties declared
ineligibte under statutory or regulatory authority other than Executive Order 12549, Supplier
certifies that neither it nor its principals are presently debarred, suspended, proposed for
debarment, declared ineligible, or voluntarily excluded from participation by any federal
department or agency.

G. BYRD ANTI-LOBBYING AMENDMENT, AS AMENDED (31 U.S.C. § 1352). Suppliers must file
any required certifications. Suppliers must not have used federal appropriated funds to pay any
person or organization for influencing or attempting to influence an officer or employee of any
agency, a member of Congress, officer or employee of Congress, or an employee of a member
of Congress in connection with obtaining any federal contract, grant, or any other award
covered by 31 U.S.C. § 1352. Suppliers must disclose any lobbying with non-federal funds that
takes place in connection with obtaining any federal award. Such disclosures are forwarded
from tier to tier up to the non-federal award. Suppliers must file all certifications and

disclosures required by, and otherwise comply with, the Byrd Anti-Lobbying Amendment (31
U.S.C. § 1352).
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H. RECORD RETENTION REQUIREMENTS. To the extent applicable, Supplier must comply with
the record retention requirements detailed in 2 C.F.R. § 200.333. The Supplier further certifies
that it will retain all records as required by 2 C.F.R. § 200.333 for a period of 3 years after
grantees or subgrantees submit fina! expenditure reports or quarterly or annual financial
reports, as applicable, and all other pending matters are closed.

. ENERGY POLICY AND CONSERVATION ACT COMPLIANCE. To the extent applicable, Supplier
must comply with the mandatory standards and policies relating to energy efficiency which are
contained in the state energy conservation plan issued in compliance with the Energy Policy
and Conservation Act.

1. BUY AMERICAN PROVISIONS COMPLIANCE. To the extent applicable, Supplier must comply
with all applicable provisions of the Buy American Act. Purchases made in accordance with the
Buy American Act must follow the applicable procurement rules calling for free and open
competition.

K. ACCESS TO RECORDS (2 C.F.R. § 200.336). Supplier agrees that duly authorized
representatives of a federal agency must have access to any books, documents, papers and
records of Supplier that are directly pertinent to Supplier’s discharge of its obligations under
this Contract for the purpose of making audits, examinations, excerpts, and transcriptions. The
right also includes timely and reasonable access to Supplier’s personne! for the purpose of
interview and discussion relating to such documents.

L. PROCUREMENT OF RECOVERED MATERIALS (2 C.F.R. § 200.322). A non-federal entity that is
a state agency or agency of a political subdivision of a state and its contractors must comply
with Section 6002 of the Solid Waste Disposal Act, as amended by the Resource Conservation
and Recovery Act. The requirements of Section 6002 include procuring only items designated in
guidelines of the Environmental Protection Agency (EPA) at 40 C.F.R. § 247 that contain the
highest percentage of recovered materials practicable, consistent with maintaining a
satisfactory level of competition, where the purchase price of the item exceeds $10,000 or the
value of the quantity acquired during the preceding fiscal year exceeded $10,000; procuring
solid waste management services in a manner that maximizes energy and resource recovery;
and establishing an affirmative procurement program for procurement of recovered materials
identified in the EPA guidelines,

M. FEDERAL SEAL(S), LOGOS, AND FLAGS. The Supplier cannot use the sealfs), logos, crests, or
reproductions of flags or likenesses of Federal agency officials without specific pre-approval.

N. NO OBLIGATION BY FEDERAL GOVERNMENT. The U.S. federal government is not a party to
this Contract or any purchase by a Participating Entity and is not subject to any obligations or
liabilities to the Participating Entity, Supplier, or any other party pertaining to any matter
resulting from the Contract or any purchase by an authorized user.
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0. PROGRAM FRAUD AND FALSE OR FRAUDULENT STATEMENTS OR RELATED ACTS. The
Contractor acknowledges that 31 U.S.C. 38 (Administrative Remedies for False Claims and

Statements) applies to the Supplier’s actions pertaining to this Contract or any purchase by a
Participating Entity.

P. FEDERAL DEBT. The Supplier certifies that it is non-delinquent in its repayment of any
federal debt. Examples of relevant debt include delinquent payroll and other taxes, audit
disallowance, and benefit overpayments.

Q. CONFLICTS OF INTEREST. The Supplier must notify the U.S. Office of General Services,
Sourcewell, and Participating Entity as soon as possible if this Contract or any aspect related to
the anticipated work under this Contract raises an actual or potential conflict of interest {as
described in 2 C.F.R. Part 200). The Supplier must explain the actual or potential conflict in
writing in sufficient detail so that the U.S. Office of General Services, Sourcewell, and
Participating Entity are able to assess the actual or potential conflict; and provide any additional
information as necessary or requested.

R. U.S. EXECUTIVE ORDER 13224. The Supplier, and its subcontractors, must comply with U.S.
Executive Order 13224 and U.S. Laws that prohibit transactions with and provision of resources
and support to individuals and organizations associated with terrorism.

S. PROHIBITION ON CERTAIN TELECOMMUNICATIONS AND VIDEO SURVEILLANCE SERVICES OR
EQUIPMENT. To the extent applicable, Supplier certifies that during the term of this Contract it
will comply with applicable requirements of 2 C.F.R. § 200.216.

T. DOMESTIC PREFERENCES FOR PROCUREMENTS. To the extent applicable, Supplier certifies

that during the term of this Contract it will comply with applicable requirements of 2 C.F.R. §
200.322.

22. CANCELLATION

Sourcewell or Supplier may cancel this Contract at any time, with or without cause, upon 60
days’ written notice to the other party. However, Sourcewell may cancel this Contract
immediately upon discovery of a material defect in any certification made in Supplier’s
Proposal. Cancellation of this Contract does not relieve either party of financial, product, or
service obligations incurred or accrued prior to cancellation.
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Sourcewell Tyler Technologies, inc.

DocuSigned by:

. ij,mq. Sduwarts, Tina Mine
y:

- COFD2A130D06488. . By: 7AQ32FO8AZ384D5..
leremy Schwartz Tina Mize
Title: Chief Procurement Officer Title: Group General Counsel
11/13/2024 | 4:32 PM CST 11/13/2024 | 4:27 PM CST
Date: Date:
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RFP 060624 - Software Solutions and Related Services for Public
Sector and Education Administration

Vendor Details

Company Name: Tyler Technologies

Does your company conduct
business under any other name? If Maine
yes, please state:

1 Tyler Drive
Address:

Yarmouth, Maine 04006
Contact: Ehren Morse
Emait: shren.morse@tylertech.com
Phone: 800-772-2260 4662
Fax; 207-712-6025
HST# 75-2303920

Submission Details

Created On: Thursday April 18, 2024 06:47:48
Submitted On: Thursday June 13, 2024 09:02:59
Submitted By: Ehren Morse

Emall: shren.morse@tylertech.com

Transaction #: d904b570-Bec-473c-ba06-9a71327912da

Submitter's IP Address: 183.116.144.108
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Specifications
Table 1: Proposer ldentity & Authorized Representatives

General Instructions {applies to all Tables) Sourcewell prefers a brief but thorough response ta each question, Do not merely attach additional documents to your response without also
providing a substantive response, Do nol leave answers blani; respond “NJA" if the question does not apply to you (preferably with an explanation),

Proposer Legal Mame {one legal entity only): {In the avent of
award, will axecule the resulling contract as "Supplier”)

d

idenllfy all applicable essumed names or DBA names of the
idiaries In Line 1 or Line 2 above

 Uniciie’ Entity: identifisr: (SAM)E

5101 Tennyson Plwy, Pl
£ Mo yiorlech ooz L i
all |Tina Mize, Group General Counsel, 7701 College Blvd,, Overland Park, KS 86663, tira.mize@iylerisch.com, 913-488-
address & phane) (The representative must have authorly to 5239

sign the "Praposes's Assurance of Compliance” on hehalf of the *
Proposar and, In the avent of award, wii be expected to execute
the resulling contract).

TX 75024

G T ior Drivies Yanmeutr Mali
is proposal, If any (name, tille, Gla Davis, VP Sales Enabiement
address, emall address & phane): 1 Tyler Drve, Yarmouth Maine, giadavis@tylertech.com, 800-772-2260

Table 2: Company Information and Financial Strength
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10 Provide a brief history of your company, Ihcluding your Tylar Technalogies has paved the way for digital transformation In the public sectar with integrated software and
company's core values, business philosophy, and Industry technology services. Our end-to-end solutions ampower govemment entities at the looal, state, end federal levels to
longevily related fo Ihe requested equipment, producls or services. [operate sfficlently and transparently In their interactions with the public and in iheir collaboration with each oiher. By
connecling deta and processes across disparate syslems, we iransform how clents tum data Into actionable Inslghts
and solutions for thelr communities. Cur rnisslon, vision, and values Inherently support sustainable operations,

Gulded by our Connected Communities vision, we suppart thriving communities wilk aur Integrated product solulions to
bulld a digital foundatlon that enhances data access, engsgament, and transparency. Tylar alms lo pravide the
technology neaded for ssamless information exchange among government entllios, schools, and residants across
gecgraphic, agency, and departmental boundarias. Throlgh streamlined processes and solulions, we are driven fo halp
overcome data and resource sharing challenges in the public seclor, contributing to improved connectivity, efficlency, and
agllity,

At Tyler, we imaglne a world where all clly, county, and reglenal gevernment services are connected within a healthy
digital infrastructure, By seamlassly connecting data, pecple, and processes across depertments and geographic
boundarles, the public sectar can fackle socisty's unprecedantad challenges while increasing resident engagament with
government. Only Tyler dellvers the exclusive public sector focus, depth and breadth of solutions, Industry experlerce,
and Infentional Innovation that will drive the public seslor forward,

What are our values?
Purpose - we are purpese driven,

Tylar has built its brand by delivering value for cllents, creating a strong warkplace cuflurs, ensuring transparancy h our
operalions, and empowaring strong, vibrant communities. We take great pride in the Tyler brand and what it stands for.

Respect - wa respect our resources.

Respact for the environment is more than a mindset; It requites real investment and focus. In 2023, we concentrated on
strengthening our sustainabiiity Initlatives while ensuring operational sxcellence. Our successes are a tastamend to the
dedication of Tyler team members, who embody our mission and bring our sustalnabilty priaritles to e,

Communily « we are committed to building community,

A spirit of communlty Is a common thread that runs through every Interaction, inside and outside our organizatlon. For
our communities, this means genercus giving through the Tyler Foundation, our endowmen! for charitable giving. It also
megns continulng our unique relationship with Bath Ends Belleving, Tyler's nanprofit partner benefiling children in
institutional care araund the world, For our company, this means support for the waliness and fulfilment of our
employees, as wel as for & wide range of causes they care about, Far our clients and shargholders, this means
providing peace of mind by Investing In security, complianca, and privacy inifiatives thal mest or exceed soflware
industry standards. We publish specific guldance on these pragrams on the Compliance page of our wabsite.

Integrity - we refuse o compromisa on Integrity.

Evary aspect of aur business begins and ends wilh Infegrity. In adhering to corporate govemance standerds, Integrily Is
our gulding principle and our number one requirement for success - with our team mernbers, our clients, our
shareholders, and even with aur competitors, We conslder Integrity to be at the heart of our success and uphold it
dally through careful istening, thoughlful analysls, and responsible decislon making,

Company Background

Tyler Technologles Is the largest and most established provider of integrated software and technology services focused

on the public seclor, Tylar's end-to-end solutions empower local, state, and federal governmant entities Lo operate more
efficiently and connect more transparently with thelr constitients and with each ather, By connecting daia and processes
acioss disparate systems, Tyler's solutions are trangforming how clients gain actionable Insights thet solve problems in

thelr communities,

Tyler empowers government and schaols 1o create safer, smarter, and more vibrant communities through integrated
solutions ranglny from Appralsal & Tax, Clvic Services, Courls & Justics, Data & Insights, ERP, Land & Official
Records to Public Safety and K-12 Education and has been exclusively focused on the public seclor singa 1997, Tyler
was founded In 1986, Incaporated in Delaware In November 1989 and Is a publicly traded carporalion on the NYSE
(TYL) and is headquartered in Plano, TX, wilh 28 affice locations across the U8, and Canada, With a cllent retention
rate of 88%, Tylar has more than 4,000 successful installations across 13,000 sltes, with clients in all 50 states,
Canada, the Caribbean, Ausiralia, and other Internatlonal lacations.

Qur Products

With decades of exclusive public sector experience, Tyler s the market leader providing intagrated software and
servicas. Subjecl matter experts and in<deplh producls result in a sustalnable client partnership that delivers the
Industry's most comprehensive salution. We provide the Industry's broadest line of software products and offer clients a
single saurce for ali thelr Information technology needs in sevaral major areas:

Public Admintstration : Appralsal & Tax, Civic Servicas, ERP, Land & Officlal Records, Regulatory Qutdoor Recreation,
Courts & Public Safely : Corrections, Courts & Justice, Putlic Safety

Hegith and Human Services : Environmantal Health & Disabillly & Benafils

K1-12 Education : School ERP, Student Information, Student Transportation

Transformetive Technology: Data & Insights, Civic Exparfence, Cybersecurity, Payments, Produstivity Tools

We are known for long-standing cllent relationshlps, functional and feaiure-rich products, and the latest technology, In
addition {o software products, Tyler provides related professional services including installation, data converslon,
consuiting, Wraining, customization, support, disester recovery, and appiication and data fosting.

Public Seetor Focus

Tyler's business units have provided software and services to customers for more than fifty years and have long-
standing reputations in the local govermment market for quality produscts and custemer service. Tyler is the largest
campany In the United States focused solely on providing software solutions to the public sector, While many of our
competitors compete in muttiple vertical markets, Tylar Is singulary focused on the public sector.

Tyler recognizes that the public sector is genaerally siable, risk averse, and eraves communlly accesshilty, sscuity, and
transparency. That Is why local government and school entities seek reliable and efficient software and services from
Tyler-a vender who Is professional, reputable, dedicated, and achisves results, Tyler has the experience to understand

the unique requirsments of the public secter, the necessary resources fo Invest in its products, and the abilly to delivar
quality services.

Our Experienca

Tyler Technalogles' solutions offer the widest breadth of products In the Industry, the latest technology available, and an
intagrated system that can oparate In diverse offices throughout a jurisdiction. More importantly, Tyler's vision and skill In
executing Ihat vision s what ultimately leads to a successful implementation and long-term solution for our customers.
Qur experlenced team conslsts of Industry leaders that keep our team maving and making sure we can give you the
tools te succeed.
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exceptional Sanvice, and: ensurng; the: sicoess: of. gub.clisise: s :
12 Demansirate your financlal strength and stablity with meaningful | Tyler consistently maintains a sofid balance sheal, sirong cash flow and low debt, experiencing consistent revenue
dala. This coud include such ltems as flnancial statements, SEC |growth, In 2023, Tyier achleved lotal revorues of $1.95 bllion representing 7.4% yoat-ovor-year organic growth,
fillngs, credit and bond ratings, lettars of cradit, and detalled
referenca letlers, Uplead supporiing documents (as applicable} in {Tyler Is commitled o continual research and davelopment, These investments are spread widely across our solutions
tho decument upload sectlon of your respense. suites, enhancing our products and services that wiil match the changing derands of our clients, slrengthen our market
sositfon, and support future growth. We recordad research and devalopment expense of $109.6 millor in 2023, $105.2
milion in 2022, and $93.5 million in 2021

Theugh our increased R&D investment has created a short-term haadwind o margin expansion, we beiieve the long-
term resulis from new and enhanced praducts wili strenglhen our abiify o compete and succeed. As we move Inlo the
future, we wil confle to invest strategleally as spportuniies arise; however, we pxpect R&D Investments to cenlinue lo
grow over time, expanding in line with revenue growli.

In June of 2023 Tyier Intraduced our Tyler 2030 vislon, whlch supperts Tylers diive to be the most frusted and "
indispensable pariner for the public sector in the digital governmant era. This vislon becomes a realily when we
continue to foous on what's most important. Tyler 2020 aligns ow organizafion and diives focus areas including
levaraging our large installed base, expanding Into new markels, completing our cloud transiion, and growlng our
payments business. We will achleve these goals whik building a world-clazs corperate culture maintainad by the best
and brightest employaes in the Industry.

Tyler's confinued success validates our slrategy of a singular focus on serving mission- critical needs of the public
seclor, backed by a strong balance sheot and sirategic investinenis that bolster our market leadership, This singular
focus is exacuted through a diveise range of products and services.

Tyler's commitment o providing essential softwaie and services to suppori the public sector ramains stronger than ever.

Please visit ylertech irpass.comiAnrnual_Rapori_Financials to vlew our current annuai report This has also been supplied
with our proposal.,

P! fepresen FAL
14 What is your Canadian market share for tha selulions that you Tyler has an establl
are proposing? unils ha

shed pre: int and pipeline for new business. Mudtipio “
ve existing clienis ln Canada and a strateglc jocus on increasing market share,

By, PO

awth s : : E
16 How Is your organization best described: is it a manufacturer, & e & manufacturer and service provider. A greet benefit to Sourcewell members is that Tyler pdl

dlstrioutor/dealerfresellar, or a service provider? Answer orly develeps and supports our sofiware in house, but slso has an kmpressive [mplementation team that works directly
whichaver question {eithet a) or b) just balow) best applies to with our clients to ensure a smeoth implementation. These internal feams work iogethar ssamlessly to ensure that al
your organization. our products and services offsred provide the hast sojutions to the public sector's evolving nesds,
a) Ii your compeny is besl descrbed as a Tyler offers a variely of solutions designed specilicaly for the public sector, From ERP and community davelopment to
distribuloridealarresellar (or similar entity), provide your written public safety and school transportation, wa provide sohitlens for ali the public sector's needs, Far Sourcewall members,
authorlzation to act a5 a distibuicr/dealeriresellar for the that means one partner - one company to work with and solulions that were deslgned to work seamiessly together. -

mantifacturer of the products propesed in this REP. If applicable,
Is your dealer networl indepsndant or company ownad?

by  If your company s best described as a manufacturer or
service provider, describe your refationship with your sales and
servlce force and with your dealer network in dellvering the

contémilated: by this R i mistinin : : s . :
Provida all “Suspansion or Debarment” Information that has Tyler Is not and has not been suspended or debarrad from procurements K its various markels at any lime over the ‘
appllad to your organization during the past ten years. past ten years.
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Table 3: Industry Recognition & Marketplace Success

19 Dascribe any relevant Industry awards or recognifion that your Tyler has earned a reputation as an indusiry leader based on our products and cormmilment to our disnls. These
company has received in tha past five years factors, along with our financlal strength and Industry parlnarsiips, have earad us numerous accolades,

Innovative and Strong

Nawsweek's "Amerlsa’s Greatest Workplacaes for Diversity”

Government Technology Magezing's "GovTesh Top 100"

Dallas Business Journals "Norfh Texas Fastest-Growing Public Companies”

2023 Esri Cornerstona Parlner

Forbes' "America’s Bast Large Employers”

Farbes’ "America's Bast Employers for Diversity"

Forhes' "Best Employers for Woman®

Forbes’ "Best Midslze Employars"

Foross’ "Mest kinavativa Growth Companias”

Forbes' "Amarlca's Best Small Companies"

Forune’s "100 Fastest-Growlng Companles”

Barron's 400 Index ranking, a measure of "Most Promising Companles in America
Sofiware Magezine's "Software 500" ranking of the world's largest software and service suppliers *
Dow Jongs Susiainabifly Index (DJSI) North America

Employar of Cholce

Mainebiz's "Rest Places to Work In Maina" (16+ yoaars)

The Dallas Moring News' “Top Warlglaces D-FW" {10 years)

Dayton Dally News' "Top Workplaces in the Dayton Metro Area"
Lubbock Avalanche-Jaurnal's "Best of Lubback”

Delroit Free Press' "Top Workplaces"

Phoenix Business Joumnal's "Sest Places to Work”

The Atlanta Joumnal-Canstitution's "Top Warkplaces"

The Washington Post's "Top Workplaces"

Albany Business Review's "Bast Places to Work"

The Washington Pest's "Top Workplacas"

The Denver Post's "Best Midstzed Companies to Work for in Golorado”
Mississippi Business Journal's "Best Places to Work"

NJBIZ's "Best Places to Worlk in New Jersey"

59 1)

21 What percentage of your sales are to the edunation sector in the |5-7% are focused on tha Education sector.
past three years

;| the:past-threeye i e
List any GSA contracts or Slanding Offers and Supply Tyler's federal division leverages GSA IT-70 and our Data & Insights division leveragas GSA schedule 70-GS 35F-
Arrangements (SOSA) that you hold. J11M9Y.

What Is the annual seles volume for each of these contracts over
tha past three years?

Table 4: References/Testimonials

Line ltem 24, Supply refarence informatfon from three customers who are aligible to be Sourcewall participating entities,

Benton Counfy, WA
Cityof ElGajon, 16
City of Riverton, UT

Table §: Top Five Government or Education Gustomers

Line ltem 25. Provide a list of your top five govemment, education, or non-profit customers (entity name is optional), Including entity type, the state or province the entity is located in, scope
of the project(s}, slza of fransaction(s), and dollar volumes from the past three years.

Not Disclosed
Nol'Disciosed
Not Disclased

Nl Distlassd & Gavemimen!
Not Disclosed Gavemiment

|Texas-TX
Minals sl i
[Morth Carolina - NC

Table 6: Ability to Sell and Deliver Service

63 572,233
|ap.810.87

34,320,002
|24.433.416
20,740,818

Cour .. ;

Courts & Public Safety
Courts & Data 8 Insights
Courts & Data & Insights

Describe your company's capanillly to mest the needs of Sourcewelt participating entlies across the US and Canada, as applicabla,

Your response should address in detail at least the following areas: localions of your network of sales and service providers, the nurmber of workers (full-time equivalents) invelved in each
sactor, whether these workers are your direct employees {or emplayees of a third party), and any overlap between the sales and service functions.
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IEG Sales force, Tylers organization is broken down into specific business units with focused and tenured sales teams sliccassfully

supporting each business unil, Sales departments are sirategically struciured with ample resources st foclis on Tyler's
axisting clients and stedf that focus exclusively on prospective new clients. Tyler is very proud of and benefils from is
sales force being healthily tenured. This meaningfully supports the effectiveness of our sales orgarization, our
onsultative approach to selfing and our clients' satisfaction when conducting business with Tyler. This undoubledly helps
lo drive Tvler's dlient ratention rate of 88%.

In Tyler's largest division the avarage tenure of our sales leam is 13 vears and on average across the organization
sales resources have speni 9+ vears working at Tyler and many have had camears with applicable experience doing
business with the public secior. Additionally, 46% of Tylors employeas have worked in the public secior,

Our sales organization consisls of nealy 400 resources who hefp to successfully operate Tyler's sefes funslions and
support our growing customer hase with knowledge and focus on each product that Is purchased by our cuslomers.
Tyler product divislons are divided into five focused solullon groups: Courts & Justies, Health & Huinan Services, K-12
Education, Public Adminlstration and Transformative Techrology. Tyler has offices across the Unlted States ta
accommodale our growing employee & cuslomer base and provida sxcaptionai reglenal support for our existing clenls.

Tyler is headquarsred in Plano, Texas, We have offices throughout te U.8,, two in Carada, and one In the
Philippines. With Scurcawell sxpansion into Canada, Tyler looks to continue to butld en this parinership and leverage
thls contract and Sourcewell's partnerships fo expand business in Canada golng forward. Tyler has a growing number
of clienis in Ganada.

Internal and external sales emplayees are cegnlzant of the effeciivencss and purchasing vehicles and are spocifically
trained on the procass for ufllizing Sourcewel! so they can provide information efficlantly and effestively to our client and
prospactive chants. Tyler's dients hava utifzed the Tyler/Sourcewsli contract more than any other means of cooperalive
purchasing, and Tylar losks to corfinue ta grow the partnership and the volume of business thal leverages this
procurement methed,

‘nalwg ( il o Haas! ot leverage: al dealer ety
28 Servics force, Tyiers support & implemeniation service force

Tyler has decades of projeci management experlance in implementing complex integrated systems, During this tms,
Tyler's mathodology has been built on best practices and fis project management fam has accumulaied over 100
years of coflective project management experience.

Tyler's projes! management methodelogy addresses nine management arsas: Integration, Scaps, Time, Cost, Guality,
Hurnan Resourcas, Communications, Risk, and Change. Successfisl planning, coordmation, and execution of these aroas
is crltleal for successiul implementaticns, and this is why they are defined in The Proect Managament Body of
Knowladge (PMBOK) put forth by the Projact Managsment institute (PMI). Tyler projoct managetrs are very familiar with
this standard mathodolagy—many of our preject managers are certified Project Management Professionals (PPs),

From system seiup and configuration to data conversion and complale end-user fralning, our expert staff ensures your
sofoware lg dellvered and implementsd on schedule and within budget. That's more than a goal for Tyler. It's an
expeclation,

Our proven mplemantation process is based an tiree imporiant areas: axperience, people, and sound methodology,

. Experience matters, With thousands of successful implementations for public sector clients of alt sizes, we produce
outcomes that exceed expectations.

. Peaple make the difference, Everyons who touchss an implermantation project 1s & Tyler professional who has
deop knowledge of the product they are implementing.

+  Sound methodolagy. Our cerlified feams foliow the principles of the Project Management Instiivte {PML), &
recognized leader in the sclence of project managsment,

When it comes 1o fearning new technology, one size does not fit all. That's why we customlze our fraining services to
mest your exact nseds. Having the right iraining not only maximlzes vour slaffs use of Tyler products, but compelence
algo creates confidence.

v Data Academy dellvers on-site data analytics {raining and workshops.
. Group Training brings clients together for seminars across the nation.

. Onsite Training combines classroom-style and hands-on practice,

+  Online Tyler Community puts answers and insights at your fingertips.

+ Tyler Connect Is our premier annuat user training and networking event.
. Tyler University prevides formalized online training programs

Ongelng Professional Product Support

True longdarm success means being able to leverage that technology Invastmant over the long term. Our software
support services are designed to answer questions, resolve issues, and ensure your Tyler products are runming at peak
parformance.

B
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30 [Deseribe your strategy refated to implemaentation, Integratlon, and At Tylar, we believo your software should be dellvered end successfully Implemented on schedule and within budget,
use of fmplementatlon partners. meeting clearly defined goals. That's mora than an objective
for us — it's an expactalion, Our Implamentation pracess is based on three foundations:
+ Experience — wo have complated more than  -40,000 Installatlons in more than 13,000
Client siles
¢ In-house experlise — we don't oulsource Implementation tasks
+ Leadership — we adhere to Project Managemenl Inslitute (PM!) methodology

Tylar uses PMI's globally recognized sclentific approach to prajact management 1o plan and manage &l
Implementations. These princlples are daployad by Tyler's greales! asset — our deeply experienced, in-house expetls.

Guided by these principles, we delivar a wallplanned implamentation that pairs an understanding of your organization's
cuerent needs and practices with Tyler's best businass processes, role-brssd business Intellgence, and unique user
Inletfaces thal Incraese sfficlency and productivity,

Leveraging your Tyler soflware to improve averall operations s an Investment, bul the ulimate return is tied directly to
a successful Implamentation, Our ordered, closely manltorad, and conlrolled Implamentation maximizas your return with a
standardized process designed for success.

Tyler's implamentation process demonstrafes our lang-term commitment ta you, We empowsr you wilh best practices
thal allow you to usa your producis successfully at the time of go-live, while posilioning your organlzation to be
prepared to consume the new technology developments that Tyler affers through its philosophy of perpetual releases
and upgrades,

With decades of experiance and with thousands of successful linplementations, Tyler ensures an oulcome that exceeds
expactations. From the first meeting to the final sign-off, Tyler is with you every step of the way.

The ey fo any successful project Is cammunication, With Tyler, each person in your implementation procass plays a
criteal role, and wa know galfing pecple Involved early, and keeping them engaged, produces grealer overall success,
Thal's why the implementation team, consisting of the client's exsculive spansor, the client's profect manager, and
Tyler's projest manager, work together to establish a plan to meet your specific needs, chalienges, and schedule for the
enlire project,

Tyler's praject manager coordinates each implementalion with the support and expertise of Tylers implementation
consullants. Clear roles and responsibilities are assigned to key staff on your project team and your assignad Tyler
fmplementation consultants. This ensures the implementation is successful, and all users have the opportunily to sign off
on the project's campletion. These key project resourses wark tegether o help vour Implementation process progress
as planned.

We focus much of our attention on project planning because It is central o the success of Implementation. In

coflaborallon with vour projest manager, your Tyler projact manager will customize a detailed praject plan to meeat your
spacific needs, challenges, and schedule, This ensures nol only that the project is manageable to team membars, but
also that areas of critical Importance are addressed as neede, *

Your projact management plan will include a project schedula and plans for scope management, quallty management,
resource manegemenl, rlsk management, and communication management, M Tyler, planning Is much mare than Just
creating a Fist of lasks to accomplish or a calendar of banchmarks to meet, Together, we'll defermine the work that
needs 1o be performed for each module, expoctations for each projact team member, accaeptable and agreed-upon
testing and quality assurance benchmarks, schedules for system godive, and an organized flow for all questions,
comments, and concerns,

Thts plan Is your guide -— for the tasks to bo completed, the checklisls to follow, and the expectations of the people
Invoived. Once approved, the detalled steps ensure we mest the goals and objectives of the projeat,

Inherent In tha plan are control peints — critical stops — that verify commitment to and understanding of the project.
The purpose of these control palnts is to make sure all needs have besn mat, sach team member has accomplished
asslgned tasls, and the agresd-upon projest plan followed,

To ensure effective communication ihroughout the entlre client organization, the Tyler Implementalion team hosis an
official and informative stakeholder mesting. This mesling brings together all pariiclpants — from the core
Implamentation team to all end users and the execulive spensor. Employees have a chance ta learn about the
implementation process, including why a new software system is belng Implemented. At thls time, expectations are
discussed. Using Tylar's change management process, each aspect of the project is addressed — faciltating a smooth
amnd efficlent progess,

Design for the Future: Assess and Defina

Once your project plan has heen created, approved, and is ready for execution — what's next? While some
implementation approaches may dictate that data conversion or user tralning comes next In the Implementation process,
Tyler's team of experts perform a current and futurs state analysis of your business environmant bafore a single
declslon is made on how to configure yaur new solution,

Wa start by performing a solutisn crisntation of the software, aflowing projact team members to become familar with
key concepts and processes. This pravides a preliminary knowledge ansfer of the systern. Next, Tyler's consultants
take @ detalled look at your current business processes and determling your challenges, goals, and objsctives to
esteblish an understanding of your avallable options.

We collaborate on decisions that may result In business process changes o best mest your needs and optimize the
use of your Tyler apulications. This approach is a unlque way of helping you update yaur policles and procedures while
creating the overall system design — befora moving forward In the [mplementation process. It ensures we meet your
expectations and establish agreed-upon processes upfront.

Once the system design is palred with the praject plan, the rest of the process moves forward in a strustured and
afficient manner. Training and data conversion procaed beczuse careful planning and testing reduces apprehensian
abaut go-live or posi-live.
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32 Dascribe your ablify and willngness te provide your products Tyler 1s wiling &nd

able to sell our best of breed products across the Uniled Stales, We provide solutlons to support

and services to Sourcewell pariclpating enfitles in the United all sizes of enities in the public sector and pride ourselves on providing unpasafieled support to each customer with a
States, growing array of support services to ensure thal our clients' needs are mol expeditiously and resolved quickly, This is

appreciated by our clients and supports our cllent retention rate of 98%.

Tyler Technologies' singular focus has been providing software and technology services to the pubiic sector.

We engage with mulliple levels of technology, from backoffica systems of record that feed, access and aggregale data,
fo progess integration with workfiows across systems, to the applications thed provide betler access lo government for
community residents. We provide end-to-end software and services options designed to ascommodate each clienl's
unique situation, whether they're moving from manual processes or atready engaged In advanced digital workflow.

We dellver solutions In mufiple ways. From locally Installed, client-hosted systems to secure reltable cloud-based
offerings, we facllitate hosting environmenls that work best for our clients. N
We envision a dynamic fulure. Our visions of helping our clients create connecied communliies - where dala,
{nrocesses, and peopla wark fogether to make communities safer, smarter, and more regpansive - is multilayered, with
a longterm roadmap for cannecting data between deparments and agencies ang across juisdictions and geographicat
boundaries.

We ate accountable to mulliple stakeholders, including public servants, community residends, our empioyees, and our
sharehelders, and we take our responsibiiies to each of these groups very seriously.

Wa empower the people who serve the public in multiple ways every day. Tyler's 5,500+ employess work hard every
day o suppori our 44,000+ instaliations in 13,000 locations. We have nublic sector clients In all 50 states plus
Canada, the Caricbsan, Australls, Eurcpe, and olber international locations. Moreover, Tyler offers the widest range of
solutions for the public sector, including: Appralsal & Tax, Civic Services, Corresions, Courts & Justice, Cybersecurity,
Data & Inslghts, ERP Financlal, Health and Human Services, Land & Officlat Records, Public Safety, Regulatory, Schoo!
Finandial, Sludeni Information & Student Transporation.
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ldentify any gecgraphic areas of the United States or Canhada
that you will NOT be fully serving through the proposed confrac

Iy QUICH [ ors (L

iydurablity s proniolefano hira

35 Define any specifle contrast requirements or reslrictions thal [There ars no restichons on Tyler's abllity t¢ condust business In ;v(raii‘ Alaske, or other US territories.
would apply to our participatling entiles in Hawall and Alaska -
and In US Tenitories,
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Table 7: Marleting Plan

Describe your marketing strategy for promoting this contract As a proud Sourcewsll partner, Tyler Technologies activaly ambracss and promeles this parnership to our clients and

apportunity.  Upload representative samples of your marksting piospacts. Tyler's broad potifolio of soiutions empowers the public secter to defiver qualily and efficient service to thelr
materlals (f applicable) in the docurnent upload section of your  lconstituency - through soffware that provides greater transparency and accessibility, sustelnable office practices, and
1esponse, secure data that is easy to manage and maintain. Through our Sourcawel partnership, we can deliver on this rnission

one step furiher by helping the public sector make critical soflware procurement decisions while reducing siress and
allowing them fo find a solution &t the mast compelitive price polnt. To drive awareness of the Sourcewell agrecment,
we have stralegically integrated the partnarship into our sorporate mariketing strategy in several ways, inskiding the
following:

. Tyler has develeped mulliple coliateral resources that speak fo the advantages of using Sourcewell as a
pracurement tool. Our Tyler Technologies Sourcewed! Fiyer flves in our cusiomerfacing rescurce center on Tylertech.com,
We've also oreated a brochure titled "Making the Right Long-Term Decislon: A Six-Step Approach {0 Purchasing New
Technalogy" which discusses the varlous ways agencies begin lhe procurement process, which speaks o ulilizing a
purchasing agent like Sourcewel fo help save significant me, paparwork, adminisiration fees, and legal costs. Qur
Munis ERP Gase Study directly

references the benefts of using a Saurcewel contract in the words of Tylers clienl the oity of Redding, California. Al
{hese rescurcas are avallable on aur webslte Tylertech.com, but are also Google Indexed, making them accessibla fo
anyone looking for resaurces on these subjects or active keywords.

. Our Tyler Technalagles Sourcawedi Flyer Is also available in our sales enablement platform which enables our
markeling and sales organization to send imperlant declslon- maklng assets 1o prospects and clents.

« Tyler promotes Sowcewel at hundreds of irade shows nationwide every year, Including Industry-leading events fke
GFOA. where our Sourcewall banner s placed proudly in our Tylsr-branded booth. Because the Sourcewsl brand Is so
highly regarded within the publle sector, this helps strengther: the brand Identity of both Sourcewsll and Tyler in the
ayas of public seclor daclsion makers and alows fhem lo feel confident in the value they are receiving In the
partnership,

. Tylers annual Connect client user conference draws over 6,000 government officials and declslion makess In
sttendance. Tyler offers Sourcewell access to our Cennect conferonce. a valuable opportunity to interact with and
promote o Tyler's client base,

In continuing the partnership, Tyler Is open and wiling to explore further opporiunities where the brand missions align,
including:

. Upon award of contracl, Tyler will produce and distibute a press refease fo all pertinent media oullets, and ke
news will be amplified vla our social media channels.

+  Once a year, Tvier will creats a thought leadership plece on the significance, benefits, and valus of cooparative
procursmant agreements. This piece will he stored in the resource center on Tylertech.com and will be ampllfied via
social madia channels.

+ Tyler wilt continue to Integrate mentions of the Sourcews!l partnership Into exlsting collateral and presentafions,
further promaling the partnership to bath chents and prospacts during webinars of In product collaferal.

« Tyler wilt incorporate Sourcewell branding into eur virluai trade show exhibitor booth at varlous events (hroughout
the year. When we can altend evenls in-person, we wilt Incorporaie the Scurcewsli banner Into our booth dasign whare
applicable.

and o] dlients. apprecile|

In your view, what is Sourcewells role In pramaling contracts With a continued partnership,

arising out of this RFP? applicability of cocperative procurement to their

the marketplace, atlracling veliable prospacts for beth brands, ihrough opportunities like trade shows and evenis, .

How will you Integrale a Sourcewell-awarded contract into your Tyler reps propase usage of the Scurceweli contract when clients are infent on purchasing from cooperative vehicles for

sales process? helr software and services. Usage volurme of the Soursewsll contract exceeds that of all other contracts
he expaditious process an

snit_solutions.fo- ls: cllonit

“long” hislory. part
| |services: torihe: Public; Secto

Tabe 8: Value-Added Attributes
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41 Describe any product, equipment, malntenance, or operator Tyler offers a comprehenslve array of tralning services and toais to promote optimized usage and best empowar
tralning programs that you offer to Sourcewell parliclpating entities. [these who ulilize Tyler software.

Tyler uses PMi's globally recognized sclentific approach to project manage Implementations. Tyler provides hands-on
learning In your own labs. Your resources raceive consultalive knowledge teansfor sessions that are a cambination of
lecture and hands-on educatien, using vour organization's own data. Tyler believes in a traln-ne-tralner approach lo
implementation, This approach allows your resources (Le. power users and functiona! leads) to be Invalved In the
Initlai fralning and software canfiguration while Tmiting the amount of time that end users are Involved in the sroject.
The powar users and functional lsads are then involvad In tralning the end user communily afler all configuralion is
complele, which helps to Increase adoption, solldify knowledge transfar, and lessen resistance io training and process
changes.

A mutually developod education plan fays out the process of transferrng knowledge between you and Tvler, The
purpose of the educalion plan s to:

. Communicale the process to stakeholdsrs and functlonal leadars
. Answer specific questions {where classrooms will be established, what
database environment will be ulilzed, efg.)
+  Establish actlon items and link projecl parsonnel as owners
. Define measurement criferia to ensure the plan has been suceasshully followed
Your organization Is set up for success with Tyler's train the fralner approach to fralning and education plan developed
over years of Industry experience,

Additionally, we do offer Tylerded end user lraliing for clrcumstances where the trali the trainer approach is not
feasible. You may contact us at any time for training on future funclionalily, traln new users, or refresh kinowledge;
However, your team will hava sccass to the tools and services designed to supporl your internal training leads -
TylerU, Tyler Gemmunlty, cliont supporl, stato user groups, annual user conference and Tyler Search, More Information
on these resources Is provided below,

Tyter has a longstanding track record delivering virtual implementation servicas. Tyler's standard approach, under
normal clrcumstances, is to conduct roughly 26% of all project days on-gite in your faciliies,

A typical day of training 1s from %00 to 4:30 {or 8:30 to 4:00), allowing for a breai for lunch and short bresis in he
moraing and afternocn as needed. We've found that allowing users time 1o return to thelr daily responsibliies before
and after classes or sassions allows for more productivity during the session. It also allows the Tyler Implementation
stafl tima 1o prepare upon arrival and follow-up afterward. The start and stop times for the tralning will be discussed
and egreed upon by Project Management during the planning portien of the praject and will be published &s standard
sesslan times throughout the projest,

Class slze should be limited to twelve (12) users In altendance ta the fraining s crifical to gain hands-on experlence | *
with the system.

Both teams collaborate on all aspacts of training, discussed, and documenled durng the planning stage of the project.
The expectation Is for Tyler to provide one or more eccurrence of each scheduled training. You will be responsible for
the logistics of the training by completing such lasks as schaduling resources and ensuring fadlliles are available.
Thasa sesslons are to be attended by your key staff members (l.e. functionai leads and power users) so that they
can then disserninate the Informatlon they learn to others In your organlzation If or when necessary,

Our mission i to deliver superior service by providing a Umely responge, lssue resolution and operational support,
resulting In a high-level of cllant salisfaction. Unlike same companies wha oulsource thelr application support o a third
party, Tyler offers & complete solution af customer support services provided by our in-house experts.

Transparancy is Important, thal's why every support Incldent is logged into Tyler's Customer Relationshlp Management
System and glven a unique Incldent number. This system tracks the hislory of sach Incident and eash incident Is
assigned a priority numbar, which corraspands to your needs and deadiines. Cllents can track the progress of thess
Incldents oniing using Tyler's supporl portal,

Tyler provides online and contihuing aducation resources for our clients, Including but net limited ta the following
rG50UIces,

+ Tyler Search - an cnline query tool that provides answers for your questions by culling through all Tyler's onlina
resolrees using Knowledge Centered Sarvice

. Tyler Knowladgebase- a documentation library in a single, saslly accessible location

¢ Tyler Community - Tyler's online forum available 24/7

*  Tyler University- Tyler's e-leerning solution fo enhance suppert and tralning of your employees using your data

*  Tyler Release Management Censole- Shows all release version information, with a summary of sach release and
associated enhancemeants, open, closed and non-gritical Issuss

*  Online Help- context sensitive fleld halp and procedural Information ta asslst your team in completing program
tasks

«  Answer Panel- As you begin enlering your case detalls, Tyler Search presents resulis in the panel that matches
your question. Answers pravided are the most relevant to your question, regardless of the source of the Information.
+ MyView- MyView 1s a screan capiure toe! to give Support more information to assist disnis with a case, The
ragording Is linked to the case and visible in the Onfine Support Incldents portal.

. Cnling Support Portal- log or manage Incidents and attach documentation and scresnshots

+  CoToAssist & Bomgar- remcte assistance from Support used to conneet to your desiop

+ Phone- Tyler provides a dedicated 800 number that places no limits an who fram your team may confact
Support, or the number of calls placed

+ _State User Groups - forums organized by Tyler siaff and attended by existing clients to get the latest Information
on Tyler products

*  Annual Conference - Tyler Connect features onfine courses taught by Tyler subject matier experis hosted in a
different city each year
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43 Please describe your software novation malurity relaled lo the Now, more than ever, the publio sector Is under pressure to de more with less. Generative Al {GanAl) Is stepping up

fellowing technology areas: as tha practical tool to meet this challange head-on, delivering real vaiue In an Increasingly demanding environment,
a Machine leamning At Tyler Technologies, we'ra comblning recent advancements In GenAl wilh our unparalielsd exparlise to provide solld,
o Natural language precessing practical sclutions that deliver three major banefits;

o Virlual assistantsichatbots *  Improved Productivity: Al simplifies repeliive tasks such as data enlry, freeing Up your team for work that anly
o Prodictive analytics humang can do,

4] Big data analvtles ‘ Smartar Declslon Making: Al swiflly transforms rew data Inlo actionable Insights, alding you In meking Infarmad,
o AlfGenerative Al avidence-basad decislons,

] Baller Servico Dalivary: Al anharces how residenls intaract wilh governmant services, making them more
accessible and user-fiiandly.

By prioritizing practical, solutions-oriented Al applications, we're helping publie sector agencles to operate mora
efficlently, make smarter daclslons, and provida services that belter meet e needs of Ihe communities they serve, A
sample of these solulions Inglude:

+  Tylars Cyber Secwily solutions employ the latest advancements In Generative Al to [dentify abnormal and
potentially maliclous patlermns.

+ Tyler's AP Automation uses Al and machine learning (ML} through the Invoice capture process by exlracling text
and strugluring data such as tables and forms from documents,

. Pricrily Based Budgeting leverages ML and Al to provide key slakeholders with the data and Insights needed to
ovarcoma capacily gaps and allgn budgeting.

*  ARngpact leverages ML to help Improvs the efficiency and accuracy of fleld Inspections.

+ C8i Solutions leverage Al to automate data entry and redaction from court dacuments, saving courts hundreds of
thousends of dollars par year, while also Increasing the accuracy of the filings.

= Tyler's Data and Insights solutions use machine learning to help leading clties forecast thelr sales tax receipls.

+ Tyler's Publlc Safety solutions uses Al to aulomatically redact sensitive information from reports before ihose
reports ara shared with the publlc.

+ Tyler's DSD division Is partnering with states acrass our portfollo to roll out Innovative chatbots desfgned ta help
connect residents with all the services offered by the stale, regardiess of where they start on Ihe state websile, That
division Is elsa leveraging Al to help improve declsion making and streamilne existing workflows.

We're not anly delivering this technology with our solutions, We're also using this technology to beller serve our
clienls, A sample of those solutions include:

+  Alis used within Tyler Community fo help Tyler's suppert team gather information and guickly respend to cllents,
+ Tyler's ticket reporlting and resclution platform employs Al to gel cases o the right places mora afficlently with
less effort from Tyler's clients,

' Tyler's Implementation teams are teveraging Al fo reduce the fime It takes o migrate data from exlsling systems,
leading to faster implementatians. .

While we recognize the shormous petential for positive Impact, we also understand the serlous concerns and rAsks
assoclaled with Al As a leader In developing and delivering practical Al solutions for the public saclor, wae are
committed to faking an intentional and thoughtful approsch to Al development and deployment, onsuring that our
soiutions ara bullt on ethical principles aligned with our core values. This commitment helps to safeguard agalnst
common cohcerns such as data privacy, transparency, and blas, ensuring our teshnolagy upholds the public trust and
contributes fo the greater good.
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i ! “aiin idenifing 2 unde fnnnak msolce i o complete: 8, glvart infegrali
Desarlba your migration, customization, configuration, and upgrade | Tyler applications are developed as commercial offi-the-shelf (COTS) solutions and Include various levels of
Processes. configuration and customization. All canfiguration and customization tools are appilcation-based aliowing end-users and

agminlstrators ellke to fallor the system {o their specific business needs. In addition, by using application-based tosls,
all cuslomizations are retained upen system upgrade eliminating timely ra-tocling, conversions or re-programming
typically required from other systems.

Tyler malniaing and supports all software source modifications with a proven refease ffe oycle.

Tyler applications are fully integrated out-of-the-box soiution that offers varlous levels of configuration and customization,
All configration and customization fools are application-hased aliowing end-usars and adminlstralors alike to tafior the
system to their spesific buskiess needs. In addiion, by using appllcation-based tools, all customizations are retained
upon syslem upgrade efiminating timsly re-tooling, conversions of re-programming typlsally required fom other systems,
Application configuration is malntained with bullt in toolsets, auxdiary programs, and paramsler fies for each module.
This provides clients with the ability to highly customlze the Tylar applications system to thelr spedific sperations
without the need for custom programming efforts that can cause ditficulty applying new releases. Al configuration
changes ate stored in the customer database and not affected by new releases.

Tyler maintalns and supporis ali software source modifications to tha system with e proven rolease #a cycle. »
Instzllation & Upgrades Processes

Tyler's industry leading technelogies and fealures are continually enhanced through perpelual upgrades as part of our
Evergresn Philosophy. Clienls are provided with the flesdbiiity to choose what and when application updates are
applied as defined by Tyler's Relesse Life Cycle Policy,

Application release upgrades are Instafied by Tyler's Systems Management support sanvices al the requast of He
client. Most Tyler applications also inciude Incremental softwars corrections belween relsase upgrades. These updates
are automatically deployed to nen-production environmenis before automafically deployed to production, Release
upgrades and update packages are cumulative, allowing to upgrade directly to latest refease regardlsss of the version
upgraded from,

Applications upgrades are performed during off hours but are typlcally unavailable o end-users dusing upgrade
process, This duration varles on saveral factors neliding update fype, number of updates, and application database
slzs.

Tylar provides a dedicated Test enviranment for most application deployments. This environment is solely infended lo
install new updates far clienis to familiarize themgelves with new faalures and enhancements prior to Instaling fo e
Praduction anvironment.
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chase: dedisions “evaliale and incomonie Tnergy i Al :
47 Klentify any third-party issued eco-labels, ratings or certifications Our dedication o public sector and technoloyy Industiy expens helps us pravide tne best products and sorvices
that your company has recelved for the equipment or products pessible to help governments solve problems and strengthen camrmunitiss, We're committed to worid-class seivice by
included in your Proposal related to energy efficiency or invesling resources In fransformative partnerships.
congewvallon, lfe-cycle deslgn (cradle-lo-cradle), or other Tyler has Technology Partners and a Tyler Platform Alllance program.
greenfsustainabifity factors. Tyler's technology collzborations provide products and services that complement aach other, Our cooperative
agreaments allow us to focus on what we do bast while providing our cllents with the strongest solutions for assel
management, business Intelfgence, cuslom forms and statements, GIS mapping, enline payments, online purchasing, *

and more, Our aclive memberships In digital sscurity organizations rainforce our commitmant to providing Tyler staff
and cllents the highast lsval of data securily,

Tyler's fechnology pariners Include — AWS, Cloud Secutity Allance, ESRI, Inisrnational Associalion of Privacy
Professlonals (1APP) Infinite Campus, Microsoft

Tyler's Platform Alliance is a partner program for arganizations to develop, market, ssll and implement solutions based
on Tyler Technelogies platform praducts — Application Platform & Data & Inskhis.

p=ubl

49 Describe any Women or Minerity Business Entity {WMBE), Small
Busingss Enfity (SBE), or veteran owned business certificalions
that your company or HUB parthers have cbtalned. Upload +
documentation of certification {as applicabls) In the document
upload sectlon of vour response.
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51 if applicable, how doos your solutian fallitale increased cltizen Tyler Technolagles provides vaous softwars solutions fallored for the public saclor, whish can slgnlficantly enbarnce
engagement and feedback in public seclor pracesses? clifzen engagemont and fesdhack Tn governmental processes. Here's how some of thelr moduets facliitate this:

Criine Portals: Tyler's soflware often provides robust onfine parials where citizens can access information, submit
reduests, and provide feedback on vardous government servcas, view bills and make payments. These porlals
slreamfine communication between citizens and governmenl agencies, making it easler for citizens to engage with
thelr local govemmant.

Online Paymant Systems: Tyler provides online payment solutions that allow cllizens to convenlently pay bills, fees, and
texes online, Increasing engagernent and parlicipation in government sarvices.

Mobile Applicetions: Many of Tyler's solutions offer mohile applications, allowing eliizens to angage with government
servicas on-the-go. These apps often Include featuras like reporting issues {e.9., potholes, graffitl) direclly from a
smartphane, providing feedback on public projects, or aceessing important information about local events and services.

Data & inslghts: This date-driven digltal transformation accalerates innovation, data sharing, and transparency. It helps
in engaging clilzens with Interactive visualizations, dashboards and reperts.

Enterprise Permilling & Licensing: This platform allows cilizens ta apply for permits, plan reviews, licenses, and more, |*
onling at thelr convenience,

MyCivie 311 Mobile App: This applicalion provides citizens with a plalform to report non-emergency lssues,

cemmunicate directly wilh city and county staff, gel updates on reported lssuss, and be Informed of local government
news and events,

Murichal Justice: This software enables citizens to pay court obligations from anywhere, reduclng foot traffic and walt
times at the court,

ERP Financials & Utility Billing: These applications allows cilizens to easlly pay uliity bils online, improving customer
senvice and sfficlency,

Online Dispute Resolution: An online dispute resolution tool that allows cltizans to resolve disputes frem anywhere al
any time, wilhout having to go to court.

These are Just few of the many tools and applications Tyler Technclogias marksts fo Increase and facilitale citizen
engagement. Each application is deslgned to streamling processes, increase transparency, and maks It easler for
ciizens 1o Interact with thelr local government

Sie
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Table 8A: Warranty

Describe in detail your manufacturer warranty pregram, including conditions and requirements to qualify, elaims procedure, and overall structure.

You may upload represenlaiive samples of your warranty materials {if applicable} in the document upload section of your response in addition to responding to the guestions below,

Tyler warrants ils software and servces as Indicated in the sofiware and services agreaments included with our
propasal, With few exceplions, Tyler does not warrant hardware of other 3rd perly products but passes through these
warranties 1o Pariicipating Entities.

) iras: ol

53 Do your warrenties caover all products, parts, and [aber?

Tyler sofbware warranly support Is provided remotely IF we need o travel to a offent slte for warranty support, it wiil be
2l no chargs (o the dlient unless the onsite trip is saused by the clients faiiures fo perform under the agreamant,
Warranty coverage for third party producis and services s subject to the sy pllers’ terms,
i ; T T

57 Will you covar waranly service for ltems made by other With very few exceplions, we to not offer warranties for thirdl perty software, hardware, or services.
manufacturers that are part of your proposal, or are these N
warranlies lssues typically passed on fo the original equipment
manufacturer?

sonabin e 5 : sk

Desérihe any sewvice contf;ct aptions for the items Included in Tyler does nol warrant hardware or alher 3rd parly produsts but passe:
your proposal, Entlties., Extended warranfies can possibly be leveraged through those 3rd Pary providers.

54

Table 9B: Performance Standards or Guarantees

Describe in detail your performance standards or guarantees, induding conditions and requirements to qualfy, claims procedure, and overail structure, You may upload reprssentative
samples of your performance materials {f applicable) in the document upload section of your responsa in addition fo responding to the questions halow.

Life {tem: Giitasiian: Respoiise” o : Shia
60 Describa any performance standards or guarantees thal apply [Al Tyler Technelogies, our goai Is to have enthusiastic customers for Fe. And wa're constanily making Investments in
to your services our technology, business operations and customer sefvice ta ensure that wa're providing an outstanding customer

aexparience that's second to none. Tyler offers a complete salulion of customer support services provided by our in-
house experts,

To hast assist olients, we triage and monitor support cases by priority, The case priosly is based on the customer’s
noeds and deadiines. Priority Kenlfies the impact of the lssus and sets axpectations for support and the customer.
Tyler adheres to an established SLA and suppert cali process wilth resolution targets aligned with incldent priority.

In terms of software performance end banchmark testing:

Tyler has a dadicated Performance Testing depariment and lab. Automated testing 1e performed across three primary
testing areas: performance, load, and stress testing.

+ Parformance Tesling validales speed, scalabilily, andler stability of the systam. This aliows Tyler to determine
current capaciy of ihe software and ensure most performance lssues are resoived prior to software releases and
updates. Performance testing also aids in dstermining precise harchware requiremants and configuradons,

. Load Testing valdates the system's performance under nomat or peak warkload {e.g. number of ransactions,
concurent user sassions), Testing modules are created to include camimon tasks that may be run dafly by clients to
simutate a typloat worklead. All workloads are run simuitanecusly to simulate client usage.

. Stress Testing vaidates the syslem's performance/behavior when pushed beyond romalpeak workloads. I
addition, hardware failures simulations are included In these fests to avaluate bottlenacks and identify potenlial causes
of the failure. .

Tyler utllizes a variety of client foolprints to represant various configurations that make up our clienl bass. These
configurations range fom consclidated environments runining 4-2 modules fo distriguited systems running the entire
application sulta.

There are no performence limitations of Tyler solutions and reasonablo response times should be expected. Due lo
varlety of faclors that can affect the response time of the systom, response times or performance levels for ail
functiens cannat be strictly guarantaed,

Tyler development and cloud operafion departments make consistent sfforts to monitor and Improve sysiem
responsivensss based on user feedbadk, and work o guaraniee benchmark performance at oplimal lovels for a wlde
range of municipalities and usage patterns large and small. Tyler's experienced professional services leam can provide
laltered recommendations specific to client business processes to optimize performance and user experionce.

Tyler Technologies warranis lis service to ils standard seivice jevel agreement (SLA}. The SLA defines service
avaflabiity (% of uptime}, and recovery peint objective (RPC) end racovery time objective (RTO) for Tyler cloud
solutions.

I & olent is unable to access Tyler appiications for any reassn, opening a suppert tickel is all that is reguired to
repert, and track downtime counted against Tyler's SLA.
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62 Desoribe your data integrity and protoction standards, data Tyler applications use a combination of database consiralnts and robust application-lsvel business logic 1o ensure data
hackup, recevery, and securs slorege solutions. Integrity.

Due to the Integrated nafure of Tyler applications, single "master records’ are shared across multiple products, This
ensures ona data record s maintained across multiple applicalions, elivinaling the need fo "syne” or manually entering
duplicate data In multiple areas, Most dala entry Involved choosing records from pre-defined (ables malntained hy
application administralors rather than enlering data free form,

Finally, Tyler appiications follow best practice database rules for transaction rolloacks. Any In-fight transactions that ara
interrupted belween a begin worl and commit work, will rall back to the pravieus commit,

Tyler solutions run on AWS slate of the art data centers using Inhovative architeclural and engineering approaches.
Amazen has many years of experience In designing, construcling, and opsrating large-scale data centers. This
experience has been applied to the AWS Cloud,

AWS builds to guard ageinst outages and incldents, and accaunts for them in the design of their services; so, when
disruptions de oceur, thelr Impact on customers and the corfirulty of services Is as minimal as possihle, AWS dala
centers cperate in sfignmant with Tier i+ guldsiines, More information regarding Uptime Institute guidelines employad
can be found at:  hitps:aws.amazen.com/sompliance/uplimeinslitutes,

As part of Tyler's defined business continuity plan, full seiver snapshots are replicated across mulliple Availability
Zones. Avallability Zones consist of one or more discrete data cenlers, eash wilh redundant power, nelworking, and
connectivity, and housed In separate facllitles. They are cannected to each other with fast, private floer-optic
networking, providing automatic fail-over for minimal disruption, Tyler employs & FiPS-compliant enterprise backup
solution cerlified for CJIS and GovCloud use. Data transfer and slorage is encrypted as defined in FIPS140-2 and
FIPS140-3 standards over private conhnections within the AWS network. Backup of client production data ccours hightly
and are retalnod as defined by application-speific retention policles. Data restoration requests must be submitted
through the standard support ticketing process by client approved personnel enly,

Tyler Technologles warrants its service to ils standard service level agreement {SLA}. The SLA defines service *
availabllity (% of uplime), and recovery point objective (RPO) and recovery time objective (RTQ) for data centers used
for Tyler SaaS hosting, Tyler's business continully plan is tested annually, and backup restore tests are parformad
weekly, Further Information regarding Tyler's business continuity plan can be found in Tyler's most recent Typa 2
Servlea Organization Gontrols Mo. 2 {SOC 2) repor,

Tyler cloud solutions run an Amazon Web Services (AWS), the global leader In public cloud, Applications and data run
aorgss mukiple Avallabllity Zones for redundancy and business continulty, US client data Is stored/backed up In muitiple
AWS US Regions. Canadlan client data is typically stored in an AWS Canada Reglon,

Tyler's robust data security and privacy protocels are utilized to maintain & sefe and secure envirenmant for Tyler's
SaaS Services. To that end, Tyler agrees fo comply with all federal and slate laws and regulations on security and
privacy that are applicable to the services Tyler is required to provide pursuant to an agreement resulling from this
procusemant, Tylsr has defined security control processes In place audited at least yearly In accordance with the
AICPA’s Statement on Standards for Allestation Engagemants (“SSAE") No. 18. In addition, Tyler has attainad, and wili
maintaln, SOC 1 and SOC 2 compllance, of s equivalent, Mere infermation on Tyler Industry’ & Regulatory
Compliance, including how to obtaln a copy of Tyler's S0G Report, can be found at: hitps:/fwww tylertech.comfabout-
usfcompllance.

Tylers dedicated application securlty team [s dedicated to cerfinuausly reviewing and enhancing the security posture of
Tyler's produels. Tyler usas enterprise level dynamic and statlc securlty scanning toals as part of our software
devslopment lifecycle. In addition, Tylers application securlly team oxecutes manual assessments ah Tyler products
using a festing methodology based upon the OWASP Testing Framework, Additional industry standard security
measures Include In-ransit and at rest data encryptlon, role-based access control based on MiST standards, and
Industry standard organizational and physicai securlty controls. Tyler cloud solutions run an Amazon Web Servicas
(AWS), the glabal leader in public cloud. The AWS Security Center provides up-to-date Infarmation on AWS audits by
independent third-party auditors.

These controls have met the needs of mare than 8800 public sestor erganizetions and 5.1 million users using Tyler
clotd selutions. Any system secwity fequirements must be muitualy agreed o by Tylar and the Client.

. S A e L

64 User Accessibility: How does your soflware ensure Tyler appilcations intended for external users fo our clients such as applicants, emplayess, relirees, resldents, and
accessibiliy [for all users, including those wilh disabililes, I |vendars are deslgned using slandards to support ADA accessibillty reguirements. Front-end UX comporents adhere to
compliance with standards? Wab Content Accessibllity Guidelines (WCAG) 2 A-AA compliance, Quality Assurance teams leverage several tools 1o 1*

validate compllance during developmeni and testing Including screen readers. Tyler conlinues to montior Seclion 508,
ADA, & WCAG compliance as a focal palnt of development activities.
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Table 10: Payment Terms and Finanging Options

Describe your payment terms and accented payment methods.

i o

e :
Descrice any stendard fransaction documenis that you propose to  {Tyler expects lo use the standard Tyler conlract applicabla o each individusd procurament in substantially the seme
use In cannection with an awardod contract (arder forms, terms form as those submited with our proposal as they coniain language spedific to the soffware industry, such as license
and condilions, service level agreements, eic.). Upload a sample  |grant and Intefiectual properly Infringement. Fyler has included our standard License and Services Agreement ("LSA')
of each {as applicable) In the documant upload ssction of your Saa$ Agreament, Payment Processing Agreements, Gommercial Terms, Data & Insights Terms, Disbursamenis .
response. Agreement, Recreation Management SaaS Agreement, and Plalform Solutions Division Terms for reference. Exhlbit C
of Tyler's LSA inciudes our standard Malntenance and Support Agreament. Exhibit G of Tyler's SaaB agreement
ncludes our Service Level Agreement. Exhicit O of Tyler's standard LSA and SaaS agreements inciude the various
End User Liense Agresments ihat are applicable jor the use of cedain Tyler Software.

s EENE ges: can. b ' th do

i

Table 11: Pricing and Delivery

Provide detalled pricing information In the questions that follow belaw. Keap In mind that reasonable price and product adjusiments san be made durlng the term of an awarded Coniract as
described In the RFP, the template Contract, and the Sourcewsdi Price and Product Change Request Form.,

68 Descrlbe your pricihy model (8.9, line-ltem discounts or product- Tyler provides a. broad range of best In class software solufions developed exciusively for the public sector.

category discounts). Additionally, Tylor offers comprehensive service offerings to the support the successful implementation of our products
and continued optimization of our solutions at cllant sites so that they iy hanefit and empower the users, their

Provide detailed pricing data (ineluding standard or list pricing arganlzation and thelr constiiuancies.

and the Soursewsll discountad price} on all of the dtems that you

want Sourcewe!l to consider as part of your RFP response. The majority of Tyle’s clients choose 1o host their solutions in the cloud. Tylers subscription based pricing lowers tha

If applicable, provide a SKU for each item In your proposal. cost of entry by eliminating large up-front fees and spreading cosis over time.

Uplead your pricing materials {if applicable) in the dogumant

uplead section of your response. Tyler provides comprehensive enterprise software that Is configured specifically for each clien’s unique needs. The

individual llne itams and MSRP prices are derived from a sedies of proprietary cajculatians, All pricing proposals
offered to Sourcewall members wil clearly show the MSRP and the applicable Sourcewed discount. This discount is
limiled to Tyler Software Licenses and Tyler Software License Subscriptions {$aaS) perlions of the propesal and do "
nat apply to services, annual mainfenance, custom programming, third party products and servicos and other
components of the client’s proposal that are not listed as Tyler Software Llgenses or Tyler Software Bubsctiption.

Tyler has provided detailed pricing schedules and tha overal discount stnictuce for the applicatlons included in lhis
response. Determining the needs of our custemers and the software that will be suit thelr organization fo optimize
orocesses ks a consuliaive process and pricing farmulation is multi-factored and involves both software and service
offarings.

Tyler strives to work closely with all ifs prospects and dliants to hest understand thelr nesds and propase services and
solutions to appropriately serve their needs. Tyler's quoles to our customers will ciearly present the actual Bst price and

. Sl : 8¢ igserptions);, §eTivare: malntsnarice, renciwals, Tor. hardwa

71 Describe any quantlty or volume discounts or rebate programs Much of Tyler's pricing fs based on a volume discount pricing consfruct. Wil an increase in the purchase amounts of

that vou offer, licenses or users in our subseriptlon-based pricing, fhe cost per llcensefuser decreases. Clisnts may also choose to N

purchase a site licensa for many of our subscription arrangemants which allows innumerable amounts of users access
to Tylar's solution and is an appropriate and cost-savings approach for many of Tyler's clients.

it and 5

_Elements associated with the cost of acqulsition will be detalled on the guole and further supperted by commentary on
the quote and within the contract.

This inciudes all additional charges assoclated with a purchase
that are not direclly identified as freight or shipping charges. For
example, lst costs for items like pre-defivery inspaction,
installation, set up, mandatory training, er inltal inspestion. ldantly
any parties that impose such costs and their relationship o the
Prapaser,

ppifd. s dellvary’ prodiam ey Dhaan
Specifically describe freighl, shipping, and delivery terms or Freight, delivary or shipping are additional costs and not coverad by the Sowrcewslt agreement, M assoclaled costs
programs available for Alaska, Hawali, Canada, or any offshere will be detaited in the dlients proposal

delivery,
T

Table 12: Pricing Offered
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Table 13; Audit and Administrative Fee

Specifically describe any self-audit process or pragram that you
plan to amploy lo verify compliance with your proposed Contract
with Sourcawell,

This process includes ensuring that Sourcewsll pailicipating
ehtities obtaln the proper priclng, that the Vendor reports all sales
under the Confract each quarter, and that the Vendar remits the
proper administrative fee to Sourcewall.

Provide sufficient detail to support your abillty to report quarterly

sales 1o Sourcewell as described In the Coniract template,

Tyler has a quoting tool that has been programmed to factor in aulemated discaunt minimums when sales resaurcas
are gsheraling quolas associated with Sourcewell. The loal appropriately generales quotes that are then automatically
posted In Tyler's GRM database. There Is full fransparency as lo what was quoted for each cllent end quotes can
easlly accessed and reviewed for compliance. In CRM all quote somponents can be generated to pull all previous
quaiter sctivily to be reviowsd and analyzed for compliance by sales, finance, and legal resources.

b o

40

Identify a proposed administrative fee thal you will pay to

Sourcewel| for facilitating, menaging, and promoting the
Sourcewell Contract In the event thal you are awarded a
Contract. This fee Is lyplcally caloulated as a percenlage of
Vendor's sales under the Contract or as a per-unit fes; # is not
a lina-ftem addition to the Member's cost of goods,

{See the RFP and template Contract for additional details,)

and software-related SaaS fees.

Table 14: Depth and Breadth of Offered Equipment Products and Services

Proposers including solutions offered within the scope of Categories 1, 2, 3, and 4 within Its singular proposal must designate they are saeking award In Category 5§ in the Scurcawell

Procurement Pertal, Proposers seeking award in Category 1, 2, 3, or 4, as defined hereln must make that desi
they deslgnate. Sourcewsll reserves the right to re-categorize any designation as It deems appropriate.

alectio

Category 1: Core Adminlstrative Syslems

i Yes

= Yes

r Noe

a5

Categery 5 Integrated Enterprise Solutions

@ Yes

r No

Table 15: Category 1 - Depth and Breadth of Offered Equipment Products and Services

Indicate below I the listed types of software are offered within your proposal. Provide additional comments i the text box provided, as necessary,

Proposers submitting a proposal in Category 1 will be submitting in the broad category that includes Core Administrative Systemns, See RFP Section |1. B. 1 for details.

™ We will

t ba sul_:)_n_'sit_tin‘ f r Table 1_5: Calagery 1 - Depth and Breadih of Offered Equipment Products and Services

gnation below, Proposers may only receive an award within the Calegory{-ies)

Human Reaatirces Software o Yes

" No

Tyler offers comprehsnsive Human Resource scfiware solufions which include hut are not limited
to:Tyler's Enterprise ERP, ERP Pro, Schaol ERP Pro, Time & Altendance, Absence & Substitutes,
and Warkforcs Case Management solutions

hensivi
P

a8

Accounts Payabla, Accounts Recalvable, Billing, or
Revenus Collection Solutions

 Yes
r No

solutions which Include buf are not limited to: Tyler's Enterpriss ERP, ERP Pro, Scheol ERP Pra
& Payments, Cashll;ring‘ Disbursements, Revenue Mangement {Utilitly Biling, RE/PP Tax, General,

Bid Number: RFP 060624

Parmiting & Llicensing. Courts & Public Saisty collactions.
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Table 16: Category 2 - Depth and Breadth of Offered Equipment Products and Services

Indicate below if the listed types of software are offerad within your proposal. Provide additional comments in the text box providad, as necessary.
Proposers submitting a proposai in Category 2 will b submilting in the broad category that Includes Education and Public Sector information and Work Management. See RFP Section I, B,
1 for datals,

= We will not be
d AR

bmitting for Table 15: Categary 2 - Depth and Breadth of Offered Equipment Products and Services
: = - - . TComm

Siudent hformation System (SIS} 7 Yes Tyler offers a broad sulte of solutions devioped for K-12 Edueation
r Ne including by not limlted fo: Schoot ERP Pro, Absence & Substitue, *
Student Tranporiation, and SIS K-12 for Missour.

2

Tyler incorporates work management feafures into core appiications,
inctuding but not milted to: Role tailored dashboards, wotkfiow,
rabust reporilng, scheduling.

| Tk st

94 Enroiiment Management Systems & Yes Tyler offers comprehensive banefit enroliment management sysiems. .

Table 17; Category 3 - Depth and Breadth of Offered Equipment Products and Services

Indicate below if the listed types of software are offered within your proposal. Pravide additional comments n the text box provided, as necessary.

Proposers submitting a preposal In Gategory 3 wili ba submitting in the braad category that includes Asset and Risk Management. See RFP Secticn Il. 8. 1 for detatis.

ed Equipment Product:
Eine e [Catégory ot Ty i ffered b
el Computarizad Maintenance Management System (CMMS) + Yos
 No

d Services
—Tos
Tyler offers comprehensive CMMS solulions. .

2 We will not be submiiting for Table 17 Catsgory 3 - Depth and Breadth of Offer

Tyler offers a comprehensive offerings for Utiliies Siling 8 Asset
r No Management,

Tyler offers broad amd comprehensiva Civic Bervices solutions which
Includs but are net limited fo: Environmental Health, Enterprise
Parmitting & Licensing software, Fire Prevention Software,
Community Development, Business Management and Asset & Cltizen
Request software and services.

Environmental, Health, and Safety (EHS) ménagemenl

Table 18: Category 4 - Depth and Breadth of Offered Equipment Products and Services

Indicate below i the listed types of software are offered within your proposal, Provide addiional comments in the text box provided, as hevessary.

Proposers submitting a propasal In Category 4 will be submitting in the broad category that includes Public Engagement and Specialized Services . Ses RFP Section il. 8. 1 for detalis.

rvices
Comight .
Tyier offers broad and comprehensive solutions which includs but not
are not limited to: Justice Plus, Municipal Justice, Municipal Jury
Manager, Cnline Dispule Resolution, Enterprise Justice, eFle &
Serve, Gulde & File, Clvil Process, Enterprise Corrections, Elsclronic
Warrants, Enterprise Jury Manager, Enferprise Supendsion, Correction
Solutions, Agency Inteligence. Enfercement Mebile, Public Safety

Pro, Fire Prevention Mobile, Enterprise Public Safely

T vt golutio

[ We will not be submitting for Table 18: Category
Lifie ltari; [Category or Typ T
100 Courl, Corrections, and Justice System

- Depth and B

Tyl

Parks and Recreation Software

nelLding. DU,
rislght’ solutic

ol ;
- Civle: Porifollo; offerl
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Table 18: Category 5 - Depth and Breadth of Offered Equipment Products and Services

Indicate below if the Histed types of software are offered within your proposal. Provide additional comments in the text box pravided, as necessary.

Proposers submitting a proposal in Category 5 will be submitting In the broad category that includes Integrated Enterprise Soluliohs, See RFP Section It B, 1 for detalls.

ucts and Services

I3 _We will not be submitting for Table 19: Category 5 - Depth and Breadth of Offered Equipmant P

Line e | categary orryp _ i f|Commenis : : :
104 Comprehensive sultes that encompass Enterprise Resource Planning Tyler olfers a broad and comprehensive suite of solutions as part of
{ERP) and at lsast one solution from EACH category 1-4 ebove r Mo Tyler's Civle Portfollo, ERP Parlfallo, Properly & Recarding Porlfolia, |,

Courts & Public Safety Portfollo, K~12 Educafion, Qutdoor
Regraation, Regulatary and Tyler one Partfollo,

Table 20: Depth and Breadth of Offered Equipment Products and Services

Provide a dotalled description of the equipment, products, and
sarvices that you are offering in your proposal.

Bid Number: RFP (60624

planned and non- disruptive approach,

Public Adrinlstration
Civic Parlfollo ~

Enterprise Permitling & Liconsing
Enterprise Service Requesls
Enterprise Asset Managemenl
Parks 3. Recreation

ERP Portfolio

Woridorce Case Management
Time & Attendance

ERP Pra

Enterprise ERP

Assets Moblle & Inventory Mabile
Enteiprise Forms

Priority Based Budgeting

ACFR Statement Builder

Proparly & Recording Porlfollo

CA Valuation

Appraisal Soivices

Assessment & Tax Plus
Enterprise Racords Managament
Enterprise Assessment & Tax
Assassment & Tax Pro

Regulatory Porifallo

State Regulatory Platform
Regulatory Licensing & Permitting
Cannabls Licensing

Flrearms POGC Background Check
Enterprise State Regulatory

Cutdoor Recreation Portfolle

Recreatlon Licensing
Parks & Recrsalion
Recragtion Managemant

Courls & Public Safaty
Juslice Portfalio

csl

Justice Pius

Municipal Jusiice
Munlelpal Jury Manager
Cnline Dispute Resolution
Enterprise Justice

eFlle & Serve

Guide & Fila

Civil Process

Enterprise Corrections
Electrenic Warrants
Enterprise Jury Manager
Enterprise Suparvision
Correctlon Selutions

Fublic Safely Parlfolio

Agency Inteligence
Enforcement Mobile
Public Safety Pro

Fire Prevantion Mobila
Enterprise Public Safety

K-12 Edueatlon

Page 225 of 228

Tyler is offering broad and comprehensive Innovalive soflware, services and hardware that is necessary to operste Tyer's
saftware soluffons, Qur software offerings are broken down Into distinet solution groups.
Tyler Tachnalagias is commilied to providing the best and broadest array of software and services to the publle sector,
Dedicaled research and cors development groups ensure Tyler remalns focused on the needs of exlsting cuslomers while
also envisioning and executing en what prospests will sxpact from products and services In the future, Tyler's Evergreen
Philosophy continually provides relurns on our clients’ Inveslment by refreshing the features and underying technolagy In a

Vendor Name: Tyler Technologies
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Schools Portfolio

School ERP Pro
Absence & Substitute
Student Transportation
Telematic GPS

Tyler Drive

Onboard iPaaS

Tyler Cne Portfalio

Application Platfarm
My Civic
Engagement Builder
Cantenl Hosting
Statewide Digital Solutions
Open Data Platform
Disbursements
Data Collect Mobile
Data & Insights
Cashiering
Cybersectirity

Hub

|dentity

Meeting Manager
Nolify

Payments

106  |Equipment and accessories related fo the offering of systems
or solulions described in subseclions calegories 1-5 above,

including but not limited to, hardware, peripherals, and

Tyler supplies hardware that supports operation of Tyler's software solutions.Hardware afferings include but are not limited
lo; POS cashiering hardware and components, Time Clocks, vehicle lablets,
mobile printers, mobile dacking stations, asset label printers, scanners and related accessories.

telemalics devices, bar code printers, kiosk, |+

ries

Services related to the offering of systems or solutions
described in categories 1-5, including, but not limited to,
hesting, cloud migration, modernization, customization,
integration, implementation, installation, maintenance, training,
data collection, import, export and backup, record-keeping and
reporting, mobile, cloud, and web-based applicalions or
platforms, customer service, auditing, compliance, securily, and
technical and user support

107

training services.

Tyler offers a broad array of services to support Installation, deployment, implementation, project management, sofiware
support and maintenance, data conversion, customization,

integration, hosting, managed, upgrade, Cybersecurity, and

Table 21: Exceptions to Terms, Conditions, or Specifications Form

Line Item 108, NOTICE: To identify any exceplion,
proposed exception(s) or requested madification(s) via redline in the Coniract Template provided in

Exceptions” upload field. All exceptions and/or proposed modifications are subject to review and approval by Sourcewell and wi

or to request any modification, lo Sourcewell standard Contract terms, conditions, or specifications, a Proposer must submit the

the “Bid Documents" section. Proposer must upload the redline in the "Requested
Il not automatically be included in the Contract.

Do you have exceptions or modifications to propose?

Acknowledgement *

7 Yes
 No

Documents

Ensure your submission document(s) conforms to the following:

1. Documents in PDF format are preferred. Documents in Word, Excel, or compatible formats may also be provided.

2 Documents should NOT have a security password, as Sourcewell may not be able to open the file. It is your sole responsibility to ensure that the uploaded document(s) are not either

defective, corrupted or blank and that the documents can be opened and viewed by Sourcewell.

3. Sourcewell may reject any response where any document(s) cannot be opened and viewed by Sourcewell.

4. If you need to upload more than one (1) document for a single item, you should combine the documents into cne zipped file. If the zipped file contains more than one (1) document,

ensure each document is named, in relation to the

Priging - Tyler Techologies Pricing - Sourcewell - 2024.zip - Thursday June 13, 2024 08:59:31

Marketing Plan/Samples - Marketing Samples.pdf - Wednesday June 12, 2024 06:02:00
WMBE/MBE/SBE or Related Certificates (optional)
Warranty Information (optional)

i - Tyler Agreements.zip -

e ® o @ @ ® @ ©

Requesled Exceptions - RFP

Bid Number: RFP 060624
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submission format item responding to. For example, if responding lo the Marketing Plan calegory save the document as "Marketing Plan."

ility - 2023_Tyler_Technologies_Annual_Report.pdf - Tuesday June 11, 2024 09:29:55

Thursday June 13, 2024 08:22:19
060624 _Software_Solutions_ Public_Sector_Ed_Admin_Conlract_Template Tyler Redline Exceptions 053124.pdf - Wednesday June 12, 2024 06:03:03
Upload Additional Document - Tyler Technologies _Sourcewell Pricing_Discount Summary_.pdf - Wednesday June 12, 2024 16:05:51

Vendor Name: Tyler Technologies



DULUSIYN EHVEIUPE 1L, DO OUE T U-DUN D40 -AESHA-UD U AL | TAUL

Addenda, Terms and Conditions

PROPOSER AFFIDAVIT AND ASSURANCE OF COMPLIANCE

| certify that | am the authorized representative of the Proposer submitting the foregoing Proposal with the legal authority to bind the Proposer to this Affidavit and Assurance of Compliance:

L

2.

3.

10.

1.

The Proposer is submitting this Proposal under its full and complete legal name, and the Proposer legally exisls in goed standing in the jurisdiction of its residence.
The Proposer warrants that the information provided in this Propasal is true, correct, and reliable for purposes of evaluation for contract award,

The Proposer, including any person assisting with the creation of this Proposal, has arrived at this Proposal independently and the Proposal has been created without colluding with
any other person, company, or parlies that have or will submit a proposal under this salicitation: and the Proposal has in all respects been created fairly without any fraud or dishonesty.
The Proposer has not directly or indirectly entered into any agreement or arrangement with any person or business in an effort to influence any part of this solicitation or operations of a
resulting contract; and the Proposer has not taken any action in restraint of free trade or competitiveness in connection with this solicitation. Additionally, if Proposer has worked with a
consultant on the Proposal, the consultant (an individual or a company) has not assisted any other entity that has submitted or will submit a proposal for this solicitation.

. To the best of its knowledge and belief, and except as otherwise disclosed in the Proposal, there are no relevant facts or circumstances which could give rise to an organizational

conflict of interest. An organizational conflict of interest exists when a vendor has an unfair compelitive advantage or the vendor's objectivity in performing the contract is, or might be,
impaired.

. The contents of the Proposal have not been communicated by the Proposer or its employees or agents to any person not an employee or legally authorized agent of the Proposer and

will not be communicated to any such persons prier lo Due Date of this solicitation.

. |fawarded a contracl, the Proposer will provide o Sourcewell Participating Entities the equipment, products, and services in accordance with the terms, conditions, and scope of a

resulting contract,

. The Proposer possesses, or will possess before delivering any equipment, products, or services, all applicable licenses or certifications necessary to deliver such equipment, products,

or services under any resulting contract.

. The Proposer agrees to deliver equipment, products, and services through valid contracts, purchase orders, or means that are acceptable to Sourcewell Members, Unless otherwise

agreed to, the Proposer must provide only new and first-quality products and related services to Sourcewell Members under an awarded Contract.

. The Proposer will comply with all applicable provisions of federal, state, and local laws, regulations, rules, and orders.

The Proposer understands that Sourcewell will reject RFP proposals that are marked "confidential” (or "nonpublic," efc.), either substantially or in their entirety. Under Minnesota
Statutes Section 13.591, subdivision 4, all proposals are considered nonpublic data until the evaluation is complete and a Contract is awarded. At that point, proposals become public
data. Minnesota Statutes Section 13.37 permits only certain narrowly defined data to be considered a "trade secret," and thus nonpublic data under Minnesota's Data Practices Act.

Proposer its employees, agents, and subcontractors are not:
1. Included on the "Specially Designated Naticnals and Blocked Persons” list maintained by the Office of Foreign Assets Gontrol of the United States Department of the Treasury

found at: hitps:fiwww. treasury.gov/ofac/downloads/sdnlist.pdf;
2. Included on the gavernmenl-wide exclusions lisis in the United States System for Award Management found at: hitps://sam.gov/SANM/; or

3. Presently debarred, suspended, proposed for debarment, declared ineligible, or voluntarily excluded from programs cperated by the State of Minnesota; the United States federal

gavernment or the Canadian government, as applicable; or any Participating Entity. Vendor certifies and warrants that neither it nor its principals have been convicted of a criminal
offense related to the subject matter of this solicitation.

R By checking this box | acknowledge that | am bound by the terms of the Proposer's Affidavit, have the legal autharity to submit this Proposal on behalf of the Proposer, and that this
electronic acknowledgment has the same legal effect, validity, and enforceability as if | had hand signed the Proposal. This signature will not be denied such legal effect, validity, or
enforceability solely because an electronic signature or electronic record was used in its formation. - Tina Mize, Group General Counsel, Tyler Technologies

The Proposer declares that there is an actual or potential Conflict of Interest relating to the preparation of its submission, and/or the Proposer foresees an actual or potential Conflict of
Interest in performing the obligations contemplated in the solicilation proposal.

© Yes & No

The Bidder acknowledges and agrees that the addendum/addenda below form part of the Bid Document,

Check the box in the column "I have reviewed this addendum” below to acknowledge each of the addenda.

Bid Number: RFP 060624 Page 227 of 228 Vendor Name: Tyler Technologies
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I have raviewed the
below addendum and

File Name attachments (If Hages
applicable)

Addendum 17 Software Solutions RFP 060624 1] 1
Mon June 3 2024 10:31 AM

Addendum 16 Software Solutions RFP 060624 7 4
Thu May 30 2024 10:38 AM

Addendum 15 Software Solutions RFP 060624 " 2
Tue May 28 2024 02:32 PM

Addendum_14_Software_Solutions_RFP_060624 Il 4
Fri May 24 2024 03:00 PM

Addendum_13_Software_Solutions_RFP_060624 7 1
Tue May 21 2024 04:25 PM

Addendum_12_Software_Solutions_RFP_060624 I 1
Man May 20 2024 06:33 PM

Addendum 11 Software Solutions RFP 060624 P 2
Fri May 17 2024 03:19 PM

Addendum 10 Software Solutions RFP 060624 ] 4
Thu May 16 2024 01:38 PM

Addendum 9 Software Solutions RFP 060624 W 3
Tue May 14 2024 03:18 PM
| Addendum 8 Software Solutions RFP 060624 " i
Thu May 92024 12:50 PM

Addendum 7 Software Solutions RFP 060624 -1 y
| Wed May 8 2024 01:38 PM

Addendum 6 Software Solutions RFP 060624 5 2
Tue May 7 2024 12:00 PM

Addendum 5 Software Solutions RFP 060624 P 1
Fri May 3 2024 01:56 PM

Addendum 4 Software Solutions RFP 060624 - 1
Thu May 2 2024 12:30 PM

Addendum 3 Software Solutions RFP 060624 -] "
Tue April 30 2024 03:17 PM

Addendum 2 Software Solutions RFP 060624 3 1
Man April 22 2024 02:21 PM

Addendum 1 Software Solutions RFP 060624 B 1

Fri April 19 2024 02:53 PM
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